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1
Decision/action requested

To initiate an internal SA5 discussion with the aim of obtaining SA5 support for a work item on Application Based Charging which was approved by SA at the Vienna meeting in March 2013
2
References

[1] 3GPP TR 23.800 Study on Application Based Charging (ABC)

[2] SP-130099, New Feature WID on Application Based Charging (ABC) approved at SA plenary

[3] S5-130524, New Feature WID on Application Based Charging
3
Rationale

The objectives of this proposal are: 

· provide overview of TS 23.800

· provide context for proposed work item on ABC 

· obtain SA5 support for a work item on ABC which has been approved by SA
4
Detailed proposal

The goal of FS_ABC (TR 23.800) [1] was to make it possible to charge on a per application basis for network usage based upon application detection performed by either a PCEF enhanced with ADC or a TDF, according to rules received by a PCRF. The requirements laid out included applying volume/time/event based charging, no charging and network specific (home/visited) charging.  A full set of requirements is available in Section 4 of [1].
FS_ABC concluded that that the system enhancements should be introduced to the existing PCC framework in order to fulfil application based charging for the detected applications, both for the case of the TDF and for the case in which the PCEF is enhanced with ADC. The specific enhancements will be per the conclusions defined in TS 23.800 [1].

The study identified only one key issue which was supporting online and offline charging of TDF detected applications for which SDF templates cannot be defined. Essentially this key issue comes down to co-ordination between the TDF, PCEF and PCRF. The PCEF without ADC enhancements can only identify flows based on an SDF, however if the TDF identifies applications for which an SDF cannot be deduced then it has no way to inform the PCEF to enforce charging for that application.
A large number of possible solutions were defined broken down between three possible scenarios:
· Scenario 1: Only charging for network usage of an application is required for the corresponding IP-CAN session.

· Scenario 2: Only data flow charging is required for the corresponding IP-CAN session;

· Scenario 3: Charging for network usage for both data flows and applications are required for the corresponding IP-CAN session

The possible solutions varied in their approach and included but were not limited to: 

· Charging only at the TDF

· Sy extensions to enable the OCS to correlate ADC and PCC rules, and apply appropriate charging

· TDF receives SDF and ADC rules and counts overlapping traffic. TDF informs OCS of overlapping traffic to apply appropriate charges

· Packet marking between TDF and PCEF to enable PCEF to identify application and apply charging

· TDF receives and correlates SDFs, then informs PCRF of overlaps which adjusts PCC/ADC rules accordingly
· PCRF performs correlation of rules and performs charging over Sy
The relevant parts of TR 23.800 with respect to the concluded solution have been extracted and included in the document in the Appendix below.
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Figure 1 - Reference Architecture from TS 23.800

The selected solution is entitled ‘simplified ABC’ (Scenario 1, solution 7 of TR 23.800 [1]), the architecture of which is shown in Figure 1. In this solution the operator configures the network such that for any specific IP-CAN session only the PCEF or TDF applies charging and charging is not done on both. In this case for scenario 1 when application based charging is required for a specific IP-CAN, then only the TDF performs charging and enforcement. The PCEF does not perform charging or enforcement for the same traffic. 
It is worth noting that this does not preclude an operator with both PCEF and TDF performing enforcement and charging for a single IP-CAN session as long as the network is configured in such a way that the traffic charged and enforced in the PCEF does not overlap with the traffic charged and enforced by the TDF. Furthermore, this solution also supports scenario 2 in which the PCEF performs SDF charging and acts as the only charging and enforcement point while the TDF is used for detection and reporting.
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Figure 2 - Architecture for Simplified Solution from TS 23.800
This solution requires extensions to the Sd interface to support charging and ADC rule extensions, and the creation of Gyn/Gzn charging interfaces from the TDF to OCS/OFCS.

The proposed work item [3] aims to define these required enhancements as per conclusions defined in the TR 23.800.

Specifically the following enhancements will be addressed:

· For TDF, support of application based charging by defining the corresponding charging report functionality, necessary extensions to Sd interface to handle charging, including ADC Rules extensions, and Gyn/Gzn interfaces between the TDF and the OCS/OFCS. 

· Additionally, the enhancements of existing mechanisms for application based charging in case the PCEF performs application detection will be studied and standardized.

This work item was accepted by the SA working group at the Vienna meeting in March 2013 [2].
5
Appendix
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6.1.7 Alternative solution 7: Simplified solution for Application Based 
Charging 


This solution requires the operator to configure their network such that for any given UE IP-CAN session, either the 


PCEF enhanced with ADC feature or the TDF will be performing charging and enforcement, but not both. Since the 


same node will always perform both charging actions and enforcement actions for the session, there will be no 


overcharging issues. 


For scenario 1 only the TDF performs charging and enforcement. The PCEF does not perform charging and 


enforcement for the same traffic. 


An example of applicability would be: IMS APN, which would require dynamic PCC rules, would be configured such 


that PCEF based charging and enforcement is employed, but for regular internet access APN, the network would be 


configured such that the TDF performs both charging and enforcement. 


6.1.7.1 Solutions' assumptions 


1. Only the PCEF or the TDF is configured to be the charging and enforcement point for a given UE IP-CAN 


session. 


2. No GBR bearers are required when TDF is the charging and policy enforcement point. 


NOTE 1: An operator may also apply this solution with both PCEF and TDF performing enforcement and charging 


for a single IP-CAN session as long as the network is configured in such a way that the traffic charged 


and enforced in the PCEF does not overlap with the traffic charged and enforced by the TDF. In addition, 


the DL APN-AMBR and any UL maximum bit rate enforcement for the TDF session need to be 


configured with such high values that they don't result in discarded packets. 


NOTE 2: It is assumed that the solution described in NOTE 1 does not have standard impacts. 


6.1.7.2 Reference architecture 


Same reference architecture as defined by clause 6.1.1.1. 
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Figure 6.1.1.2-1 


Editor's note: It is FFS whether Gyn/Gzn is Gy/Gz or an enhancement of Gy/Gz. Whether the Gyn/Gzn is to be 


renamed is FFS. 


 


6.1.7.3 Application Detection and Control Rule extension 


Same as defined by clause 6.1.1.3. 


The following parameters within ADC Rules shall be supported for application usage charging, in addition to the 


parameters already defined in the TS 23.203 [3]: 


Table 6.1.1.3-1 


Charging This clause defines identities and instructions for charging 
and accounting that is required for an access point where 
application usage charging is configured  


Charging key The charging system (OCS or OFCS) uses the charging 
key to determine the tariff to apply for application. 


Charging method Indicates the required charging method for the ADC rule. 
Values: online, offline or neither. 


Measurement method Indicates whether the application data volume, duration, 
combined volume/duration or event shall be measured. 
This is applicable for reporting, if the charging method is 
online or offline. 
NOTE: Event based charging is only applicable to pre-
defined ADC rules. 


Application identifier level 
reporting 


Indicates that separate usage reports shall be generated 
for this Application identifier. 
Values: mandated or not required 


 


Application identifier shall be a new parameter transferred to OCS and to OFCS per each application (instead of Service 


Identifier) for application usage charging. 
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If there is at least one ADC Rule with the charging parameters, the session with OCS/OFCS needs to be established by 


the TDF. 


6.1.7.4 Credit management 


Credit management for TDF online charging shall be as defined by clause 6.1.1.4. 


The credit management applies for online charging only and shall operate on per charging key basis. The TDF shall 


initiate one credit management session with the OCS for each TDF Session subject to online charging. 


NOTE 1: Independent credit control for an individual application may be achieved by assigning a unique charging 


key value for the application in the ADC rule. 


The TDF shall request a credit for each charging key occurring in an ADC rule. It shall be up to operator configuration 


whether the TDF shall request credit in conjunction with the ADC rule being activated or when the application is 


detected. The OCS may either grant or deny the request for credit. The OCS shall strictly control the rating decisions. 


NOTE 2: The term 'credit' as used here does not imply actual monetary credit, but an abstract measure of resources 


available to the user. The relationship between this abstract measure, actual money, and actual network 


resources or data transfer, is controlled by the OCS. 


During TDF session establishment and modification, the TDF shall request credit using the information after applying 


enforcement action (e.g. upgraded or downgraded bandwidth limitation), if applicable. 


It shall be possible for the OCS to form a credit pool for multiple (one or more) charging keys, applied at the TDF, e.g. 


with the objective of avoiding credit fragmentation. Multiple pools of credit shall be allowed per TDF session. The OCS 


shall control the credit pooling decisions. The OCS shall, when credit authorization is sought, either grant a new pool of 


credit, together with a new credit limit, or give a reference to a pool of credit that is already granted for that TDF 


session. The grouping of charging keys into pools shall not restrict the ability of the OCS to do credit authorisation and 


provide termination action individually for each charging key of the pool. It shall be possible for the OCS to group 


applications charged at different rates or in different units (e.g. time/volume/event) into the same pool. 


For each charging key, the TDF may receive credit re-authorisation trigger information from the OCS, which shall 


cause the TDF to perform a credit re-authorisation when the event occurs. If there are events which can not be 


monitored in the TDF, the TDF shall provide the information about the required event triggers to the PCRF. If 


information about required event triggers is provided to the PCRF, it is an implementation option whether a successful 


confirmation is required from the PCRF in order for the TDF to consider the credit (re-)authorization procedure to be 


successful. The credit re-authorisation trigger detection shall cause the TDF to request re-authorisation of the credit in 


the OCS. It shall be possible for the OCS to instruct the TDF to seek re-authorisation of credit in case of the events 


listed in table 6.1. 


Table 6.1: Credit re-authorization triggers 


Credit re-authorization trigger Description 


Credit authorisation lifetime expiry The OCS has limited the validity of the credit to expire at a certain time. 
Idle timeout The application has been empty for a certain time. 
PLMN change The UE has moved to another operators' domain. 
  
 
Change in type of IP-CAN 


 
The type of the IP-CAN has changed. 


Location change (serving cell) The serving cell of the UE has changed. 
Location change (serving area) (see 
NOTE 2) 


The serving area of the UE has changed. 


Location change (serving CN node) 
(see NOTE 3) 


The serving core network node of the UE has changed. 


NOTE 1: This list is not exhaustive. Events specific for each IP-CAN are specified in Annex A of TS 23.203 [3], and 
the protocol description may support additional events. 


NOTE 2: A change in the serving area may also result in a change in the serving cell, and possibly a change in the 
serving CN node. 


NOTE 3: A change in the serving CN node may also result in a change in the serving cell, and possibly a change in 
the serving area. 


 


If the Location change trigger is armed, the relevant IP-CAN specific procedure shall be implemented to report any 


changes in location to the level indicated by the trigger. If credit-authorization triggers and event triggers require 


different levels of reporting of location change for a single UE, the location to be reported should be changed to the 
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highest level of detail required. However, there should be no request being triggered for credit re-authorization to the 


OCS if the report received is more detailed than requested by the OCS. 


If the PCRF has set the Out of credit event trigger (see table 6.2), the TDF shall inform the PCRF about the ADC rules 


for which credit is no longer available together with the applied termination action. 


Table 6.2: Event triggers 


Event trigger Description Reported from Condition for 
reporting 


Out of credit Credit is no longer available. TDF PCRF 


 


6.1.7.5 Termination Action 


The termination action for TDF online charging report shall be as defined by clause 6.1.1.5.  


The termination action applies only in case of online charging. The termination action indicates the action, which the 


TDF should perform when no more credit is granted. An application's traffic that matches an ADC rule, indicating a 


charging key for which no credit has been granted, is subject to a termination action. 


The defined termination actions include: 


- Allowing the application's traffic to pass through; 


- Dropping the application's traffic; 


- The TDF Default Termination Action; 


- The re-direction of application's traffic to an application server (e.g. defined in the termination action). 


The Default Termination Action for all charging keys, for which no more credit is granted and there is no specific 


termination action shall be pre-configured in the TDF according to operator's policy. For instance, the default behaviour 


may consist of allowing application's traffic of any terminated application to pass through the TDF. 


The OCS may provide a termination action for each charging key over the Gy interface. Any previously provided 


termination action may be overwritten by the OCS. A termination action remains valid and shall be applied by the TDF 


until all the corresponding ADC rules of that charging key are removed. 


The OCS shall provide the termination action to the TDF before denying credit; otherwise the TDF default termination 


action shall be performed. 


 


6.1.7.6 Functional Description 


For scenario 1 the TDF is the single point of charging and policy enforcement for the IP-CAN session. The ADC rules 


are used to determine the online and offline characteristics. For offline charging, usage reporting over the Gzn interface 


will be used. For online charging, credit management and reporting over the Gyn interface will be used. The PCEF is in 


this case not used for charging and enforcement (based on active PCC rules and APN-AMBR configuration), but will 


still be performing bearer binding based on the active PCC rules. In addition, the DL APN-AMBR in PCEF need to be 


configured with such high values that it does not result in discarded packets. 


NOTE 1: The PCEF may still do enforcement of uplink traffic without impacting the accuracy of the charging 


information produced by the TDF. 


This is illustrated for online charging only in the following figure. 
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Figure 6.1.7.6-1: Architecture example for Simplified solution for Application Based Charging 


NOTE 2: The solution described also supports scenario 2 (as described in clause 5.1). For scenario 2, the PCEF 


performs service data flow charging and is the single charging and enforcement point. The TDF may be 


used for application detection and reporting of start/stop and for enforcement of downlink traffic. This 


solution for scenario 2 is supported by Rel-11 specifications and does not require any specification 


updates. 


6.1.7.7 Impacts on existing nodes or functionality 


Functionality which need to be supported: 


- ADC Rule extension for charging parameters, Credit management and Termination action support by the TDF. 


- TDF session would be enhanced to support a maximum bit rate specified by the PCRF. 


- Support of charging interfaces for application based charging from the TDF. 


 


Conclusion 


It is decided that the assumptions related to "Simplified solution for Application Based Charging" alternative solution 


are acceptable in this Release. 


It is concluded to select "Simplified solution for Application Based Charging" alternative solution to be standardized in 


this Release in order to handle application based charging for TDF by defining the corresponding TDF functionality, 


necessary extensions to Sd interface to handle charging, including ADC Rules extensions, and Gyn/Gzn interfaces 


between the TDF and the OCS/OFCS.  


This study has also recognized the need to study and standardize enhancements of existing mechanisms for application 


based charging in case the PCEF performs application detection. 
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