3GPP TSG SA WG5 (Telecom Management) Meeting #88
S5-130714
15-19 April 2013, Qingdao (China)

Title:
LS on Introduction of reason header in IMS offline Charging
Response to:
-
Release:
Rel-12
Work Item:
CH12
Source:
SA5 
To:
CT1
Cc:
-
Contact Person:


Name:
Steven D. Lind
Tel. Number:
+1 973 236 6787
E-mail Address:
sdlind<at>att<dot>com
Attachments: none


1. Overall Description:

The offline charging solution for IMS outlined in 3GPP technical specifications provides a way to record when a session ends normally or fails to setup, but it does not clearly identify a way to record when an existing session ends abnormally, e.g. in the case of a dropped call, in such a way as to distinguish it from a normally terminated session, nor does it identify a method to record a more descriptive code if desired when a session is cancelled before it is established.
In SIP, there is a method identified for capturing a more descriptive reason for terminating or cancelling a session.  That method is defined in RFC 3326 and involves the inclusion of a Reason header in the SIP message, e.g. SIP BYE or SIP CANCEL.  The Reason header should include a Reason code which is used to identify a more descriptive reason for the specific SIP request.  According to RFC 3326, the Reason codes may be a SIP error code or a Q.850 cause code, but certain vendor implementations may include other code types, e.g. ANSI.  A Reason header may include multiple cause codes but only one for each code type.  For example, only one SIP error code is allowed in the Reason header of a SIP message.
TS 24.229 specifies the use of the Reason header in certain situations, such as session release by the network, and also gives the codes that should be given in the Reason header, which are typically SIP error codes.  

The SA5 is studying a proposal to define a new 3GPP Rf AVP and corresponding CDR field for capturing the Reason header when it is included in a SIP BYE or CANCEL. There are concerns that reason header information introduced outside the trusted domain, e.g., from the user through the UE, could find its way into the trusted domain that could be confusing to downstream systems and organizations that analyze the CDRs from a reporting and/or troubleshooting perspective. 

We noted in TS 24.229 (9.5.0) in clause 4.4.7 where it appears that the Reason header should only be forwarded in a response within a trust domain, and if it is forwarded outside of the trust domain, then it should be removed.  We would like to know CT1’s views on the application of this to a request that enters a trust domain as well.
2. Actions:

To CT1 group.

ACTION: 
SA5 asks CT1 to provide its views on whether a Reason header from a request that enters a trust domain can be cleared from a SIP BYE or CANCEL.
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