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6.8.1
1 Minutes
The breakout session was held on Wednesday January 16th 2013, Q4

1.1 Alarm reporting use case
A revised contribution that takes into account the following comments received at the meeting or offline discussion was presented.

· The alarm reporting use case should be specific to WLAN

· The alarm reporting use case reuse the interface MIB as defined in IETF RFC 2863
ifOperStatus OBJECT-TYPE

    SYNTAX  INTEGER {

                up(1),        -- ready to pass packets

                down(2),

                testing(3),   -- in some test mode

                unknown(4),   -- status can not be determined

                              -- for some reason.

                dormant(5),

                notPresent(6),    -- some component is missing

                lowerLayerDown(7) -- down due to state of

                                  -- lower-layer interface(s)

            }

ifOperStatus  can be used to monitor the WLAN interface. A SNMP will be generated when ifOperStatus is changed from up(1)to down(2) to indicate an alarm is detected. A SNMP will be generated when ifOperStatus is changed from down(2)to  up(2) to indicate an alarm is cleared.
The IRPAgent will first map the alarm information received from the SNMP trap into the management information that can be sent over Itf-N, and then send such management information to the IRPManager. 
Conclusion:

A revised contribution S5-130318d1 was created to capture the alarm reporting use case discussed at the session.

1.2 PM use case

A revised contribution that takes into account the following comments received at the offline discussion was presented.

· PM use case should follow the format  as described in Annex A (informative): Use cases for performance measurements definition of TS 32.425
· Use case similar to – A.5 Monitor of cell level QoS and radio resource utilisation (shown below) – seems to be able to meet our needs
In an E-UTRAN cell the quality of service achieved is directly influenced by a number of factors, including:

· Loading of users on the cell

· Traffic loading and characteristics

We looked into IEEE 802.11 MIB and IETF Interface MIB to identify PM counters that can be used to correlate with 3GPP PM counters. 

Loading of users on the WLAN AP

Dot11CountersEntry ::=


SEQUENCE {dot11TransmittedFragmentCount Counter32,



dot11MulticastTransmittedFrameCount Counter32,



dot11FailedCount Counter32,



dot11RetryCount Counter32,



dot11MultipleRetryCount Counter32,



dot11FrameDuplicateCount Counter32,



dot11RTSSuccessCount Counter32,



dot11RTSFailureCount Counter32,



dot11ACKFailureCount Counter32,



dot11ReceivedFragmentCount Counter32,



dot11MulticastReceivedFrameCount Counter32,



dot11FCSErrorCount Counter32,



dot11TransmittedFrameCount Counter32,



dot11WEPUndecryptableCount Counter32,



dot11QosDiscardedFragmentCount Counter32,



dot11AssociatedStationCount Counter32,



dot11QosCFPollsReceivedCount Counter32,



dot11QosCFPollsUnusedCount Counter32,



dot11QosCFPollsUnusableCount Counter32 }
Traffic loading

Dot11QosCountersEntry ::=

SEQUENCE {dot11QosCountersIndex         INTEGER,


dot11QosTransmittedFragmentCount Counter32,

dot11QosFailedCount           Counter32,

dot11QosRetryCount            Counter32,

dot11QosMultipleRetryCount    Counter32,

dot11QosFrameDuplicateCount   Counter32,

dot11QosRTSSuccessCount       Counter32,

dot11QosRTSFailureCount       Counter32,

dot11QosACKFailureCount       Counter32,

dot11QosReceivedFragmentCount Counter32,

dot11QosTransmittedFrameCount Counter32,

dot11QosDiscardedFrameCount   Counter32,

dot11QosMPDUsReceivedCount    Counter32,


dot11QosRetriesReceivedCount 
Counter32}
The issue of dot11QosReceivedFragmentCount and dot11QosTransmittedFrameCount are as follows:

· WLAN is the layer bridge that counts the number of MPDU
· It is not possible to calculate the traffic load, since MPDU has variable size. 

ifInOctets OBJECT-TYPE

    SYNTAX      Counter32

    MAX-ACCESS  read-only

    STATUS      current

    DESCRIPTION

            "The total number of octets received on the interface,

            including framing characters.

            Discontinuities in the value of this counter can occur at

            re-initialization of the management system, and at other

            times as indicated by the value of

            ifCounterDiscontinuityTime."

::= { ifEntry 10 }
ifOutOctets OBJECT-TYPE

    SYNTAX      Counter32

    MAX-ACCESS  read-only

    STATUS      current

    DESCRIPTION

            "The total number of octets transmitted out of the

            interface, including framing characters.

            Discontinuities in the value of this counter can occur at

            re-initialization of the management system, and at other

            times as indicated by the value of

            ifCounterDiscontinuityTime."

    ::= { ifEntry 16 }

Conclusion:
The number of UE in a WLAN AP can be obtained in the WLAN MIB. Although it may not be 100% accurate, the use dot11QosReceivedFragmentCount, dot11QosTransmittedFrameCount, ifInOctets, and ifOutOctets may be able to provide us the ball part estimate for the traffic load for WLAN AP.
A revised contribution S5-130319d1 was created to capture the PM use case discussed at the session.
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