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1
Decision/action requested

It’s asked for the group to discuss and approve the proposal of WLAN OAM.
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Rationale

There were intensive discussions in the last SA5 meeting in New Orleans, but no progress was made, since the group could not reach consensus on several key issues. An offline discussion via email was initiated before this meeting, not much responses were received either. Therefore, it is the intent of this paper to inspire discussion on these key issues, and hopefully to agree on some common guidelines or positions for this WI going forward.

3.1 


Measurements in IEEE802dot11-MIB and IF-MIB 
As stated in the Objective section of the WLAN-OAM WID, as shown below, which it was the intention that no new WLAN performance measurements are defined.
Specify/capture existing WLAN measurements defined in IEEE and IETF WLAN performance measurements for use on Type-2 interface (this is not intended for SA5 to define new WLAN performance measurements)

This paper looks into IEEE802dot11-MIB and IF-MIB, as defined in IEEE 802.11-2007 [1] and RFC 2863 respectively, to identify the counters that can be used to measure WLAN packet throughput and service availability.
Packet throughput measurments

It was found that several counters in dot11QosCountersTable or dot11CountersTable may be used to measure the packet throughput.
dot11QosCountersTable OBJECT-TYPE

SYNTAX SEQUENCE OF Dot11QosCountersEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION

"Group containing attributes that are MAC counters implemented as a

table to allow for multiple instantiations on an agent."

::= { dot11mac 6 }

Dot11QosCountersEntry ::=

SEQUENCE {dot11QosCountersIndex         INTEGER,





dot11QosTransmittedFragmentCount Counter32,




dot11QosFailedCount           Counter32,




dot11QosRetryCount            Counter32,




dot11QosMultipleRetryCount    Counter32,




dot11QosFrameDuplicateCount   Counter32,




dot11QosRTSSuccessCount       Counter32,




dot11QosRTSFailureCount       Counter32,




dot11QosACKFailureCount       Counter32,




dot11QosReceivedFragmentCount Counter32,




dot11QosTransmittedFrameCount Counter32,




dot11QosDiscardedFrameCount   Counter32,




dot11QosMPDUsReceivedCount    Counter32,




dot11QosRetriesReceivedCount 
Counter32}

dot11QosReceivedFragmentCount OBJECT-TYPE

SYNTAX Counter32

MAX-ACCESS read-only

STATUS current

DESCRIPTION

"This counter shall be incremented for each successfully received

MPDU of type Data of a particular UP. This counter has relevance

only for TIDs between 0 and 7."

::= { dot11QosCountersEntry 10 }
dot11QosTransmittedFrameCount OBJECT-TYPE

SYNTAX Counter32

MAX-ACCESS read-only

STATUS current

DESCRIPTION

"This counter shall increment for each successfully transmitted

MSDU of a particular UP. This counter has relevance only for TIDs

between 0 and 7."



::= { dot11QosCountersEntry 11 }
dot11CountersTable OBJECT-TYPE



SYNTAX SEQUENCE OF Dot11CountersEntry



MAX-ACCESS not-accessible



STATUS current



DESCRIPTION




"Group containing attributes that are MAC counters.




Implemented as a table to allow for multiple




instantiations on an agent."



::= { dot11mac 2 }
Dot11CountersEntry ::=



SEQUENCE {
dot11TransmittedFragmentCount Counter32,







dot11MulticastTransmittedFrameCount Counter32,







dot11FailedCount Counter32,







dot11RetryCount Counter32,







dot11MultipleRetryCount Counter32,







dot11FrameDuplicateCount Counter32,







dot11RTSSuccessCount Counter32,







dot11RTSFailureCount Counter32,







dot11ACKFailureCount Counter32,







dot11ReceivedFragmentCount Counter32,







dot11MulticastReceivedFrameCount Counter32,







dot11FCSErrorCount Counter32,







dot11TransmittedFrameCount Counter32,







dot11WEPUndecryptableCount Counter32,







dot11QosDiscardedFragmentCount Counter32,







dot11AssociatedStationCount Counter32,







dot11QosCFPollsReceivedCount Counter32,







dot11QosCFPollsUnusedCount Counter32,







dot11QosCFPollsUnusableCount Counter32 }
dot11TransmittedFragmentCount OBJECT-TYPE



SYNTAX Counter32



MAX-ACCESS read-only



STATUS current



DESCRIPTION




"This counter shall be incremented for an acknowledged MPDU




with an individual address in the address 1 field or an MPDU




with a multicast address in the address 1 field of type Data




or Management."



::= { dot11CountersEntry 1 }
dot11ReceivedFragmentCount OBJECT-TYPE



SYNTAX Counter32



MAX-ACCESS read-only



STATUS current



DESCRIPTION




"This counter shall be incremented for each successfully




received MPDU of type Data or Management."



::= { dot11CountersEntry 10 }
dot11QosCountersTable can be summerized as the following:

· There are actually 8 counters for TID 0..7 that map to eight UP (User Priority) for every measurement object
· The counters count the number of MPDU (MAC PDU) or MSDU (MAC SDU)

· MPDU or MSDU frame are specific to 802.11 MAC protocol

· MPDU has variable size of x..2304 byte + overheads (e.g. MAC headers, subheaders, encryption key, …).

dot11CountersTable is similar to dot11QosCountersTable except that  it has one counter for each measurement object. 

dot11QosReceivedFragmentCount and dot11QosTransmittedFrameCount has the following issues that requies discussion to determine if it can be used to measure the packet throughput.
· The count of MPDU is completely unknown to 3GPP

· Since MPDU has variable size and includes huge extra MAC overheads, it may not ne able to measure how much data is sent or received.
Service availability measurments

It is found that ifOperStatus may used to indicate whether the WLAN AP service is available or not.

· ifOperStatus = up, WLAN AP service is available
· ifOperStatus ≠ up, WLAN AP service is not available
ifTable OBJECT-TYPE

              SYNTAX  SEQUENCE OF IfEntry

              ACCESS  not-accessible

              STATUS  mandatory

              DESCRIPTION

                      "A list of interface entries.  The number of

                      entries is given by the value of ifNumber."

              ::= { interfaces 2 }

ifEntry OBJECT-TYPE

              SYNTAX  IfEntry

              ACCESS  not-accessible

              STATUS  mandatory

              DESCRIPTION

                      "An interface entry containing objects at the

                      subnetwork layer and below for a particular

                      interface."

              INDEX   { ifIndex }

              ::= { ifTable 1 }

IfEntry ::=

    SEQUENCE {

        ifIndex                 InterfaceIndex,

        ifDescr                 DisplayString,

        ifType                  IANAifType,

        ifMtu                   Integer32,

        ifSpeed                 Gauge32,

        ifPhysAddress           PhysAddress,

        ifAdminStatus           INTEGER,

        ifOperStatus            INTEGER,

        ifLastChange            TimeTicks,

        ifInOctets              Counter32,

        ifInUcastPkts           Counter32,

        ifInNUcastPkts          Counter32,  -- deprecated

        ifInDiscards            Counter32,

        ifInErrors              Counter32,

        ifInUnknownProtos       Counter32,

        ifOutOctets             Counter32,

        ifOutUcastPkts          Counter32,

        ifOutNUcastPkts         Counter32,  -- deprecated

        ifOutDiscards           Counter32,

        ifOutErrors             Counter32,

        ifOutQLen               Gauge32,    -- deprecated

        ifSpecific              OBJECT IDENTIFIER -- deprecated

    }

ifOperStatus OBJECT-TYPE

    SYNTAX  INTEGER {

                up(1),        -- ready to pass packets

                down(2),

                testing(3),   -- in some test mode

                unknown(4),   -- status can not be determined

                              -- for some reason.

                dormant(5),

                notPresent(6),    -- some component is missing

                lowerLayerDown(7) -- down due to state of

                                  -- lower-layer interface(s)

            }

    MAX-ACCESS  read-only

    STATUS      current

    DESCRIPTION

            "The current operational state of the interface.  The

            testing(3) state indicates that no operational packets can

            be passed.  If ifAdminStatus is down(2) then ifOperStatus

            should be down(2).  If ifAdminStatus is changed to up(1)

            then ifOperStatus should change to up(1) if the interface is

            ready to transmit and receive network traffic; it should

            change to dormant(5) if the interface is waiting for

            external actions (such as a serial line waiting for an

            incoming connection); it should remain in the down(2) state

            if and only if there is a fault that prevents it from going

            to the up(1) state; it should remain in the notPresent(6)

            state if the interface has missing (typically, hardware)

            components."

    ::= { ifEntry 8 }
3.2 


Performance Measurements of WLAN offloading

The objective of WLAN performance measurements is to evaluate the performance of WLAN offloading, as shown fro the text extracted from TR 32.841 below.
This document is intended to enable a 3GPP OAM system to monitor WLAN performance measurements and alarms that are essential to evaluate the performance of WLAN offloading. The WLAN performance data can also be used in network planning.

Figure 1 is a typical network scenario where multiple WLAN APs are overliad in a EUTRAN cell. 
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Figure 1: eNB and WLAN AP overlaid 
Based on the example of Figure 1, there can be two approaches to measure the WLAN offload performance.

The first approach

Indeed, this approach has been implemented by major cellular operator in the live network. For example, on Monday, cell #A and AP #1-10 were active. The operator measured the traffic on cell #A – T1. On Tuesday, cell #A was active, and AP #1-10 were inactive. The operator measured the traffic on cell #1 – T2. Then, the operator can use the difference T2 – T1 to estimate much traffic has been offloaded to WLAN AP. This approach is easy, and does not require any support from SA5, but urs estimate may not be very accurate, since traffic on cell #A may fluctuate from day to day.    
The second approach

1. Measure the traffic of cell #A for different day and time, based on existing 3GPP PM data

2. Measure the aggregate traffic of AP #1-10 for different day and time, based on new PM measurement defined in WLAN-OAM WI.

3. The operator can correlate the cell #A traffic and the aggregate traffic of AP #1-10 to find out how much traffic is actually offloaded from cell #A to AP #1-10. 

A possible issue that can impact the accuracy of the offloading performance measurement based on this approach is that a subscriber may own the mobile device and Wi-Fi only tablet that can only access WLAN. The Wi-Fi only tablets needs to be authenticated by the operator before access the WLAN. So, the operator should know how many tablets in a giving cell are access the WLAN, and take them into account if necessary.   

4
Detailed proposal
The group is asked to discuss the issues, and agree on some common guidelines or positions for this WLAN_OAM WI to go forward.
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