3GPP TSG SA WG5 (Telecom Management) Meeting #87
S5-130166
Malta; 14-18 January 2013
revision of S5-xxxx
Source:
Huawei
Title:
OAM Requirement for Network Sharing 
Document for:
Approval

Agenda Item:
6.9.2-Study on OAM aspects of Network Sharing (540032)
1
Decision/action requested

The group is asked to approve the proposed OAM requirements for network sharing.
2
References
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3
Rationale

SA1 has agreed general requirements on network sharing in TR 22.852[2]. As for RAN sharing monitoring function some requirements are agreed as follows:

================Extract from 22.852 1.0.0 start==========================
4.2
Scenario and Use Case 1 (RAN Sharing Monitoring)

4.2.1
Description

This use case demonstrates that a Participating Operator will want to obtain the same OAM status information from a Hosting RAN as from an unshared E-UTRAN. It also shows that a hosting operator will want to restrict the Participating Operator from accessing certain OAM status information from a Hosting RAN for business, operational or technical reasons.

4.2.2
Pre-conditions

Operator A is sharing E-UTRAN X.

Operator B has an unshared E-UTRAN R but is in need of additional capacity.

Operator B negotiated an agreement with Operator A to use the E-UTRAN X.

Operator B obtains RAN OAM status information from E-UTRAN R in the normal course of operating and engineering its network.

4.2.3
Service Flows

Operator B wants to receive the same level of RAN OAM status information from the shared E-UTRAN X as it receives from LTE R in order to use LTE X as a seamless offload from LTE R.

Operator A sets up Operator B’s access to E-UTRAN X OAM status information only regarding the information about the E-UTRAN X resources allocated or used by Operator B.

4.2.4
Post-conditions

Operator B is able to obtain the needed E-UTRAN X OAM status information to perform the planned seamless offload and integrate it into internal processes.

Operator A is able to set the limits of what OAM status information that Operator B is allowed to access in E-UTRAN X.

4.2.5
Alternate Flows

Operator A decides that some OAM status information provided by the E-UTRAN X could provide details of other Participating Operator’s service usage of the E-UTRAN X and for business reasons blocks Operator B from accessing this information but allowing access to other non-sensitive information.

4.2.6
Requirements

The requirements derived from this use case are:

· The Hosting RAN shall be able to provide to the Participating Operators access to the Hosting RAN OAM status information to the same level of detail as would be available from a non-shared E-UTRAN.

· The Hosting RAN shall be able to provide for setting limits on what OAM status information each Participating Operator can access from the Hosting RAN including (but not  limited to):

· Only the resources allocated to or used by the Participating Operator.

· Individual or classes of information elements for business, technical or operational reasons.

================Extract from 22.852 1.0.0 end==========================
From above requirements, the “OAM status” information should at least include fault information and performance information.

Also the HRO shall be able to configure PO access limit to the shared network fault information and performance information. This requirement shall be considered by SA5 RAN sharing management TR.
4
Detailed proposal
4.1
Scenario 1: Multiple Operators Core Network sharing common radio access network
4.1.3
Fault Management impact

Alarms raised by the 3GPP nodes are generally associated with equipment, resources on the node etc and are alarms that all operators sharing the RAN resources would need to know. 
For scenario 1A/1C/1D, the following requirements shall be considered for itf-N management:
· The SRDM shall be able to provide alarm information to PO, based on RAN sharing agreement.
· The HRO shall be able to configure the policy on what alarm information each Participating Operator can get from the shared RAN.
There can be alarms raised when resources allocated on a PLMN basis or application that is PLMN specific needs attention. In those cases there may be need to filter alarms based on PLMN when delivered to the NM, particularly if the alarms are operator sensitive information. 

Example: CAC (Call Admission Control) failure alarm. 

Several options for addressing the above are explored here.

Option 1: Introduce information in alarm (a new attribute) that identifies the PLMN. The parameter can be optional. This attribute will not be applicable to a large category of the alarms. 

Option 2: Introduce the PLMN identification in the additional text or additionalInfo attributes in the alarm. This implies a vendor specific string.

Option 3: Change the NRM to introduce an <<InformationObjectClass>> or <<supportIOC>> for representing the PLMN. The alarm raised that is PLMN specific can be identified by the DN in the alarm. The exact modeling will be explored later.

Option 4: No changes. There is really no need to identify the alarm specific to a PLMN.

Option 5: Add an attribute to each monitored entity to identify the PLMN. 
4.1.4
Performance Management impact

4.1.4.1 Performance Operations
For scenario 1A/1C/1D, the following requirements are to be considered for itf-N management:

· The SRDM shall be able to provide performance information to PO, based on RAN sharing agreement.

· The HRO shall be able to configure the policy on what performance information each Participating Operator can get from the shared RAN.

4.1.4.2 Performance Counters
There are several categories of counters that characterize QoS and are split per operator. These need to be identified 

Editor’s Note: Identification of the PM counters which need to be per PLMN is TBD.

Option 1: Introduce the PLMN identification in an additional tag in the 3GPP PM file (a proprietary or standardized extension).

Option 2: Change the NRM to introduce an object class for representing the PLMN. The PM counters can be associated with the PLMN object. 

Option 3: No changes needed. There is no need to separate these counter per PLMN.

