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3GPP Work Plan status

Percentage of completion: 
30% (previously 20%)

Estimated completion date: 
SA#62 – December 2013
Other information (WID update, Rapporteur change, etc): None

Technical Progress status

Summary of progress: 

· Network sharing considerations added
· Several input documents for the Plug and Connect use case will be combined into a generic one
· More requirements agreed
· Work item and Super-CR updated to consider that PnP is an E2E process.
Summary of discussion:

· Location of RA/CA server “behind” or “in front of” Security Gateway was discussed. No conclusion yet.
· Views exchanged on conflicting goals of being able to cater for heterogenous network deployments and to keep the number of option low

· First proposals for FQDN debated.
· Different use cases with DHCP/DNS/ with or without configuration server presented.

· Proposal for data exchanged during Plug and Connect presented
Outstanding issues (next steps):

· Agree general use case
· Decide on options

· Define data exchanged during Plug and Connect.

2
Minutes
The session was held in 0th , 1st and 2nd quarter on 15th of November.
2.1 WI status
	#
	Tdoc
	Title
	Source

	1. 
	S5-122780
	pre-SA5#86 stand of MUPPET Super-CR to 32.501
Presentation:

Identical to email approved post-SA5#85 version.
Discussion:

Not detected in email discussion was, that one part of S5-122603 (on MvPnC) was not included. This will be added to the output Super-CR of this meeting.
Conclusion:

Noted
Post-SA5#86 stand will be in S5-123151.


	Rapporteur

	2. 
	S5-122767
	Update MUPPET WID to consider PnP being an E2E process
Presentation:

Corrections received via mail by MCC.
Discussion:

No further comments.
Conclusion:

Revision in S5-123155.


	Nokia Siemens Networks

	3. 
	S5-123151
	post-SA5#86 stand of MUPPET Super-CR to 32.501

This will be produced when all agreed MUPPET pCRs are available.

	Rapporteur


2.2 LS 
None

2.3 Input to Super-CR to 32.501

	#
	Tdoc
	Title
	Source

	4. 
	S5-122768
	Update MUPPET Super-CR to consider PnP being an E2E process
Presentation:

Parts on PnC are superfluous, see discussion of S5-122780
Discussion:

No further comments.
Conclusion:

Revision in S5-123156.


	Nokia Siemens Networks

	5. 
	S5-122764
	pCR to 32.501 on Concept and Use Case of MUPPET, resubmission of S5-122431
Presentation:

Resubmission from SA5#85.
Discussion:

On clause 4.3.1 (introduction text):
Configuration server is controversial. Agreement: Add note FFS to configuration server. delete word “numerical” IP address
On 6.4.3 (use case): 
Different understandings on the location of the CA server (outside or inside secure part of network)
Connection to core network is missing as step.
Wording of field “goal” is a bit bumpy.
It was agreed that the Rapporteur shall try to create from this and the other contributions on use case a document containing an abstract use case which shows the common aspects of the different approaches and list open points. This will be  S5-123157. Input sources are: S5-1222764, S5-122884, S5-122919, S5-122921, S5-122958
Conclusion:

Noted. Input to S5-123157.


	Nokia Siemens Networks

	6. 
	S5-122884
	pCR Add PnP network deployment use case with DNS and DHCP
Discussion:

General discussion points:

On DNS: 
DNS does load distribution and can find nearest server.
Security of DNS: There is DNSsec. This makes sure, that the entries have not been faked.
Different PnP options?
Need to cater for heterogeneous of deployment scenarios. Uniform process may only be needed “ behind” the SGW. But too many options endanger multi-vendor capability and drive costs.
Conclusion:

Noted. Input to S5-123157.


	Alcatel-Lucent

	7. 
	S5-122919
	Add Plug&Connect network deployment use case(one DHCP participation) 

Discussion:

On PC1: VLAN will not be always there. But we need to consider it. eNB could also use default VLAN. Or use VLAN only later. For the moment it is high level enough.

On PC3: What is input? eNBId. May not be sufficient. We need to list the input.
Conclusion:

Noted. Input to S5-123157.

	Huawei

	8. 
	S5-122921
	Add Plug&Connect network deployment use case(two DHCP participation) 

Discussion:
Statement: Private DHCP is difficult to be used within tunnel. What would be the advantage over IKE?
Conclusion:

Noted. Input to S5-123157.
	Huawei

	9. 
	S5-122920
	Discussion paper on the consideration of DHCP solution for Plug&Connect
Discussion:

Correction: IPv6 address is 16 bytes long, not 6. 

Available field length of vendor specific options in DHCP is only one problem. Others are: Control of DHCP server; DHCP options are not well or consistently supported by existing open source and commercial DHCP implementations. Mandating these options is easily stated, but affects network deployment. Added logic at DHCP server is a problem
Notification to IETF is questionable. Liaise with IETF will probably slow and inefficient.

Conclusion:

Noted.


	Huawei

	10. 
	S5-122957
	pCR 32.501 Super CR MvPnP Add Security Gateway scenarios
Presentation:

Update of similar document presented at SA5#85.
Discussion:

Phase 1: Vendor certificate needs to be in the eNB. 
Other companies: No need for SecGW before RA/CA server. RA should be outside bubble of phase one. This was controversial and needs to be clarified with security experts.
The possibly high number of SecGWs is seen critical by some companies.
Clarification: The DM in first bubble is not the final EM, but a server for the initial configuration.
Conclusion:

Noted.

	Ericsson

	11. 
	S5-122958
	pCR 32.501 SuperCR Add MvPnP Use Case
Discussion:

In order to connect to a SGW you need to be enrolled. So it does not increase security, because the same key is used two times (vendor certificate is also used in the enrolment process). 
Conclusion:

Noted. Input to S5-123157.


	Ericsson

	12. 
	S5-122762
	More MUPPET requirements
Discussion:

Rewording requested: Instead of “publicly readable” “accessible”. EMS as such should be secured, not its IP address(es).
Conclusion:

Revision in S5-123164.

	Nokia Siemens Networks

	13. 
	S5-122765
	MUPPET message flows
Discussion:

This presents several use cases. First we need to use cases do we support. First case (no DNS in operator network) was regarded as not likely by one company.
Q: Why is the initial configuration not requested from the EM? A: Separation of PnP from normal OAM.

Location as data in the PnP process is okay.
Conclusion:

Noted.


	Nokia Siemens Networks

	14. 
	S5-122766
	FQDNs for MUPPET
Discussion:

Principle correct: Vendor specific part and SA5 defined part.

To allow scoping MNC and MCC need to be at the beginning of the FQDN.
Q: Operator identification does need extra input during installation? A: Yes. But it’s the only way to let the eNB know; it will not now in the factory.
The naming should be aligned with the naming for HeNB.
Conclusion:

Noted.


	Nokia Siemens Networks

	15. 
	S5-122959
	Need for Configuration Server in MUPPET, resubmission of S5-122433
Presentation:

Claim: Vendor mediator (=configuration server) is urgently needed and the best possible solution for PnP.
Discussion:

No discussion.
Conclusion:

Noted.


	Nokia Siemens Networks

	16. 
	S5-122968
	No need for configuration server
Discussion:

Problem: Vendor name in the naming structure. APN on SGSN may be re-used. Naming scheme needs to be checked.
Restriction of this approach: One operator only (DNS must be of that operator).

Conclusion:

Noted.


	Ericsson

	17. 
	S5-122967
	pCR 32.501 Super CR MvPnP IPv4 and IPv6
Discussion:

End of sentence should be reworded to allow for dual stack networks.
Conclusion:

Revision in S5-123165.


	Ericsson

	18. 
	S5-122969
	pCR 32.501 Super CR MvPnP Add Scenario and Requirement
Discussion:

Agreement except location of RA. RA should be left out in the figure.
Conclusion:

Revision in S5-123166.


	NEC

	19. 
	S5-123157
	General MUPPET use case - pCR to Super-CR on 32.501 
For email approval

	Rapporteur


2.4 Input to new TSs

None
2.5 Miscellaneous
None
_______________________________________________
