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1
Decision/action requested

This contribution is to discuss and approve the proposals on pnp use case.
2
References

 [1] S5-122166 Super CR for work item Multi Vendor Plug&Play eNB connection to network
3
Rationale

This pCR is to describe the use case for Multi Vendor PnP eNB connection to the network.
4
Detailed proposal

6.4.3
Use case Multi Vendor Plug&Play eNB connection to network
6.4.3.1
Multi Vendor eNB secure PnP Connection  to network with DHCP and DNS
This use case describes the multi-vendor eNB secure PnP procedure with no on site commissioning. 

	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal (*)
	Installation of eNB with no on-site commissioning with IPSec.
	

	Actors and Roles (*)
	eNodeB , DHCP, SeGW, DM
	

	Telecom resources
	Operators network eNB/EPC including its OAM system.
	

	Assumptions
	Operator has a DHCP and a DNS server in the network. Backhaul is IP backhaul.
	

	Pre conditions
	At the factory, prior to physical installation, the following data is made available on the eNB (either defaulted or provisioned at the factory)

· SeGW FQDN and optionally DM FQDN

· eNB has certificate installed.
· Security GW has certificate installed. 
The eNodeB hardware is physically installed with backhaul access.


	

	Begins when 
	eNodeB is powered up by the installer. It boots up and begins to initialize.  
	

	Step 1 (*) (M|O)
	[PP1] eNB sends DHCP request and obtains the OAM tunnel IP address and a DNS IP Address.
[PP2] eNB initiates a DNS service request to resolve the SeGW FQDN to obtain the IP address of SecGW.

[PP3] eNB setup IPSec Tunnel with the SeGW for secure access.

[PP3] IPSec IKEv2 provides the eNB OAM routable IP Address
[PP4] IF DM FQDN is provisioned at the factory, the eNB will query the DNS to resolve the the DM IP Address. Optionally this can be retrieved from the DHCP server.

[PP5] The eNB established link with the OAM system (DM).

[PP6] The eNB is now ready for SW upgrade, download of provisioning data from the DM.

	

	Ends when (*)
	Ends when all steps identified above are successfully completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails.
	

	Post Conditions
	The eNodeB is connected with its OAM system and is ready to be self configured.
	

	Traceability (*)
	
	


