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1
Decision/action requested

Agree on the text for introduction into TR 32.851
2
References

[1]
3GPP TR 32.851-040 Study of OAM aspects of Network Sharing
3
Rationale

In Section 4.1 of TR 32.851, provided that the Orange companion pCR is approved, some enhancements shall be made.
4
Detailed proposal

Text Proposal for TR 32.851.
	1st Modified Section


4.1.5
Configuration Management impact
Configuration parameters exposed over the northbound is mostly related to RAN equipment and mobility functions.  For a shared RAN scenario, analysing the parameters defined in 3GPP 32.762 for LTE, there are no configuration parameters at this time that have to be operator specific. 
However, to future proof the Network sharing scenarios we need to provide a mechanism to have the ability to configure data per PLMN ( per operator) and providing clear differentiation and access control between the data configurable and visible to the HROs and PROs.

It shall be possible to configure per PLMN data within a shared RAN node.
4.1.6
Security Management impact
Generally the RAN configuration data is not sensitive information and can be viewed by all shared operators (HRO and PROs). In a typical RAN shared use case there is hierarchy where the Master Operator controls the key aspects of configuring the node while the Participating Operator can view them.

So in order to ensure proper functioning of the system while preserving the security of the data, access control capabilities can be utilized in the NM and/or DM layer. 

For instance, the HRO (as master operator) may control all the configuration data and allow only read only access or selected access to the PO.

Filtering information and controlling data access with role based access is already a well established mechanism and can address the need for partitioning data for a shared RAN scenario.
The key is to model the information in such a way that it can be partitioned.
A mechanism shall be provided to control per PLMN sensitive information for controlled visibility. There can be up to 6 participating Operators in a Shared RAN environment.
4.1.7
MDT/Call Trace impact

4.1.8
Impact on management of SON and related topics 

4.1.9
Other Impacts
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