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1
Decision/action requested

Add definitions, abbreviations and requirements fro MvPnP
2
References

[1]
S5-122166, Post-SA5#84 Stand of MUPPET Super CR to 32.501, 
Nokia Siemens Networks

3
Rationale

The terms Credential and Plug and Play needs to be defined.
Four Business Level Requirements are added for the MvPnP solution.
4
Detailed proposal

We propose to accept the following changes to TS 32.501 for use in the draft Super-CR [1] to this specification:
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2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 32.101: "Telecommunication management; Principles and high level requirements".

[3]
3GPP TS 32.102: "Telecommunication management; Architecture".

[4]
3GPP TR 32.816: "Telecommunication management; Study on Management of Evolved Universal Terrestrial Radio Access Network (E-UTRAN) and Evolved Packet Core (EPC)".

[5]
3GPP TS 32.531: "Telecommunication management; Architecture; Software Management Concepts and IRP Requirements ".
[6]
NIST Special Publication 800-63-1, Electronic Authentication Guideline
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3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Credential: An object or data structure that authoritatively binds an identity (and optionally, additional attributes) to a token possessed and controlled by a Subscriber, see NIST Special Publication 800-63-1 [6].
Plug and Play: The process of adding a minimally preconfigured node to the transport network, whereby the node, with minimum operator attention, can exchange information with the OAM system and other relevant nodes, and add further relevant configuration data to itself to an extent that the node is configured and ready to handle traffic. 

Self Configuration: The process which brings a network element into service requiring minimal human operator intervention or none at all.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

DHCP
Dynamic Host Configuration Protocol

DNS
Doman Name System

MvPnP
Multi-vendor Plug and Play

SC
Self Configuration
PnP
Plug and Play
VLAN
Virtual LAN
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5.2
Business Requirements for Multi-Vendor Plug&Play eNB connection to network

REQ_PnP_CON_1 
Plug and Play for an eNB´s connection to the network shall use standard protocols.

REQ_PnP_CON_2 
VPN tunnels needed for Plug and Play for an eNB´s connection to the network shall be set-up automatically.

REQ_PnP_CON_3 
The complete key management during Plug and Play for an eNB´s connection to the network shall be a full automatic secure procedure, based on procedures defined by 3GPP SA3.

REQ_PnP_CON_4 
After Plug and Play for an eNB´s connection and potentially additional self-configuration of the eNB it shall be possible to bring an eNB into service

REQ_PnP_CON_5 
As a result of Plug and Play for an eNB´s connection to the network and potentially additional self-configuration of the eNB, the  software version and parameter settings as defined by the network operator shall be used in the eNB.
REQ_PnP_CON_6:
The MVPnP procedure shall be done without on-site configuration.
REQ_PnP_CON_7:
There shall be no need for manual configuration related to PnP after the PnP process has finished. However, changing the administrative state may be needed.

REQ_PnP_CON_8:
MVPnP shall be done using secure protocols and procedures between the eNB and OAM.
REQ_PnP_CON_9:

Digital Credentials shall be used for authentication between the eNB to and the Security Gateways.   
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