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1
Decision/action requested

Discuss and approve the enhancement for interconnect parameters for IBCF in IMS Charging for RAVEL.
2
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3
Rationale

In complex IMS scenarios, multiple operator networks are involved and therefore multiple the IBCF logical roles are traversed on the SIP session path. One example with medium complexity is on the following figure.
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IMS charging applied on such a scenario results in multiple Accounting Request (ACR) messages generated by the same type of IMS network element (IBCF). Each occurrence of the IBCF logical instance concerns a different interconnection partner and is subject to different payment flows and/or tariffs. However, the standardized CDR parameters fail to carry enough charging information to allow such traffic classification. One way to achieve such distinction between traffic cases would be dedication of a physical IBCF node for a specific interconnect use-case (e.g. only for outbound traffic). However, mapping of the IBCF name that appears in the ACR message to a specific use-case would decrease efficiency of utilization of network resources, would lead to high dependency on HW and preclude generally valid interpretation of the ACR message content.

The only existing charging parameter that helps this classification is the Role-of-Node parameter. However, its own capability of differentiating logical IBCF roles does not exceed direct interconnections between the originating HPLMN and the terminating HPLMN. Its shortcoming is obvious when two or more of the shown logical IBCF roles on the same side of the session are executed by the same physical IBCF.

[image: image2]
Also reliance on IOI parameters exchanged between networks may in fact fail in roaming cases and in non-trusted interconnections. In the first case, the Type 1 IOI parameters are exchanged only during registration, and therefore are in practice unretrievable for IBCF session charging because this role does not keep registration data. In the latter case, the IOI obtained from the non-trusted nodes may be regarded as unreliable; yet, interconnection charging ought to be supported in the IMS also in such cases. 
Indirect interconnections are obviously beyond the Role-of-Node scope; the following figure proves that the Role-of-Node has virtually no meaning in the transit IMS:

[image: image3]
On the whole, this leads to a need for auxiliary attributes available in records for interconnection and roaming purposes.

It is proposed to achieve the needed comprehensive awareness about the interconnection case by the following new charging parameters:

The NNI-Type (roaming indication parameter) indicates whether the IBCF uses the NNI for non-roaming, roaming, or roaming loopback traffic.
The Session-Direction (connection direction parameter) indicates whether the concerned IBCF serves as an entry or an exit point of the own network.
The Relationship-Mode (trust parameter) indicates whether the relationship with neighboring network is trusted or non-trusted.
The Neighbor-Node-Address (address parameter) represents the IP address of the contact point of the session path in the neighboring network.

4
Detailed proposal
Architecture overview

The usage of the interconnection parameters is shown on an example of a complex scenario of an IMS session combining roaming and interworking interconnection variants including transit via an intermediary carrier network. However, the solution principle is not limited to complexity of this scenario — any of the NNIs can be composed of one or more intermediary transit networks.


[image: image4.emf]R 255 

G 211 

B 8

R 255 

G 175 

B 0

R 127 

G 16 

B 162

R 163 

G 166 

B 173

R 137 

G 146 

B 155

R 175 

G 0 

B 51

R 52 

G 195 

B 51

R 0 

G 0 

B 0

R 255 

G 255 

B 255

Primary colours: Supporting colours:

VPLMN A

HPLMN A

VPLMN B

transit

HPLMN B

S-CSCF

RTP

SIP

P-CSCF 1

UE A

IBCF 1

IBCF 2 IBCF 3

IBCF 4

IBCF 5 TRF

IBCF 6

w/ transit fct. 

S-CSCF 1 S-CSCF 2

IBCF 7 IBCF 8

IBCF 9

P-CSCF 2

UE B

GW

GW

GW

GW

GW


The IBCF 1 to 9 depict logical instances several of which can be executed by one physical node re-entered by an IMS session. Further, even if one physical node executes only a single logical IBCF instance in one session path, it can be used as a logical instance on a different segment in the path of another session. As a result, one physical IBCF element can play any role of the depicted logical instances.

It is proposed to extend the set of the IBCF charging information in the ACR messages as follows:

· NNI-Type parameter (roaming indication parameter):

The NNI-Type indicates whether the IBCF uses the NNI for non-roaming, roaming, or roaming loopback traffic as follows:

0

non-roaming,
1

roaming, and

2

roaming loopback.

· Session-Direction  parameter (connection direction parameter):

The Session-Direction indicates whether the connected IBCF serves as an entry or an exit point of the own network as follows:

0

inbound, and

1

outbound.

· Relationship-Mode parameter (trust parameter):

The Relationship-Mode indicates whether the relationship with neighboring network is trusted or non-trusted as follows:

0

trusted, and

1

non-trusted.

· Neighbor-Node-Address parameter (address parameter):

The Neighbor-Mode-Address holds the IP-address of the contact point of the session path in the neighboring network, i.e. the connected IBCF in the neighboring network.

Detailed meaning and usage of the parameters:

The NNI-Type parameter content “roaming” combined with Session-Direction parameter and Role-Of-Node parameter enables the operator to distinguish which of the following traffic cases is processed by a logical IBCF instance:

1.)
Outbound traffic in the own originating VPLMN network to the originating HPLMN,

2.)
Inbound traffic in the own originating HPLMN network from the originating VPLMN,

3.)
Outbound traffic in the own terminating HPLMN network to the terminating VPLMN, or

4.)
Inbound traffic in the own terminating VPLMN network from the terminating HPLMN.

The NNI-Type parameter content “roaming loopback” combined with Session-Direction parameter allows to distinguish which of the following traffic cases the own logical IBCF instance processed in a session path:

5.)
Outbound traffic in the own HPLMN returned back to the VPLMN, or

6.)
Inbound traffic in the own VPLMN returned back from the HPLMN.

The NNI-Type parameter content “non-roaming” combined with Session-Direction parameter allows to distinguish which of the following traffic cases the concerned logical IBCF instance relayed over the NNI:

7.)
Outbound traffic in the own network to the next network without roaming relationship, or

8.)
Inbound traffic in the own network from the previous network without roaming relationship.

The Relationship-Mode “non-trusted” should indicate the interconnection case where the IOI principle is not reliable. The inter-operator accounting has a possibility to identify the partner network based on a fundamental and therefore reliable signaling element, namely the IP address collected from the IP packet into the Neighbor-Node-Address parameter the NNI-Type parameter.

Usually, one logical IBCF instance fulfills either outbound or inbound function, in which case one set of parameters grouped as “NNI-Information” will occur in the CDR. But for cases where both functions are simultaneously executed by the IBCF (typically due to co-location with an IMS transit function – such as a TRF), the four interconnection parameters will occur in two separate groups – each “NNI-Information” group for one session direction.
Example of IBCF charging:

The following figure illustrates the RAVEL “VPLMN routing” scenario example and usage of the proposed extensions in IBCF CDRs.
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Besides the conventional four networks involved, the example shows a transit network supported by an IMS transit function collocated with the IBCF whose CDR contains a pair of NNI-Information parameters. It is to note the IBCF CDRs will of course include additional existing parameters such as the Role-of-Node, Local-GW-Inserted flag, IOI parameters, which are of high importance for practical usage of charging for RAVEL scenarios.
Extensions for RAVEL in other IMS functions:

Besides the IBCF, also the P-CSCF and the S-CSCF are the key functions in RAVEL procedures. This must be duly reflected in their records, which are relevant for roaming charging. It is proposed to re-use part of NNI-Information, mainly to achieve differentiation between the “VPLMN routing” and “home routing” scenarios in P-CSCF and S-CSCF charging records.
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To indicate home routing, it is proposed the NNI-Information parameters to be absent in P-CSCF and S-CSCF records in this case. When VPLMN routing is applied, the P-CSCF receives in the response an indication of loopback routing executed by the S-CSCF. This case will be indicated in the P-CSCF CDR by presence of the NNI-Type. Its content will reflect that the near NNI is not used for loopback routing in the VPLMN routing scenario. The S-CSCF will include in the CDR information about the NNI used for loopback routing. Obviously, Session-Direction need not be necessarily present in the P-CSCF. On the other hand, the Session-Direction in the S-CSCF CDR is necessary for discerning a CDR generated for a S-CSCF executing the TRF role from a CDR (recording a reciprocal session between the partner networks) for a S-CSCF looping the request back to the VPLMN (the two S-CSCFs may be identical physical entities).
The following figure completes the alternatives proposed for collocation of the TRF – namely with the P-CSCF and IBCF.

[image: image7.emf]R 255 

G 211 

B 8

R 255 

G 175 

B 0

R 127 

G 16 

B 162

R 163 

G 166 

B 173

R 137 

G 146 

B 155

R 175 

G 0 

B 51

R 52 

G 195 

B 51

R 0 

G 0 

B 0

R 255 

G 255 

B 255

Primary colours: Supporting colours:

VPLMN A

HPLMN A

RTP

SIP

P-CSCF 1 w/ TRF

UE A

IBCF 1

IBCF 2 IBCF 3

IBCF 4

IBCF 5

S-CSCF 1

GW

VPLMN A

HPLMN A

RTP

SIP

P-CSCF 1

UE A

IBCF 1

IBCF 2 IBCF 3

IBCF 5 w/ TRF

S-CSCF 1

GW

P-CSCF 1 CDR:

NNI-Info1:

Session-Direction: outbound

NNI-Type: roaming

NNI-Info2:

Session-Direction: inbound

NNI-Type: roamingloopback

TRF collocationw/ P-CSCF

IBCF 5 CDR:

NNI-Info1:

Session-Direction: inbound

NNI-Type: roaming loopback

Neighbour-Node-Addr: IBCF3

Relationship-Mode: trusted

NNI-Info2:

Session-Direction: outbound

NNI-Type: non-roaming

Neighbour-Node-Addr: IBCF6

Relationship-Mode: trusted

TRF collocationw/ IBCF

P-CSCF 1 CDR:

(Session-Direction: outbound)

NNI-Type: roaming

roaming loopback

forinbounddirection

isspecificforCDR generatedby 

P-CSCF usingitsTRF capability.

roaming loopback

forinbounddirection

isspecificforCDR generatedby 

IBCF usingitsTRF capability.


Conclusion
If the group can agree on such requirement, it is proposed to create a set of CR on this enhancement in the IBCF, S-CSCF, and P-CSCF for IMS Charging for TS 32.260, TS 32.298 and TS 32.299.
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