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1. Overall Description:

In the current 24.229, the originating visited network (i.e. the originating P-CSCF and the originating IBCF) does not know the IMS communication service identifier asserted by the originating home network (i.e. originating S-CSCF) for sessions and for standalone transactions. 

CT1 discussed whether to extend 24.229 to make the originating visited network (i.e. the originating P-CSCF and the originating IBCF) aware of the IMS communication service asserted by the originating home network (i.e. originating S-CSCF) for the IMS sessions and for the standalone transactions but did not reach consensus. 
However the issue appears to be much more fundamental. There is disagreement on the underlying problem we need to solve, which needs to be resolved before we address solutions.

Several companies proposed that the originating visited network (i.e. the originating P-CSCF and the originating IBCF) needs to be aware of the IMS communication service asserted by the originating home network (i.e. originating S-CSCF) for IMS sessions and for standalone transactions in order: 
a) to grant appropriate QoS to the bearers of the sessions when UE supports several IMS communication services generating same SDP; 
b) to ensure that originating visited network is able to create the same charging record as the originating home network; and 
c) to enable enforcing roaming agreements for certain IMS communication services only.
Several other companies raised concerns about the proposal: 
a) the RFC that defines the P-Asserted-Service header field used for transporting the IMS communication service identifier does not allow the header field to be included in responses and difficulties were forseen in getting an updated RFC that would allow such approved by IETF, 
b) difficulty in finding a suitable agreeable alternative container for transporting the IMS communication service identifier  in SIP responses that would satisfy the IMS communication service identifier requirements such as the trust domain, 
c) the obstacle to the deployment of new services if the granting of the appropriate QoS is dependent on all operators agreeing on common service identifiers for all services and the corresponding QoS for each in order for the new services to work when the user is roaming.
and understand the underlying requirements are:
1) to enable visited network PCRF to control the QoS and possibly other characteristics of the used bearers based on the IMS communication service known either in the home network or in an application server accessed by the home network;
2) to provide charging information in the visited network of the QoS and other characteristics of the used bearers provided in the visited network based on 1).
2. Actions:

To SA2 group.

ACTION: 
CT1 would like to ask SA2 to consider the issues raised in this liaison and

1) determine how the appropriate QoS, charging and roaming agreement enforcement are provided in the visited network for particular IMS communication services asserted in the home network or application server accessed by the home network when roaming;
2) if necessary clarify, in appropriate stage-2 TS whether the originating visited network (i.e. the originating P-CSCF and the originating IBCF) needs to become aware of the QoS and other characteristics required by the IMS communication service asserted by the originating home network for IMS sessions, without the visited network being aware of the IMS communication service asserted by the originating home network; 
3) if necessary clarify, in appropriate stage-2 TS whether the originating visited network (i.e. the originating P-CSCF and the originating IBCF) needs to be aware of the IMS communication service asserted by the originating home network for IMS sessions and for standalone transactions; and
4) if necessary clarify whether the identification of the IMS communication service to the originating visited network is to be provided using SIP signaling or by some other means.
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