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	1st Modified Section


6.4 Femto Application Data Model
6.4.1 Femto Application Attributes Description
The new object comprises:

· FemtoApplicationPlatform.Control

· FemtoApplicationPlatform.Capabilities

· FemtoApplicationPlatform.Monitoring

The new object defines the data model for the following Femtozone APIs.

· Femto Awareness

· SMS

· MMS

· Terminal Location

Femto Awareness, SMS, MMS, and Terminal Location APIs are defined in the Release 1 API Specifications of the Service SIG in the Femto Forum.

As a further clarification, it is important to note that in the case of existing functionality defined in the Femto Access Point, the FemtoApplicationPlatform object only defines the Femtozone API(s) that exposes that functionality, while the definition of the actual functionality remains unchanged.

6.4.2 Femto Application Platform Attributes

FAPService.{i}.FemtoApplicationPlatform is defined as follows: 
	Parameter Name
	Description
	Valid Values

	Version
	Version of Femto Application Platform running on this FAP  
	string
This parameter is set by the operator.

	State
	State of the Femto Application Platform
	Enum {Disabled, Enabled, Reset, Initializing}

This parameter is settable by the operator.

	MaxFemtozoneApplicationNumber
	Determines how many Femtozone Applications can be supported by the Femto Application Platform simultaneously.  
	unsignedInt 

[0:255]
This parameter is settable by the operator.

	CurrentFemtozoneApplicationNumber
	Specifies how many Femtozone Applications are currently communicating with the Femto Application Platform
	unsignedInt 

[0:255]


	Control
	This object contains parameters related to the operation of the Femtozone APIs.

See Section FAPService.{i}.FemtoApplicationPlatform.Control.FemtoAwareness
	

	Capabilities
	This object contains parameters related to the capabilities of the Femtozone Application Platform and the Femtozone APIs.

See Section FAPService.{i}.FemtoApplicationPlatform.Control.SMS
	

	Monitoring
	This object contains parameters related to the monitoring of the Femtozone Application Platform and the Femtozone APIs

See Section FAPService.{i}.FemtoApplicationPlatform.Control.MMS
	


6.4.2 Femto Application Platform Control Attributes

FAPService.{i}.FemtoApplicationPlatform.Control.

FemtoApplicationPlatform.Control defines the parameters that describe the data model of the APIs listed in Section Error! Reference source not found. above. 

	Parameter Name
	Description
	Valid Values

	FemtoAwareness
	This object contains parameters related to the Femto Awareness API.

See Section FAPService.{i}.FemtoApplicationPlatform.Control.FemtoAwareness
	

	SMS
	This object contains parameters related to the SMS API.

See Section FAPService.{i}.FemtoApplicationPlatform.Control.SMS
	

	MMS
	This object contains parameters related to the MMS API.

See Section FAPService.{i}.FemtoApplicationPlatform.Control.MMS 0
	

	TerminalLocation
	This object contains parameters related to the Terminal Location API.

See Section FAPService.{i}.FemtoApplicationPlatform.Control.TerminalLocation
	


6.4.3 Femto Application Awareness Attributes

The following sections describe the parameters for each API.

FAPService.{i}.FemtoApplicationPlatform.Control.FemtoAwareness

	Parameter Name
	Description
	Valid Values

	APIEnable
	Enable or disable Femto Awareness API exposure on FAP  
	boolean
This parameter is settable by the operator.

	AuthenticationMethod
	Specifies how 3rd Party Applications have to authenticate against Femto Awareness API in order to use it
	Enum {None, Basic, Digest, DigitalSignature}

This parameter is settable by the operator.

	Queueing
	Determines how FAP handles simultaneous requests from different Applications to Femto Awareness API  
	Enum {FIFO, Priority}

This parameter is settable by the operator.

	MaxAPIUsersNumber
	Determines the Max Number of different Applications that can send Requests to Femto Awareness API  
	unsignedInt

[0:255]

This parameter is settable by the operator.

	FemtoZoneID
	Specifies Identifier of the FemtoZone
	string
This parameter is settable by the operator.

	NotificationsUserIdentifierMSISDN
	Specifies whether the MSISDN has to be used as UserIdentifier in Femto Awareness Notifications
	Enum {Tel-URI, anonymous_ref}

This parameter is settable by the operator.

	SubscribeToNotificationsResponseCallbackData

	Specifies whether the Optional Argument “Callback Data” has to be used in Responses to Requests to “Subscribe To Femto Awareness Notifications”
	boolean
This parameter is settable by the operator.

	QueryFemtocellResponseTimezone
	Specifies whether the Optional Argument “Timezone” has to be used in Responses to Requests to “Query Femtocell Status”
	boolean
This parameter is settable by the operator.


6.4.4 Femto Application SMS Control Attributes
FAPService.{i}.FemtoApplicationPlatform.Control.SMS

	Parameter Name
	Description
	Valid Values

	APIEnable
	Enable or disable SMS API exposure on FAP  
	boolean
This parameter is settable by the operator.

	AuthenticationMethod
	Specifies how 3rd Party Applications have to authenticate against SMS API in order to use it
	Enum {None, Basic, Digest, DigitalSignature}

This parameter is settable by the operator.

	Queueing
	Determines how FAP handles simultaneous requests from different Applications to SMS API  
	Enum {FIFO, Priority}

This parameter is settable by the operator.

	MaxAPIUsersNumber
	Determines the Max Number of different Applications that can send Requests to SMS API  
	unsignedInt

[0:255]

This parameter is settable by the operator.

	MinSendSMSTimeInterval
	Determines the Minimum Time Interval (seconds) between two consecutive Send SMS Requests by the same Application
	unsignedInt

[0:3599]

This parameter is settable by the operator.

	SendSMSTargetAddressType
	Specifies the supported types of addresses SMSs can be sent to
	Enum {TelURI, AnonymousReference, All}

This parameter is settable by the operator.

	EnableQuerySMSDeliveryStatus
	Enable or disable “QuerySMSDeliveryStatus” Operation on SMS API. When disabled, QuerySMSDeliveryStatus Requests to SMS API are ignored
	boolean
This parameter is settable by the operator.

	EnableSubscribeTo NotificationsOfMessageSentToApplication
	Enable or disable “SubscribeTo NotificationsOfMessageSentToApplication” Operation on SMS API. When disabled, SubscribeTo NotificationsOfMessageSentToApplication Requests to SMS API are ignored
	boolean
This parameter is not settable by the operator.


6.4.5 Femto Application MMS Control Attrubutes
FAPService.{i}.FemtoApplicationPlatform.Control.MMS
	Parameter Name
	Description
	Valid Values

	APIEnable
	Enable or disable MMS API exposure on FAP  
	boolean
This parameter is settable by the operator.

	AuthenticationMethod
	Specifies how 3rd Party Applications have to authenticate against MMS API in order to use it
	Enum {None, Basic, Digest, DigitalSignature}

This parameter is settable by the operator.

	Queueing
	Determines how FAP handles simultaneous requests from different Applications to MMS API  
	Enum {FIFO, Priority}

This parameter is settable by the operator.

	MaxAPIUsersNumber
	Determines the Max Number of different Applications that can send Requests to MMS API  
	unsignedInt

[0:255]

This parameter is settable by the operator.

	MinSendMMSTimeInterval
	Determines the Minimum Time Interval (seconds) between two consecutive Send MMS Requests by the same Application
	unsignedInt

[0:3599]

This parameter is settable by the operator.

	SendMMSTargetAddressType
	Specifies the supported types of addresses MMSs can be sent to
	Enum {TelURI, AnonymousReference, All}

This parameter is settable by the operator.

	EnableQueryMMSDeliveryStatus
	Enable or disable “QueryMMSDeliveryStatus” Operation on MMS API. When disabled, QueryMMSDeliveryStatus Requests to MMS API are ignored
	boolean
This parameter is settable by the operator.

	EnableSubscribeTo NotificationsOfMessageSentToApplication
	Enable or disable “SubscribeTo NotificationsOfMessageSentToApplication” Operation on MMS API. When disabled, SubscribeTo NotificationsOfMessageSentToApplication Requests to MMS API are ignored
	boolean
This parameter is not settable by the operator.


6.4.6 Femto Application Terminal Location Control Attributes
FAPService.{i}.FemtoApplicationPlatform.Control.TerminalLocation
	Parameter Name
	Description
	Valid Values

	APIEnable
	Enable or disable Terminal Location API exposure on FAP  
	boolean
This parameter is settable by the operator.

	AuthenticationMethod
	Specifies how 3rd Party Applications have to authenticate against Terminal Location API in order to use it
	Enum {None, Basic, Digest, DigitalSignature}

This parameter is settable by the operator.

	Queueing
	Determines how FAP handles simultaneous requests from different Applications to Terminal Location API  
	Enum {FIFO, Priority}

This parameter is settable by the operator.

	MaxAPIUsersNumber
	Determines the Max Number of different Applications that can send Requests to Terminal Location API  
	unsignedInt

[0:255]

This parameter is settable by the operator.

	QueryMobileLocationResponseAddress
	Specifies Terminal Address  Format to be used in QueryMobileLocation Responses
	Enum {Tel-URI, anonymous_ref}

This parameter is settable by the operator.

	QueryMobileLocationResponseLongitudeLatitude
	Include or exclude FAP Longitude optional argument in Responses to QueryMobileLocation Requests
	boolean

This parameter is settable by the operator.

	QueryMobileLocationResponseAltitude
	Include or exclude FAP Latitude optional argument in Responses to QueryMobileLocation Requests
	boolean

This parameter is settable by the operator.

	QueryMobileLocationResponseTimestamp
	Specifies Response Timestamp (seconds)
	Int [0:86399]

This parameter is settable by the operator.


6.4.7 Femto Application Platform Capability Attributes

FAPService.{i}.FemtoApplicationPlatform.Capabilities.
	Parameter Name
	Description
	Valid Values

	PresenceApplicationSupport
	Specifies whether the Femto Application Platform supports Presence-Based Femtozone Applications
	boolean


	FemtoAwarenessAPISupport
	Specifies whether the Femto Awareness API is supported on this FAP.
	boolean
This parameter is not settable by the operator.

	FemtoAwarenessAPIAvailable
	Specifies whether the Femto Awareness API is currently available on this FAP (the API may be disabled or may have exhausted its resources).
	boolean
This parameter is not settable by the operator.

	SMSAPISupport
	Specifies whether the SMS API is supported on this FAP.
	boolean

This parameter is not settable by the operator.

	SMSAPIAvailable
	Specifies whether the SMS API is currently available on this FAP (the API may be disabled or may have exhausted its resources).
	boolean
This parameter is not settable by the operator.

	QuerySMSDeliveryStatusSupport
	Specifies whether the QuerySMSDeliveryStatus functionality is supported by the FAP SMS API
	boolean
This parameter is not settable by the operator.

	SubscribeToNotificationsOfSMSSentToApplicationSupport
	Specifies whether the SubscribeToNotificationsOfSMSSentToApplication functionality is supported by the FAP SMS API
	Boolean
This parameter is not settable by the operator.

	MMSAPISupport
	Specifies whether the MMS API is supported on this FAP.
	Boolean

This parameter is not settable by the operator.

	MMSAPIAvailable
	Specifies whether the MMS API is currently available on this FAP (the API may be disabled or may have exhausted its resources).
	Boolean
This parameter is not settable by the operator.

	QueryMMSDeliveryStatusSupport
	Specifies whether the QueryMMSDeliveryStatus functionality is supported by the FAP MMS API
	Boolean
This parameter is not settable by the operator.

	SubscribeToNotificationsOfMMSSentToApplicationSupport
	Specifies whether the SubscribeToNotificationsOfMMSSentToApplication functionality is supported by the FAP MMS API
	Boolean
This parameter is not settable by the operator.

	TerminalLocationAPISupport
	Specifies whether the Terminal Location API is supported on this FAP.
	Boolean

This parameter is not settable by the operator.

	TerminalLocationAPIAvailable
	Specifies whether the Terminal Location API is currently available on this FAP (the API may be disabled or may have exhausted its resources).
	boolean
This parameter is not settable by the operator.

	FemtoApplicationPlatformAuthenticationMethodSupported
	Specifies the supported methods that 3rd Party Applications can use to authenticate with the Femto Application Platform at initialization
	Comma separated list of strings. Each list item is an enumeration of  {None, Basic, Digest, DigitalSignature}

This parameter is not settable by the operator.

	FemtoApplicationPlatformAccessLevelSupported
	Specifies the supported access levels that 3rd Party Applications can request when authenticating with the Femto Application Platform at initialization. This access level is with respect to resources within the Femto Application Platform only (not to be confused with Access Mode parameter in .FAPService.{i},AccessMgmt)
	Enum {Guest, Standard, Restricted, Administrator, Debug}

This parameter is not settable by the operator.


6.4.8 Femto Application Platform Monitoring Attributes

FAPService.{i}.FemtoApplicationPlatform.Monitoring

	Parameter Name
	Description
	Valid Values

	MonitoringInterval
	Specifies the interval in seconds used to collect the monitoring measurements
	unsignedInt

This parameter is settable by the operator.

	FemtoApplicationPlatformReceivedAuthenticationRequests
	Specifies the total number of authentication requests received by the Femto Application Platform
	unsignedInt

	FemtoApplicationPlatformAuthenticationRequestReject
	Specifies the number of authentication requests received by the Femto Application Platform that were rejected
	unsignedInt

	FemtoAwarenessAPIUsers
	Specifies the current number of Applications using the Femto Awareness API
	unsignedInt

[0:255]

	FemtoAwarenessQueueState
	Specifies the state of the Femto Awareness API Queue
	Enum (disabled, ready, flushed)

This parameter is settable by the operator.

	FemtoAwarenessQueueNum
	Specifies the current number of requests waiting in the Femto Awareness API Queue
	unsignedInt

[0:255]

	FemtoAwarenessQueueReceived
	Specifies the number of requests in the Femto Awareness API Queue that have been received
	unsignedInt

	FemtoAwarenessReceivedDiscarded
	Specifies the number of requests in the Femto Awareness API Queue that have been discarded
	unisgnedInt

	SMSAPIUsers
	Specifies the current number of Applications using the SMS API
	unsignedInt

[0:255]

	SMSQueueState
	Specifies the state of the SMS API Queue
	Enum (disabled, ready, flushed)

This parameter is settable by the operator.

	SMSQueueNum
	Specifies the current number of requests waiting in the SMS API Queue
	unsignedInt

[0:255]

	SMSQueueReceived
	Specifies the number of requests in the SMS API Queue that have been received
	unsignedInt

	SMSReceivedDiscarded
	Specifies the number of requests in the SMS API Queue that have been discarded
	unisgnedInt

	MMSAPIUsers
	Specifies the current number of Applications using the MMS API
	unsignedInt

[0:255]

	MMSQueueState
	Specifies the state of the MMS API Queue
	Enum (disabled, ready, flushed)

This parameter is settable by the operator.

	MMSQueueNum
	Specifies the current number of requests waiting in the MMS API Queue
	unsignedInt

[0:255]

	MMSQueueReceived
	Specifies the number of requests in the MMS API Queue that have been received
	unsignedInt

	MMSReceivedDiscarded
	Specifies the number of requests in the MMS API Queue that have been discarded
	unisgnedInt

	TerminalLocationAPIUsers
	Specifies the current number of Applications using the Terminal Location API
	unsignedInt

[0:255]

	TerminalLocationQueueState
	Specifies the state of the Terminal Location API Queue
	Enum (disabled, ready, flushed)

This parameter is settable by the operator.

	TerminalLocationQueueNum
	Specifies the current number of requests waiting in the Terminal Location API Queue
	unsignedInt

[0:255]

	TerminalLocationQueueReceived
	Specifies the number of requests in the Terminal Location API Queue that have been received
	unsignedInt

	TerminalLocationReceivedDiscarded
	Specifies the number of requests in the Terminal Location API Queue that have been discarded
	unisgnedInt


	End of modifications
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