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1. Overall Description:

SA5 would like to thank BBF BroadbandHome WG for the replies in S5-110069 (bbf2010_1095_02_Liason_3GPP) and S5-110072 (bbf2010.1419.01). 
1.1
Response from SA5 to the questions in S5-110069 (bbf2010_1095_02_Liason_3GPP)
I Open issues for TR-196 amendment 1 (Updates to UMTS Femto data model)

I.1 Change of factory default of the 3G FAP’s access mode from “Hybrid Access” to “OpenAccess”

Issue:
In the current data model the factory default for the of access mode the FAP operates in is defined as “Hybrid Access”. It is proposed to change this default value from “Hybrid Access” to “Open Access. The reason given is that a Hybrid Access mode operation requires presence of CSG ID at the HNB, which cannot be guaranteed. Therefore it is recommended that if the operator needs to configure a CSG ID; it could also configure the AccessMode to be “Hybrid Access” simultaneously. Furthermore, R8 HNB also cannot support Hybrid Access.

Question to SA5: 
Please confirm if this change is in sync with intents and documentation of 3GPP for UMTS FAP.

SA5 Response: this change has no impact on the SA5 specifications (32.582 or 32.584). 
The defaults are currently not defined in those specifications.

II Open issues for WT-196 issue 2 (Inclusion of LTE and CDMA2000 Femto data models)

II.1 DSCP Mark Policy Extension

Issue:
The description for Transport.Tunnel.VirtualInterface.{i}.DSCPMarkPolicy originally explicitly described the UMTS auto-marking rules to which 3GPP2 extended the description to also describe the cdma2000 auto-marking rules.  Currently no LTE auto-marking rules are included.
Question to SA5: 
Please provide a 3GPP reference to the LTE auto-marking rules. 

SA5 Response:. SA5 agree with the changes being proposed and think it applies to LTE. 
SA5 will look to update the relevant specifications to reflect the changes and will respond with a 3GPP reference after the changes are made.
II.2 CryptoProfile Descriptions 

Issue: 
A Transport.Security.CryptoProfile object and several contained parameters (IKEEncrypt, IKEPRF, IKEIntegrity, IKEDH, ESPEncrypt, ESPIntegrity, IPsecWindowSize, IKERekeyLifetime, IPsecRekeyLifetimeByte, DPDTimer, NATKeepaliveTimer, SecFragSize[NEW], and SecDFBit[NEW])  are currently only requested for use in cdma2000 FAPs.  

Question to SA5: 
Please determine if these objects and parameters will be used for LTE/UMTS FAPs and provide a reference to be used as documentation.

If possible, please provide your answers by October 21, 2010, latest, so that we can continue the work on the next version of TR-196 without delaying the planned final ballot start date of November 2, 2010 for TR-196 Amendment 1.

SA5 Response: SA5 agrees with the changes being proposed and some are addressed in the subsequent LS from BBF (bbf2010.1419.01 (S5-110072) which is listed below). SA5 will look to update the relevant specifications to reflect the changes and will respond with a 3GPP reference after the changes are made.
1.2
Response from SA5 to the questions in the liaison bbf2010.1419.01 (S5-110072):

I Additional parameters for crypto profile:

The following new parameters have been added to the Transport Security crypto profile, which are required for CDMA2000 Femto implementations:

	Name
	Type
	Write
	Description
	Object Default

	Device.Transport.Security.CryptoProfile.{i}.
	object
	W
	This object contains parameters relating to IKEv2 and IPsec crypto profiles, which are essentially a subset of the typical IPsec SPD. [RFC4301].

For cdma2000 FAPs, see [3GPP2-S.S0132]
	

	:
	
	
	
	

	SecMaxFragSize
	unsignedInt 
	W
	NAT-T keepalive timeout in seconds.

For cdma2000 FAPs, see [3GPP2-S.S0132].
	1200

	SecDFBit
	string
	W
	Indicates if the 'Do Not Fragment' bit needs to be turned on/off.

For cdma2000 FAPs, see [3GPP2-S.S0132].

Enumeration of:

· On 

· Off 


	"Off"


Please let us know if these parameters have any relevance for UMTS and/or LTE Femto and if applicable provide the appropriate references to the defining 3GPP documents. Otherwise we intend to mark them as “not to be used for UMTS and LTE Femto”

II Restructuring of GPS location information:

As previously discussed with SA5, BBF has decided to perform some restructuring of the TR-196 data model by moving generic capabilities such as Fault Management and Location into TR-157.  

The new structure causes a redundancy to the already defined GPS object in TR-196, which contains together with the GPS management configuration information location results information in a format unique to TR-196. The proposal is to align the existing GPS object in TR-196 with the new generic location object by removing the location information and using the new generic location object for storage of the GPS results.

We would like to understand whether 3GPP would agree to make these changes to the TR-196 GPS object to integrate with TR-157, or alternatively to leave the GPS objects as defined in the current TR-196i1. The latest working draft for TR-157 is attached for your consideration.

SA5 Response: SA5 agrees with the changes made crypto profile. 
A small minor comment: the description to “SecMaxFragSize” seems to be a copy paste. 
SA5 also agree with the Restructuring of GPS location information; in line with what was discussed with BBF.

2. Actions:

None:

3. Date of Next TSG-SA WG5 Meetings:
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