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1
Decision/action requested

To explore the implications of the recently agreed common principles for QoS and Gating Control Based on Spending Limits.
2
References

[1]
3GPP TR 23.813 V0.4.0: “Technical Specification Group Services and System Aspects; Study on Policy solutions and enhancements (Release 10)”.

3
Rationale

SA1 has agreed upon the need for QoS and Gating Control Based on Spending Limits, and it has identified applicable use-cases. SA2 is currently defining the architecture that will support this new functionality. This contribution is timely because SA2 has recently agreed a set of common principles that are applicable regardless of which architecture is ultimately chosen.
The purpose of this contribution is to highlight the recently agreed common principles in SA2, and to identify areas that will consequently require consideration by SA5, irrespective of the final architecture.
4
Detailed proposal

4.1
Background

Sy is a proposed new reference point between the OCS and PCRF being discussed in SA2.  Figure 1 shows how Sy would fit into the existing PCC architecture. If standardised, Sy will become part of 3GPP Release 11.
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Figure 1: How Sy would fit into the existing PCC architecture
Sy is being discussed as one of three potential solutions to a key issue within a study item, captured in the technical report 23.813 [1]. The key issue is called “QoS and gating control based on spending limits”, and the desired use case to enable the PCRF to derive policies (e.g. QoS and service gating) based on subscriber spending thresholds. It currently has the following description:

ability to change the QoS level based on spending limits. Example scenario: the subscriber plan allows for high QoS up to $2 per day and a lower QoS beyond that.

Further discussion in SA1 has elaborated the set of use cases to:

· Bandwidth limitation and gating for user connection when daily spending limit is reached.

Alice subscribes to a data plan that gives her a daily spending limit of 2$ and a maximum bandwidth of 2Mb/s downlink. When the daily spending limit is reached the bandwidth is limited to 512 Kb/s and the peer-to-peer and FTP traffic is blocked for the rest of the day. It will remain like this for the rest of the day unless Alice raises her daily spending limit.

· Blocking video sessions when spending limit is reached.

Bob subscribes to a data plan that gives him unrestricted access to all services except video streaming. For video streaming a daily spending limit of 4$ is provided. When the daily spending limit is reached any video streaming session is terminated, new video streaming sessions are blocked and it will remain like this for the rest of that day unless the user raises his spending limit.
In the standard architecture, OCS is the only node that is aware of a monetary value (the rating function converts non-monetary units – time, volume or service specific – to an actual spend, which is maintained within the OCS). PCRF is the node responsible for making policy decisions, such as authorising QoS. Therefore, to enable policy decisions to take spending information into account, OCS and PCRF must exchange information. Sy enables this via direct communication – PCRF may query the current state of the spend directly from OCS and also get notifications when spending thresholds are breached.

4.2
Common principles agreed by SA2
The SA2 Architecture WG is currently considering three alternative solutions to address these use cases relating to QoS and gating control based on spending limits. However, it has recently agreed a set of common principles regardless of which solution is ultimately chosen. These principles are identified in section 4.3.1.1 of [1], and they are quoted below for convenience:

These principles apply to all of the proposed alternative solutions. Signalling may take place directly between OCS and PCRF or via PCEF as outlined in the alternative solutions.

· A counter as defined in [7] shall exist in the ABMF within the OCS that tracks a subscriber’s spend over a period of time.

· The OCS may have more than one counter per subscriber. Each counter can track a subscriber’s overall spend or that of an individual service. An identification mechanism will be required to differentiate counters.

· Counter management is the responsibility of the OCS, including any associated threshold value(s) (e.g. $2).

· Policy decisions relating to gating and QoS are the responsibility of the PCRF.

· When the counter value reaches an associated threshold, the OCS notifies the PCRF

Editor’s note: Further information being passed from OCS to PCRF is not excluded by this principle.
· At least two conditions shall trigger information flow between OCS and PCRF in relation to these use cases:

· On IP-CAN session establishment, the OCS will inform the PCRF what thresholds have already been reached, allowing the PCRF to make an initial policy decision for the session. 

· When a threshold is reached mid-session, the OCS shall notify the PCRF triggering modification of the subscriber's policy appropriately.
4.3
Resulting issues
These common principles will require changes to the OCS by SA5. In particular, the following issues will need to be considered:
· What is the impact on Rc of exposing the ABMF publically?

· What is the impact of exposing the values of these internal counters publically?

· Are any additional features exposed publically?

· Thresholds
· Can they be reset?

· Reset triggers

· How are these internal counters identified?

· Will they have standardised names?

· Will it be possible to enumerate them from the OCS?

· What parameters are required when requesting a counter?

· Subscriber ID

· Service type
· Counter ID
· How are the different counter units accommodated?
· Currency, quantity of bytes, ...
· What other actions will trigger OCS-PCRF interactions?

· Counter reset

It is likely that there will be additional issues that require consideration, and these should be identified as soon as possible.
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