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1
Decision/action requested

This document is intended to propose way forward to derive 32.581/32.591 management requirements based on the current SA2 LIPA/SIPTO work in Rel-10.
2
References

1. 3GPP TS 22.220 V10.2.0: “Service Requirements for Home Node B (HNB) and Home eNode B (HeNB)” 
2. 3GPP TS 23.829 V0.5.1, “Local IP Access and Selected IP Traffic Offload”.
3. SP-090618 “Work Item proposal: Local IP Access and Selected IP Traffic Offload”.

4. S2-103095 “Conclusion for LIPA Rel-10”, Rapporteur (Huawei), SA2 #79 meeting.
5. S5-101209 “Discussion of LIPA and SIPTO and impacts on OAM&P”, Alcatel-Lucent, SA5 #71meeting.
3 Rationale
This document is intended to continue the discussion in [5] and proposes LIPA/SIPTO related H(e)NB Type 1 interface management requirements in 32.581/591 specifications.

State of the art (3GPP SA2)
SA2 group has drawn LIPA Rel-10 way forward conclusion in the latest #79 meeting [4] (held in May 2010), in which: 

/* Drafted from [4] 
For the support of LIPA, solution 1 variant 1 (described in section 5.2 and more specifically section 5.2.3.1) is selected as the basis for LIPA to be included in normative specifications, supporting both a collocated and stand-alone L-GW as well as mobility.
/* End of drafted part

Here solution 1 refers to LIPA based on traffic breakout performed within H(e)NB using a local PDN connection. Following the way forward proposal of LIPA solution, it’s expected to resolve open issues in the alternative LIPA solution such as L-GW selection, extendibility for support to stand-alone L-GW and mobility in the next SA2 meeting. 

On the other hand, as [5] summarized, SIPTO for macro solutions have already been determined before SA2 #79 meeting, while SIPTO for femto solution discussion is still put in a low priority in SA2 group and likely to be out of Rel-10 scope. It can also be foreseen that SIPTO feature is implemented in the network elements out of H(e)NB, such as RNC or CN nodes (for SIPTO macro), or H(e)NB-GW (for SIPTO femto), there’s no SIPTO impact on the existing H(e)NB Type 1 management interface. 
Therefore, it’s proposed for SA5 group to focus on H(e)NB Type 1 management requirements which are introduced by LIPA feature.
LIPA management requirements analysis 
There are two main sources to contribute to SA5’s LIPA management requirements according to the objectives of Work Item 450040[3]. 
a) TS 22.220[1], define general requirements of LIPA to create solution-independent management requirements; 

Four LIPA requirements from TS22.220 are considered as OAM-related, the table below provides impact analysis to 32.581/591by these TS 22.220 requirements:
	No.
	TS 22.220 LIPA requirements
	Requirement analysis
	Impact on 32.581/591

	1
	The mobile operator shall be able to enable/disable Local IP Access per H(e)NB and per UE.
	This is about enable/disable LIPA function of a H(e)NB, which can be used to prevent Internet access via LIPA if it is not acceptable to the MNO due to regulatory requirement.

It can be done via H(e)MS. And this is applicable to all candidate solutions as the breakout point locates in the H(e)NB.
	New requirements are 

foreseen to be added:

SL-REQ1: H(e)MS shall be able to enable Local IP Access on per H(e)NB basis. 

SL-REQ2: H(e)MS shall be able to disable Local IP Access on per H(e)NB basis.

	2
	The H(e)NB Hosting Party, within the limits set by the mobile operator, shall be able enable/disable Local IP Access per H(e)NB.
	
	

	3
	The H(e)NB subsystem shall allow the mobile operator to make traffic and signalling performance measurements related to Local IP Access for each user and for the H(e)NB. 
	The scope of this requirement is already covered by 32.581/591 PM specification level requirement 002: 

The H(e)NB shall support the retrieval of the Performance Information from the H(e)NB utilising the file transfer option of TR-069 CWMP Protocol.
	No necessity to enhance the existing 32.581/591 PM requirements to be LIPA specific, just reuse the existing PM solution.

	4
	The H(e)NB subsystem shall allow the mobile operator to collect fault management information related to Local IP Access for each H(e)NB.

NOTE:
It is possible for the H(e)NB Hosting Party to use additional access control mechanisms (e.g. using a password) to restrict access of UEs to the residential/corporate IP network. However, such additional access control is out of scope of 3GPP standardisation.
	The scope of this requirement is already covered by 32.581/591 FM specification level requirement 002: 

The H(e)NB shall have the ability to send alarm related information to H(e)MS according to operator configured policy.

	No necessity to enhance the existing 32.581/591 FM requirements to be LIPA specific, just reuse the existing FM solution.


b) TR23.829 [2], which collects alternative LIPA architecture solutions and provides solution-dependent management requirements. 

So far only solution 1 variant 1 has been approved by SA2 to be LIPA solution way forward. The identified impacts common to collocated and stand-alone L-GW configurations are the following, while the impacts to support the stand-alone L-GW configuration are still FFS [4].
-
a LIPA_enabled flag (per APN and per CSG) in the user's subscription data stored in the HSS/HLR and transferred to the MME/SGSN;

-
SGSN/MME/HSS (Gr/S6d/S6a): transmission of the flag from HSS to SGSN/MME: adding the transmission of the LIPA_enabled flag from the HSS to the SGSN/MME over the Gr/S6d/S6a interface (Stage 3 only as this is included in the CSG subscription data);

-
SGSN/MME: L-GW selection: algorithm for L-GW (GGSN/S-GW/P-GW) selection is enhanced to take in account the LIPA_enabled flag

-
(E-)RAB setup messages: addition of new correlation identifier (user plane L-GW TEID) for each (E-)RAB in the (E-)RAB to be Setup List:
-
Adding the transmission of the IP address of the L-GW in UE-associated signalling in the uplink, or, alternatively, DNS-based L-GW selection;

-
Possible Multicast support in the L-GW.

For that only one SA2 meeting (in August 2010) is left to complete Rel-10 LIPA/SIPTO work, there’s a high risk that SA2 will not determine a full LIPA solution with resolution to the open issues such as L-GW selection, extendibility for support to stand-alone L-GW and mobility before the due time.
4 Proposal

Based on the above LIPA/SIPTO requirement analysis, it is summarized that:
a) SIPTO solution has no impact on the existing 32.58X/32.59X series specifications (H(e)NB Type 1 interface);

b) At the moment, the group determines solution-independent LIPA management requirements  (derived from TS 22.220 general LIPA requirements) to 32.581/591, and solution-dependent LIPA OAM work shall start from the time point that SA2 has finalized the alternative solution 1 variant 1 in TR 23.829. 
The detailed proposal to solution-independent LIPA OAM requirements and parameter definition is found in the CRs submitted to this meeting.








































