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	First Modified Section


5.1
IMS Charging Principles

The IMS network elements shall maintain the integrity of all received or created charging-related information when forwarding the information to the offline and online charging systems, whatever the length of the value of any particular parameter is. For example, the IMS Charging Identifier (ICID) may be generated by one IMS network element (e.g. the P-CSCF) and forwarded to another IMS network element (e.g. the S-CSCF). Both may generate charging information and ensure that the data integrity is maintained, in order to make possible correlation based on the ICID.
5.1.1
IMS Charging applicability
The AS and MRFC are able to distinguish whether to apply offline or online charging, i.e. whether to send charging information over the Rf interface to the CDF or over the Ro interface to the OCS, which includes ECF and SCF as described in chapter 4.3 (or to use both). The decision of which interface to use is based on the information (CDF and/or OCS address) the AS/MRFC receives in the SIP signalling and the system configuration as provisioned by the operator. If the AS/MRFC only receive the CDF address and do not receive an OCS address then they use only the Rf interface. If only the OCS address was provided then they use only the Ro interface. In cases where both CDF and OCS addresses are provided it is possible to use both interfaces simultaneously.

However, operators may overrule the addresses received via the SIP signalling and use their own configured rules instead. Operators may configure locally on the AS/MRFC an OCS and/or CDF address. The choice of whether the IMS network elements use locally configured addresses or the addresses received by SIP signalling, and the decision on which interface(s) to use, is left for operator configuration.

All other IMS network elements (S-CSCF, P-CSCF, I-CSCF, BGCF, IBCF, and MGCF) apply offline charging via the Rf interface using the CDF address as received via SIP signalling or the locally configured CDF address in the IMS network element. The S-CSCF supports online charging using: 

· the ISC interface, i.e. if the application server addressed over ISC is the IMS Gateway Function, or 

· the Ro interface directly instead of the ISC, if the IMS Gateway Function is integrated within the S-CSCF.

The offline and online charging function addresses transferred in SIP signalling are encoded in the P-Charging-Function-Addresses as defined in TS 24.229 [204] and RFC 3455 [406]. The P-Charging-Function-Addresses header contains the following parameters: CCF (i.e. CDF) and ECF (i.e. OCS).
5.1.2
IMS Charging Correlation

5.1.2.1
Basic Principles for IMS Domain Correlation

The IMS charging correlation information is encoded in the SIP P-Charging-Vector header as defined in the following sub clauses. The P-Charging-Vector header contains the following parameters: ICID, access network charging identifier and IOI.

General correlation mechanisms are defined in TS 32.240 [1], and further details about the usage of P-Charging-Vector are defined in TS 24.229 [204] and RFC 3455 [406].

5.1.2.2
IMS Charging Identifier (ICID)

The IMS domain correlation is based on IMS Charging Identifier (ICID) shared between IMS network elements involved with the same session/transaction. With ICID it is possible to correlate session/transaction related charging data generated in different IMS elements (i.e. x-CSCFs, ASs’). The ICID is included in all SIP methods, if the P-Charging-Vector header is present, and transferred through originating and terminating side nodes, except to UE. 

The value of the ICID parameter is identical with the 'icid-value' parameter defined in TS 24.229 [204]. The 'icid-value' is a mandatory part of the P-Charging-Vector and coded as a text-based UTF-8 charset (as are all SIP messages). For further information regarding the composition and usage of the P-Charging-Vector refer to [204] and RFC 3455 [406].

The ICID value is globally unique across all 3GPP IMS networks for a time period of at least one month, implying that neither the node that generated this ICID nor any other IMS network element reuse this value before the uniqueness period expires.  The one month minimum uniqueness period counts from the time of release of the ICID, i.e. the ICID value no longer being used. This can be achieved by using node specific information, e.g. high-granularity time information and / or topology / location information.  The exact method how to achieve the uniqueness requirement is an implementation issue.

At each SIP session unrelated method, both initial and subsequent (e.g., REGISTER, NOTIFY, MESSAGE etc.), a new, session unrelated ICID is generated at the first IMS network element that processes the method. This ICID value is contained in the SIP request and response of that SIP transaction and must be valid for the duration of the transaction.

At each SIP session establishment a new, session specific ICID is generated at the first IMS network element that processes the session-initiating SIP INVITE message. This ICID is then used in all subsequent SIP messages for that session (e.g., 200 OK, (re-)INVITE, BYE etc.) until the session is terminated. 

5.1.2.3
Access network charging identifier

The access network charging identifier is the media flow level data shared among the IMS network elements for one side of the session (either the originating or terminating side). This information is used to correlate the access network charging data with the IMS charging data. The access network is identified by bearer specific correlation identifier, e.g. for Packet Switched Access (GGSN address and PDP context Identifier) or Fixed Broadband Access (Multimedia Charging Identifier). The access network charging identifier is populated in the P-Charging-Vector using the access-network-charging-info parameter. For further information regarding the composition and usage of the access-network-charging-info parameter refer to TS 24.229[204] and RFC 3455 [406].

5.1.2.4
Inter Operator Identifier (IOI)

The IOI identifies both originating and terminating networks involved in a session/transaction. The IOI may be generated from each side of session/transaction to identify the home networks associated with each side. The orig-ioi and term-ioi parameters of P-Charging-Vector represent the originating and terminating operator identifiers. For further information regarding the composition and usage of the orig-ioi and term-ioi parameters refer to TS 24.229[204] and RFC 3455 [406].

5.1.2.5
Void

5.1.2.6
SDP handling

SDP information on SIP can have two different meanings; SDP offer or SDP answer. This is captured in the charging information by a SDP-type parameter that indicates if the SDP media component is an offer or answer. SDP offers can be sent by either the calling or called party and the Media Initiator Flag identifies who sent the first SDP offer in a SDP negotiation. SDP can be negotiated more than once in an INVITE or re-INVITE dialog,

5.1.3
IMS support of real-time tariff transfer

The TS 29.658 [206] describes the Real-time Transfer of Tariff Information (RTTI) in SIP. The RTTI may be supported for the requested service (e.g. tariff information of a value added service residing in the called network or in a specific Application Server). 

According to the procedures described in the TS 29.658 [206], tariff information may be included in the content body of the following SIP messages: 1xx provisional response, mid-dialog requests, mid-dialog responses or a 200 OK. The following IMS network elements, IBCF, MGCF, S-CSCF and AS may pass tariff information and record the tariff information in the corresponding CDRs for IMS offline charging. For online charging, the AS and the IMS-GWF may send charging information related to the content body of RTTI message over Ro interface to the OCS.

The following security mechanisms shall be used for RTTI:

· IBCF shall accept RTTI information only from trusted IMS networks and filter out RTTI information from non trusted IMS networks.

· If RTTI information has to be sent over unsecure domain networks, the security of the domains interconnection shall rely on Network Domain Security specifications: TS 33.210 [208] and TS 33.310 [209]. 

· The S-CSCF responsible for the handling of RTTI messages shall follow the common IMS security specification TS 33.203 [207] to protect against malicious UE that try to bypass the P-CSCF.
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