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1
Decision/action requested
Request for approval.
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References

3
Background

CT4 specification 23.335 has in Chapter 5.2 defined the requirements for application access to the UDR including authentication and authorisation. As a consequence the data to be administered and stored for access control have to be defined in Chapter 6.1.
4
Changes

	1st Modified Section


6.1
Application Access Control Data

Specification 23.335 [8] in Chapter 5.2 defines the requirements for application access to the UDR including authentication and authorisation.

To be able to authenticate an application and to provide it access data in the UDR the following have to be stored:

- identity of the application including additional access protocol dependent authentication information (e.g. password)

- type of the application with associated Data Model

To be able to authorise an application for access to data in the UDR the following have to be stored:

- allowed PLMN-Id(s)
- allowed operations with the associated Data Model

- restrictions on operations possibly at information element level.

	End of Modified Section
























































