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Decision/action requested

Agree to the proposed pCR for TS 32.8xx
2
References

None.
3
Rationale

This document provides an input for FM harmonization study.

4
Detailed proposal

	Begin of Change


Introduction

Fault management is a very basic functionality of network management. The purpose of FM is to detect failures as soon as they occur and to minimize their impact on the network services. Thus fault management functionality consists of functions for detecting, locating, isolating and correcting the failures. These basic functions are same, or at least very similar regardless of the IT environment.

Fault management functionalities has been specified and standardized by several organizations. Even if the functions are same the specifications differs. The differences lead to implementation of several variants of same functionality. This is an expensive aspect for both vendors and service provides. This study aims to provide back ground information and recommendations on how to get better alignment of fault management specifications between two telecom specification organization, namely 3GPP and TMF.

1
Scope

The target of the present document is to collect, compare and analyse the specifications of fault management as defined by 3GPP and TMF. These two organizations have both a complete set of FM specifications consisting of requirement, technology independent and solution set specification for

· Fault management interface – operations and notifications and
· Alarm content

The study will identify similarities and differences of the fault management capabilities in 3GPP and TMF and provide recommendations to align these capabilities. 
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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

3.2
Symbols

For the purposes of the present document, the following symbols apply:

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

API
Application programming interface

BA
Business Agreement

DDP
Document Delivery Package
FMW
Framework
IA
Information Agreement

IIS
Interface Implementation Specification
MTOSI
Multi-Technology Operations System Interface
NRA
Network Resource Assurance
RTM
Resource Trouble Management
TIP
TM Forum Interface Program
TMF
TeleManagement Forum

4
Comparison of Fault Management Standards

4.1
Fault management standards in 3GPP and TMF TIP

4.1.1
3GPP Alarm IRP
3GPP is using the IRP concept for interface, NRM and data definitions specifications, see [1] for detailed description of IRP concept. 3GPP Release 9 Fault management interface related specifications are following

· TS 32.111-1 Part 1: 3G fault management requirements 

· TS 32.111-2 Part 2: Alarm Integration Reference Point (IRP): Information Service (IS)

· TS 32.111-3 Part 3: Alarm Integration Reference Point (IRP): Common Object Request Broker Architecture (CORBA) Solution Set (SS) 

· TS 32.111-5 Part 5: Alarm Integration Reference Point (IRP): eXtensible Markup Language (XML) definitions

· TS 32.111-7 Part 7: Alarm IRP SOAP Solution Set (SS)

Above mentioned specifications defines the requirements, semantics and syntax of the fault management interface and alarm content. Alarm IRP is utilizing the services defined in 32.30x Notification Integration Reference Point (IRP) and inheriting object definitions from 32.31x Generic Integration Reference Point (IRP) management and 32.62x Generic network resources Integration Reference Point (IRP).
4.1.2
TMF TIP Resource Trouble Management

Currently TIP ecosystem has two set of specifications:

· OSS/J Fault Management API (JSR 263)

· MTOSI Resource Trouble Management (TMF518_RTM) and the similar requirements in TMF 513 (basically the MTNM requirements on FM

TMF TIP is harmonizing their fault management specifications. The goal is to have one common TIP FM specification.

MTOSI RTM specification consist of a Document Delivery Package (DDP) containing:

· TMF518_RTM Resource Trouble, Business Agreement (BA)

· RTM TMF612_RTM Resource Trouble, Information Agreement (IA)

· RTM TMF864_RTM_XML Resource Trouble, Interface Implementation Specification (IIS)

Above mentioned specifications defines the requirements, semantics and syntax of the fault management interface and alarm content. Resource Trouble Management interface is utilizing and inheriting the notification mechanism and object definitions specified in Framework DDP, NetworkResourceBasic DDP and NetworkResourceAssurance DDP. The document structure is similar to 3GPP. For further information on MTOSI specification structure, see [2]

OSS/J Fault Management API (JSR 263) consists of set of specifications/documents: Overview Document, API User Guide Document, API Source, XML Schema and Web Services WSDL. The Fault Monitoring API provides interfaces, as specified by the OSS/J Design Guidelines, which allow clients to collect and acknowledge alarms. The API enables reception of alarms, state changes, and threshold crossing alerts from the network and maintaining a list of active alarms.
4.2
Interface (operations) comparison

3GPP and TMF specifications define a set of operations by which one management system may interact with another management system. The following table contains a list of operations defined in 3GPP Alarm IRP and identifies the same or similar operations defined in TMF MTOSI and OSS/J (Chapter 5.4 MTOSI – OSS/J Harmonization for Resource FM in [4]). 
	3GPP
	MTOSI
	OSS/J

	acknowledgeAlarms (M)
	acknowledgeAlarms
	acknowledgeAlarms (M)

	unacknowledgeAlarms (O)
	unacknowledgeAlarms
	unAcknowledgeAlarms (M)

	getAlarmList (M)
	getActiveAlarms
	getAlarmsByKeys and getAlarmsByTemplate

	clearAlarms (O)
	no equivalent
	clearAlarms (M)

	setComments (O)
	no equivalent
	commentAlarms

	getAlarmCount (O)
	getActiveAlarmsCount
	getAlarmCount

	no equivalent?
	no equivalent
	unclearAlarms

	no equivalent
	no equivalent
	createAlarm

	no equivalent
	no equivalent
	createAlarms


TMF MTOSI specifies also other alarm related operation which has no direct equivalent operations in 3GPP. Some operations like setting alarm reporting on and off may be implemented by other defined mechanisms. The TMF MTOSI operation groups and operations are following (RTM ops tab in [3]):
AlarmControl


· 
setAlarmReportingOff

· 
setAlarmReportingOn

· 
setGtpAlarmReportingOff

· 
setGtpAlarmReportingOn

AlarmSeverityAssignmentProfileControl

· 
assignAlarmSeverityAssignmentProfile

· 
createAlarmSeverityAssignmentProfile

· 
deassignAlarmSeverityAssignmentProfile

· 
deleteAlarmSeverityAssignmentProfile

· 
modifyAlarmSeverityAssignmentProfile

AlarmSeverityAssignmentProfileRetrieval

· 
getAlarmSeverityAssignmentProfile

· 
getAlarmSeverityAssignmentProfileByResource 

· 
getAlarmSeverityAssignmentProfileIterator

· 
getAllAlarmSeverityAssignmentProfilesWrtOs

· 
getAsapAssociatedResourceNames 

MaintenanceControl


· 
getActiveMaintenanceOperations 

· 
getActiveMaintenanceOperationsIterator 

· 
performMaintenanceOperation 

ProtectionControl


· 
performProtectionCommand 

ProtectionRetrieval


· 
getAllEquipmentProtectionGroups

· 
getAllNonPreemptibleUnprotectedTpNames

· 
getAllPreemptibleTerminationPointNames

· 
getAllProtectedTerminationPointNames

· 
getAllProtectionGroups

· 
getContainingProtectionGroupNames

· 
getEquipmentProtectionGroup

· 
getProtectionGroup

· 
retrieveEquipmentSwitchData

· 
retrieveSwitchData

· 
getEquipmentProtectionGroupIterator

· 
getProtectionGroupIterator
4.3
Notification comparison
3GPP and TMF specifications define a set of notifications by which one management system may inform/notify another management system. 3GPP and TMF have chosen a different approach related the notification mechanism. 3GPP has defined several notifications for changed alarm and/or alarm content where as TMF has specified one notification and the content of that one notification is changed accordingly.  
3GPP Alarm IRP defines following notifications [5]:

· notifyNewAlarm (M)

· notifyAckStateChanged (M)

· notifyChangedAlarm (O)

· notifyComments (O)

· notifyClearAlarm (M)

· notifyAlarmListRebuilt (M)

· notifyPotentialFaultyAlarmList (O)

TMF MTOSI RTM DDP does not contain the alarm notification definition but imports the definition from NRA DDP:

· AlarmNotification

AlarmNotifcation inherits attributes from CommonEventInformation and EventInformation defined in MTOSI FMW.
Another difference between 3GPP and MTOSI is the treatment of threshold crossing notifications. 3GPP notify threshold crossings utilizing the generic alarm notification that contains the threshold info in attributes. MTOSI has a separate notification for this purpose: TCANotification defined in NRA.
4.4
Alarm content comparison

3GPP Alarm IRP defines alarm content, alarm attributes, as following [5]:
· alarmId

· notificationId

· alarmRaisedTime

· alarmChangedTime

· alarmClearedTime

· eventType

· probableCause

· perceivedSeverity

· specificProblem

· backedUpStatus

· trendIndication

· thresholdInfo

· stateChangeDefinition

· monitoredAttributes

· proposedRepairActions

· additionalText

· additionalInformation

· ackTime

· ackUserId

· ackSystemId

· ackState

· commentTime

· commentText

· commentUserId

· commentSystemId

· source

· notificationIdSet

· clearUserId

· clearSystemId

· serviceUser

· serviceProvider

· securityAlarmDetector
MTOSI NRA defines the content of  Alarm Notification as following [6]:

· acknowledgeIndication

· additionalText

· affectedPtpRefList

· aliasNameList

· isClearable

· isEdgePointRelated

· layerRate

· nativeProbableCause

· perceivedSeverity

· probableCause

· probableCauseQualifier

· rootCauseAlarmIndication

· serviceAffecting

· x733_AdditionalInformation

· x733_BackUpObject

· x733_BackedUpStatus

· x733_CorrelatedNotificationList

· x733_EventType

· x733_MonitoredAttributeList

· x733_ProposedRepairActionList

· x733_SpecificProblems

· x733_TrendIndication
 And following attributes are inherited from CommonEventInformation and EventInformation objects defined in FMW:

· additionalInfo

· notificationId

· sourceTime

· objectName

· objectType

· osTime

	End of Change
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