3GPP TSG-SA3 (Security)
S3-091858
SA3 adhoc, 28-30 September 2009, Sophia Antipolis, France


Title:
Reply LS on management aspects of Hosting Party Authentication for HNB/HeNB
Response to:
LS on management aspects of Hosting Party Authentication for HNB/HeNB (S5-093529)
Release:
Release 9
Work Item:
EHNB_SEC
Source:
3GPP SA WG3
To:
3GPP SA WG5 
Cc:
None 
Contact Persons
Name:

Brian Rosenberg
E-mail Address:
 bmr@qualcomm.com
	For 

	Action:
	

	Information:
	X


Attachments:
none

1. Overall Description:

SA3 thanks SA5 for their LS on management aspects of Hosting Party Authentication for HNB/HeNB. From a pure security point of view, SA3 does not see any requirement for the use of Hosting Party identity for the management of H(e)NBs. If SA5 has any need to use an authenticated Hosting Party identity in HNB/HeNB management, then SA3 is happy to act on such a requirement.

SA3 would like to remind SA5 that support for Hosting Party Authentication within the H(e)NB itself is optional. SA3 does not have a binding mechanism in 33.320, the Rel-9 TS. Binding mechanisms have been studied in 33,820, the Rel-8 TR, but the solutions there are not complete. SA3 notes that if the Hosting Party authentication is being used, and the H(e)MS is accessible in the MNO Intranet, then the authenticated Hosting Party ID may be used by H(e)NB in the communication with the H(e)MS.
2. Actions:

SA3 kindly asks SA5 to consider the information provided above during its specification development.
3. Date of Next 3GPP SA WG3 Meeting:
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