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1. Overall Description:

3GPP SA5 thanks Broadband Forum BroadbandHome WG for the response LS [1] on the proposed update on TR-196.  SA5 acknowledges BBF’s principle on the document update policy.  Based on this principle, we would like to further follow up with the proposed changes that were originally presented in the following contributions:
· bbf2009.718.00 (3GPP SA5 S5-093162) and bbf2009.704.00 (removal of the LIPA object from TR-196):
Reference:

[1] bbf2009.945.02, Response to 3GPP SA5 liaisons to Broadband Forum September, 2009 meeting.
2. Actions:

To Broadband Forum
ACTION: 3GPP SA WG5 kindly requests Broadband Forum, Broadband Home WG to make the modifications to TR-196 as described below. The proposed changes in the text are are shown below as blue text to be added. 

Begin Change Text

All parameters and objects under .FAPService.{i}.AccessMgmt.LocalIPAccess. are deprecated.
	.FAPService.{i}.
AccessMgmt.LocalIPAccess.
[DEPRECATED]
	object
	-
	Local IP access.
	-

	Enable

[DEPRECATED]
	boolean
	W
	Enables/disables the Local IP Access (LIA) functionality.
	-

	MaxRulesEntries

[DEPRECATED]
	unsignedInt
	-
	The maximum number of entries available in the .AccessMgmt.LocalIPAccess.Rules.{i}. table.
	-

	RulesNumberOfEntries

[DEPRECATED]
	unsignedInt
	-
	The number of enteries in .AccessMgmt.LocalIPAccess.Rules.{i}. table.
	-

	.FAPService.{i}.
AccessMgmt.LocalIPAccess.Rules.{i}.
[DEPRECATED]
	object
	W
	Policy for selecting traffic for local IP access. Originated traffic will be NAT’ed. The rule is bi-directional, i.e. return traffic is allowed. Rules do NOT affect traffic to/from the FAP itself (such as TR-069 or control). The rules are applied to the mobile station data traffic (PS-domain) via deep packet inspection or similar method.

At most one enabled entry in this table can exist with all the same values for DestIPAddress, DestSubnetMask and Protocol.
	-

	Enable

[DEPRECATED]
	boolean
	W
	Enables or disables the forwarding entry.
	false

	DestIPAddress

[DEPRECATED]
	string
	W
	Destination IP Address. An empty string indicates no destination address is specified. An entry for which DestIPAddress and DestSubnetMask are both an empty string is a default route.
	<Empty>

	DestSubnetMask

[DEPRECATED]
	string
	W
	Destination subnet mask (IPv4) or prefix (IPv6). An empty string indicates no destination subnet mask or prefix is specified. If a destination subnet mask or prefix is specified, DestSubnetMask is ANDed with the destination address before comparing with DestIPAddress. Otherwise, the full destination address is used as-is.

An entry for which DestIPAddress and DestSubnetMask are both an empty string is a default route.
	<Empty>

	Protocol

[DEPRECATED]
	int[-1:]
	W
	IP Protocol Identifier. -1 matches any protocol.
	-1

	Action

[DEPRECATED]
	string
	W
	Action to be taken for traffic matching this rule. Enumeration of:

Tunnel (Traffic is tunneled to FGW.)

NAPT (Traffic is NAPT to local interface)
	"Tunnel"

	Interface

[DEPRECATED]
	string (256)
	W
	Specifies the egress interface when Action is set to NAPT. The value MUST be the full path name of a table row. layer-3 connection object.

Example: InternetGatewayDevice.LANDevice.{i}.LANEthernetInterfaceConfig.{i}.
	-


End Change Text
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