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1 Decision/action requested

The group is asked to discuss the proposed Serving HeMS Discovery/Registration Procedure with enhancement of S1 interface node selection, and introduce the agreed part into the Rel 9 TS 32.593.
2 References

[1] 3GPP TS 36.300 V9.1.0: " Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN);Overall description; Stage 2"
3 Rationale
In the current Serving HeMS discovery/registration procedure, HeMS (Initial HeMS in the discovery procedure or Serving HeMS in registration procedure) provides HeNB the far-end IP address of the S1 interface with no partition of MME and HeNB GW as the S1 interface node. From the HeNB point of view, HeNB cannot differentiate between connecting to MME and HeNB GW when it’s initially powered up. However, the Serving HeMS discovery/registration procedure shall provide HeNB the exact information to let HeNB know what type of S1 interface node(s) (a MME pool or a HeNB GW) it will connect to, and further important HeNB interaction with network can be guaranteed.

For example, if HeNB connects to a MME pool, it will directly determine the UE’s MME association based on the UE’s temporary identifier. If HeNB connects to a HeNB GW, the HeNB GW will take place of HeNB to determine the UE’s MME association, which needs HeNB to transmit the UE’s temporary identifier to the HeNB GW. That’s so-called NNSF (NAS Node Selection Function) defined in [1]. 
Therefore, before HeNB connects to the S1 interface node, HeMS shall configure HeNB with the IP address(es) of S1 interface nodes and also indicate that whether the S1 interface node type is MME pool or HeNB GW. The above configuration should be finished in the Serving HeMS discovery or registration procedure. When HeNB establishes a      TR-069 session with HeMS, HeNB may optionally send its MMEPoolSupported capability to indicate whether to support the MME pool connection. HeMS determines HeNB connects the S1 interface node as a MME pool or a HeNB GW based on both the operator’s strategy and optionally the MMEPoolSupported capability of the HeNB. If HeNB supports the MME pool connection and the operator allows HeNB to directly connect to a MME pool, HeMS will indicate HeNB to connect to a MME pool. If the operator restricts HeNB to connect to a MME pool, HeMS will indicate HeNB to connect to a HeNB GW regardless of the HeNB’s capability to support MME connection. HeMS configures HeNB the S1 interface address(es) and also S1 interface node type to indicate whether HeNB connects a MME pool or a HeNB GW. 

The detailed proposal is presented in section 4.
4 Detailed Proposal
	1st Modified Section


5.1.2.2 Serving HeMS Discovery via Initial HeMS accessible inside operator’s private secure network domain (Conditional Mandatory)
This procedure applies for deployments where Initial HeMS is accessible only from inside the operator’s private secure network domain, For such deployments the support for this procedure by HeNB is mandatory. Otherwise, the support for this procedure is not mandatory.

In this case the HeNB is factory programmed with:

· FQDN or IP address of the Initial HeMS

· FQDN or IP address of the Initial SeGW

The procedure for Serving HeMS discovery via Initial HeMS accessible inside operator’s private secure network domain is described next and illustrated in Figure 5-2.

As a pre-condition, the HeNB establishes IP connectivity to the Internet when it is initially powered up.
1. Steps 1.1-2.5 allow HeNB to establish a secure connection with the Intial HeMS. 
1.1 The HeNB initiates a process to get IP address of the Initial SeGW. If the HeNB already has the IP address then go to step 1.3. If the HeNB has the FQDN, the HeNB performs DNS query to a public DNS for the IP address corresponding to the FQDN of the Initial SeGW.
1.2.DNS responds to the HeNB with the IP address of the Initial SeGW. 
1.3 A secure connection via IPSec tunnel is established between the HeNB and Initial SeGW. 
1.4 The HeNB initiates a process to get IP address of the Initial HeMS. If the HeNB already has the IP address then skip step 1.4 and step 1.5. If the HeNB has the FQDN, the HeNB performs DNS query to a private DNS for the IP address corresponding to the FQDN of the Initial HeMS.
1.5 Private DNS responds to the HeNB with the IP address of the Initial HeMS.
A secure connection via IPSec tunnel is now established between the HeNB and the Initial HeMS.
2. Steps 2.1-2.2 allow the HeNB to establish a TR-069 session with Initial HeMS, as specified in [7]. 

2.1 
The HeNB sends to Initial HeMS an Inform request containing Device ID of the HeNB,optionally location information, optionally MMEPoolSupported parameterand/or other parameters.
Note: Parameter MMEPoolSupported indicates whether the HeNB supports MME pool connection.
2.2
Initial HeMS returns an InformResponse to accept the session.
3. Steps 3.1-3.2 allow the HeMS to provide the HeNB with the IP address of the Serving SeGW and Serving HeMS. 

3.1. Initial HeMS invokes SetParameterValues RPC method to configure the IP address of the Serving SeGW and Serving HeMS. Initial HeMS may also provide the far-end IP address of the S1 interface at this stage. If the Initial HeMS does not provide the far-end IP address of the S1 interface the Serving HeMS should provide it during the procedure for registration of HeNB with Serving HeMS (Section 5.1.3). Initial HeMS also sends a S1NodeType parameter to indicate whether HeNB connect to a MME pool or a HeNB GW. 
3.2. The HeNB acknowledges the received parameters using SetParameterValuesResponse RPC method. 
4. The HeNB releases the TR-069 Session between the HeNB and Initial HeMS, according to the criteria specified in [7].

5. The IPSec tunnel association may be destroyed between the HeNB and Initial SeGW. 
6. Steps 6.1 – 6.5 allow HeNB to establish a secure connection with the Serving HeMS. 

6.1 The HeNB initiates a process to get IP address of the Serving SeGW. If the HeNB already has the IP address then go to step 6.3. If the HeNB has the FQDN, the HeNB performs DNS query to a public DNS for the IP address corresponding to the FQDN of the Serving SeGW.
6.2.DNS responds to the HeNB with the IP address of the Serving SeGW. 
6.3 A secure connection via IPSec tunnel is established between the HeNB and Serving SeGW. 
6.4 The HeNB initiates a process to get IP address of the Serving HeMS. If the HeNB already has the IP address then skip steps 6.4 and 6.5. If the HeNB has the FQDN, the HeNB performs DNS query to a public DNS for the IP address corresponding to the FQDN of the Serving HeMS.
6.5 Private DNS responds to the HeNB with the IP address of the Serving HeMS.
A secure connection via IPSec tunnel is established between the HeNB and the Serving HeMS.
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Figure 5‑2: Serving HeMS Discovery via Initial HeMS accessible inside operator’s private secure network domain

Next, the HeNB performs registration with the Serving HeMS procedure (Section 5.1.3).
	End of 1st Modification


	2nd Modified Section


5.1.2.3   Serving HeMS discovery via Initial HeMS accessible on the public internet (Conditional Mandatory)
This procedure applies for deployments where Initial HeMS is accessible on the public internet. In this case the HeNB is factory programmed with Initial HeMS’ FQDN, which the operator needs to publish in a public DNS. For such deployments, the support for this procedure by HeNB is mandatory. Otherwise, the support for this procedure is not mandatory.

The procedure for Serving HeMS discovery via Initial HeMS accessible on the public internet is described next and illustrated in Figure 5-3. 
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Figure 5‑3 Serving HeMS Discovery via Initial HeMS accessible on the public internet
As a pre-condition, the HeNB establishes IP connectivity to the Internet when it is initially powered up.
1. In steps 1.1-1.3 HeNB establish IP connectivity with the Intial HeMS using SSL/TTL security. The HeNB must have a reference to the IP address of the Initial HeMS pre-programmed. The HeNB performs DNS query to a public DNS for the IP address corresponding to the FQDN of the Initial HeMS if needed.
Steps 2 to 4 are identical to steps 2 to 4 in the procedure for Serving HeMS discovery via Initial HeMS accessible inside operator’s private secure network domain (Section 5.1.2.2). Steps 5.1 to 5.5 are identical to steps 6.1 to 6.5 in the procedure for Serving HeMS discovery via Initial HeMS accessible inside operator’s private secure network domain (Section 5.1.2.2).

Next, the HeNB performs registration with the Serving HeMS (section 5.1.3)
	End of 2nd Modification


	3rd Modified Section


5.1.3 HeNB registration with Serving HeMS (Mandatory)

The procedure for HeNB registration with Serving HeMS is described next and illustrated in Figure.

As a pre-condition, the HeNB has discovered and establishes secure IP connectivity with the Serving HeMS. This is accomplished using appropriate Serving HeMS discovery procedure (Section 0.). 
1. Steps 1.1-1.2 allow the HeNB to establish a TR-069 session with Serving HeMS, as specified in [7]. 

1.1 
The HeNB sends to Serving HeMS an Inform request containing Device ID of the HeNB ,optionally location information ,optionally MMEPoolSupported parameter and/or other parameters.

1.2
Serving HeMS returns an InformResponse to accept the session.
2. Steps 2.1-2.2 allow the HeMS to provide the HeNB with the far-end IP address of the S1 interface.

2.1 Serving HeMS invokes SetParameterValues RPC method to configure the far-end IP address of the S1 interface. Serving HeMS also sends a S1NodeType parameter to indicate whether HeNB connect to a MME pool or a HeNB GW.
2.2. The HeNB acknowledges the received S1 interface IP address using SetParameterValuesResponse RPC method. 
3. The HeNB may release the TR-069 Session between the HeNB and Serving HeMS, according to the criteria specified in [7].

4. The HeNB initiates the S1 Setup procedure (registration with MME) specified in [8].
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Figure 5-4: Procedure for HeNB registration with Serving HeMS
	End of 3rd Modification
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