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Abstract:

Removal of LIPA object from TR-196.

Notice:

This contribution has been prepared to assist the DSL forum.  It is offered to the Forum as a basis for discussion and is not a binding proposal on the author(s), parent companies or any other company.  The requirements are subject to change after further study.  The author reserves the right to add, amend or withdraw any and all statements made herein.

1 Background

TR-196 [1] was published in April 2009.  Based on the Liaison Statement (LS) sent from 3GPP SA5 to BBF (S5-093162, “LS on removal of LIPA object in TR-196”), it is requested to remove the Local IP Access (LIPA) related object and parameters from the TR-196.  This contribution identifies the section in [1] affected by this change.
Reference:

[1] TR-196 Femto Access Point Service Data Model, Issue 1, April. 2009.

2 Proposed changes

Note: In the following texts, the red strikethrough texts are to be removed, and blue font texts are to be added.

In other words, the whole content shown below are to be removed.

Begin Change Text

	.FAPService.{i}.
AccessMgmt.LocalIPAccess.
	object
	-
	Local IP access.
	-

	Enable
	boolean
	W
	Enables/disables the Local IP Access (LIA) functionality.
	-

	MaxRulesEntries
	unsignedInt
	-
	The maximum number of entries available in the .AccessMgmt.LocalIPAccess.Rules.{i}. table.
	-

	RulesNumberOfEntries
	unsignedInt
	-
	The number of enteries in .AccessMgmt.LocalIPAccess.Rules.{i}. table.
	-

	.FAPService.{i}.
AccessMgmt.LocalIPAccess.Rules.{i}.
	object
	W
	Policy for selecting traffic for local IP access. Originated traffic will be NAT’ed. The rule is bi-directional, i.e. return traffic is allowed. Rules do NOT affect traffic to/from the FAP itself (such as TR-069 or control). The rules are applied to the mobile station data traffic (PS-domain) via deep packet inspection or similar method.

At most one enabled entry in this table can exist with all the same values for DestIPAddress, DestSubnetMask and Protocol.
	-

	Enable
	boolean
	W
	Enables or disables the forwarding entry.
	false

	DestIPAddress
	string
	W
	Destination IP Address. An empty string indicates no destination address is specified. An entry for which DestIPAddress and DestSubnetMask are both an empty string is a default route.
	<Empty>

	DestSubnetMask
	string
	W
	Destination subnet mask (IPv4) or prefix (IPv6). An empty string indicates no destination subnet mask or prefix is specified. If a destination subnet mask or prefix is specified, DestSubnetMask is ANDed with the destination address before comparing with DestIPAddress. Otherwise, the full destination address is used as-is.

An entry for which DestIPAddress and DestSubnetMask are both an empty string is a default route.
	<Empty>

	Protocol
	int[-1:]
	W
	IP Protocol Identifier. -1 matches any protocol.
	-1

	Action
	string
	W
	Action to be taken for traffic matching this rule. Enumeration of:

Tunnel (Traffic is tunneled to FGW.)

NAPT (Traffic is NAPT to local interface)
	"Tunnel"

	Interface
	string (256)
	W
	Specifies the egress interface when Action is set to NAPT. The value MUST be the full path name of a table row. layer-3 connection object.

Example: InternetGatewayDevice.LANDevice.{i}.LANEthernetInterfaceConfig.{i}.
	-


End Change Text
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