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Decision/action requested

Initiating Discussion on SOA supporting Solution Set
2
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Rationale

Annex D of TR 32.824 [1] identified technology specific aspects of an SOA supporting Solution Set, and specifically also listed Possible technology choices as shown below.

D.2
Possible technology choices 

	Choice #
	Approach
	Documentation
	Binding
	WSDL binding style
	Underlying protocol

	1
	WSDL/SOAP
	WSDL v1.1
	SOAP 1.1
	Document/literal
	HTTP 1.1 (POST)

	2
	
	
	
	
	Unspecified

	3
	
	
	
	RPC/encoded (not WS-I compliant)
	HTTP 1.1 (POST)

	4
	
	
	
	
	Unspecified

	5
	
	
	
	RPC/literal
	HTTP 1.1 (POST)

	6
	
	
	
	
	Unspecified

	7
	
	
	SOAP 1.2
	Document/literal
	HTTP 1.1 (POST and GET)

	8
	
	
	
	
	Unspecified

	9
	
	
	
	RPC/encoded (not WS-I compliant)
	HTTP 1.1 (POST and GET)

	10
	
	
	
	
	Unspecified

	11
	
	
	
	RPC/literal
	HTTP 1.1 (POST and GET)

	12
	
	
	
	
	Unspecified

	13
	
	WSDL v2.0
	SOAP 1.1
	Document/literal
	HTTP 1.1 (POST )

	14
	
	
	
	
	Unspecified

	15
	
	
	
	RPC/encoded (not WS-I compliant)
	HTTP 1.1 (POST )

	16
	
	
	
	
	Unspecified

	17
	
	
	
	RPC/literal
	HTTP 1.1 (POST )

	18
	
	
	
	
	Unspecified

	19
	
	
	SOAP 1.2
	Document/literal
	HTTP 1.1 (POST and GET)

	20
	
	
	
	
	Unspecified

	21
	
	
	
	RPC/encoded (not WS-I compliant)
	HTTP 1.1 (POST and GET)

	22
	
	
	
	
	Unspecified

	23
	
	
	
	RPC/literal
	HTTP 1.1 (POST and GET)

	24
	
	
	
	
	Unspecified

	25
	RESTful 
	WSDL 2.0
	HTTP 1.1 (POST, GET, PUT, DELETE)
	-
	-

	26
	
	HTTP 1.1 (POST, GET, PUT, DELETE)
	-
	-
	-


In addition, contribution S5-092423 [2] provides some initial discussion points:

Initiating discussion on pros & cons when facing a choice of WSDL 1.1 vs. WSDL 2.0, including considerations for REST:

WSDL 2.0 introduces a new component model with removal of the message construct (now directly defined under the types element) and provides full HTTP bindings, e.g. for better support of REST. Although these changes to the component model have benefits, e.g. in terms of simplicity and reduced structural overhead for HTTP bindings, it also causes compatibility issues with WSDL 1.1. This could lead to additional management overhead if two versions of WSDL need to be supported in certain deployments.

Furthermore it is worth to mention that WSDL 2.0 is not yet part of the WS-I interoperability profiles and it is unclear if it will be in future. One of the reasons may be the lack of commercially available tools and implementations to support interoperability testing crucial for a decision whether WSDL 2.0 can supersede WSDL 1.1. W3C offers a WSDL 1.1 to WSDL 2.0 converter, but the XSLT script is not normative and the converter is only a prototype at this stage.

Some other standards have built in support for WSDL 2.0 like SAWSDL [1] and WS-Policy [2][3], but provide support for WSDL 1.1 via extensions or in more limited ways. Although WSDL 2.0 would provide improvements here, the relevance of these specifications for 3GPP will have to be clarified.

Another principle of SOA besides loose coupling is reusability of services. This means a service could be reused anywhere else in the enterprise system. Therefore the context of a service may change and integration into existing frameworks would be needed. This would also influence the technology choice, i. e. SOAP vs. REST where SOAP would offer more flexibility.

One example would be integration into a security framework. While REST offers a simple HTTP security mechanism for a specific endpoint, SOAP is not relying on the transport protocol and is therefore more suitable for integration into a security framework like WS-Security (as defined in the WS-I Basic Security Profile [4]). 
The scope of SOA conformance and consideration of security profiles should be clarified

This contribution intends to kick-start R9 discussion on this SOA related topic.

3
Detailed Proposal

To enable progress on this SOA related topic of identifying the most appropriate SOA supporting Solution Set, it is recommended that SA5 members comment on the following questions:

· Question 1:  WSDL

· What are mandatory requirements for an SOA Web Services supporting IRP SS that can be fulfilled only by WSDL 2.0 and not WSDL 1.1?

· Do potential benefits of WSDL 2.0 justify interoperability and backward compatibility issues with WSDL 1.1? 

· Priority of benefits based on IRP relevance, e.g. improvements of structure, message exchange patterns, interfaces, bindings, annotations/semantics   

· WS-I compliancy considerations, impact on legacy enterprise systems integration, tool sets and testing

· Question 2: SOAP

· Are there mandatory requirements for an SOA Web Services supporting IRP SS that can be fulfilled only by SOAP 1.2 and not SOAP 1.1?

· Should the IRP SS follow WS-I Basic Profile 2.0 to leverage improvements of SOAP 1.2 [5]?

· Interoperability issues with SOAP 1.2 – SOAP 1.1 probably less critical. 

· WS-I Basic Profile 2.0 [3] is working draft for board approval, but rather stable. Should it be followed?

· Question 3: Security

· Should the IRP SS follow WS-I Security Profile [4] for security considerations?

· Question 4: Policies

· Should the IRP SS support policy integration, i.e. integration with WS-Policy Framework [6]?
5
Recommendation

SA5 is requested to discuss and agree on questions outlined in section 4. It is recommended to initiate some email discussions on this topic until SA5#67.

