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3 Definitions and abbreviations
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

API
Application Programming Interface

ASN.1
Abstract Syntax Notation One

ATM
Asynchronous Transfer Mode

B2B
Business to Business

B-ISDN
Broadband ISDN
BOOTP
Boot protocol

CLI
Command Line Interface

COPS
Common Open Policy Service

COPS-PR
COPS Usage for Policy Provisioning 

CORBA IIOP
Common Object Request Broker Architecture Internet Inter-ORB Protocol

CORBA
Common Object Request Broker Architecture
CORBA/IDL
Common Object Request Broker Architecture/Interface Definition Language

DCN
Data Communications Network

DECT
Digital Enhanced Cordless Telecommunications
DHCP
Dynamic Host Configuration Protocol

DM
Domain Manager

DNS
Directory Name Service

DSS1
Digital Subscriber System 1

EM
Element Manager

EMS
Element Management System

eTOM
Enhanced Telecom Operations  Map®  (TeleManagement Forum)
FFS
For Further Study

FTAM
File Transfer Access and Management

FTP
File Transfer Protocol

ftp
FTP
FTPS
File Transfer Protocol over SSL/TLS
GGSN
Gateway GPRS Support Node

Go interface
The interface between the GGSN and the Policy Decision Function (PDF)

GSM
Global System for Mobile communications

HLR
Home Location Register

HSS
Home Subscriber Server

IDL
Interface Definition Language

IETF
Internet Engineering Task Force

IIOP
Internet Inter-ORB Protocol

IN
Intelligent Network

INAP
Intelligent Network Application Part

IRP
Integration Reference Point

IS
Information Service

ISDN
Integrated Services Digital Network
LDAP 
Lightweight Directory Access Protocol

LDUP
LDAP Duplication/Replication/Update Protocols 

LLA
Logical Layered Architecture

MAP
Mobile Application Part

MExE
Mobile Execution Environment
MIB
Management Information Base

MMI
Man-Machine Interface

NE
Network Element

NM
Network Manager

NMS
Network Management System

NRM
Network Resource Model

OAM&P
Operations, Administration, Maintenance and Provisioning

OS
Operations System

OSI
Open Systems Interconnection

OSS
Operations Support System

PDF
Policy Decision Function

PDH
Plesiochronous Digital Hierarchy

PDP
Policy Decision Point 

PIB
Policy Information Base

PKI
Public Key Infrastructure

PLMN
Public Land Mobile Network

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RNC
Radio Network Controller

RSVP
Resource ReserVation Protocol

SDH
Synchronous Digital Hierarchy

sftp
secure ftp

SLA
Service Level Agreement

SNMP
Simple Network Management Protocol (IETF)

SNMP/SMI
SNMP/Structure of Management Information

SOM
Service Operations Management

SS
Solution Set

SS7
Signalling System No. 7

SSH
Secure Shell

SSL
Secure Sockets Layer

TCP/IP
Transmission Control Protocol/ Internet Protocol

tftp
trivial ftp
TLS
Transport Layer Security
TM
Telecom Management

TMF
TeleManagement Forum

TMN
Telecommunications Management Network (ITU-T)

TOM
Telecom Operations Map (TMF)

UE
User Equipment

UML
Unified Modelling Language

UPT
Universal Personal Telecommunication

USIM
Universal Subscriber Identity Module

UTRA
Universal Terrestrial Radio Access

VHE
Virtual Home Environment

WSDL
Web Service Description Language (W3C)
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Annex A (normative):
3GPP management application layer protocols

The valid management application layer protocols for 3GPP are:

· SNMP (see reference [6]);

· CORBA IIOP (see references [8] and [52]);

· SOAP (see references [108] and [109]).

The valid application layer protocols for bulk & file transfer are:

-
FTAM (see references [13] – [19]);

-
ftp (see reference [4]);

-
tftp (see reference [5]).

-
sftp (secure ftp)

NOTE:
sftp is an implementation of ftp that uses SSL (SSH-1 or SSH-2 transport protocol) to provide a secure ftp. There are many commercial and open source implementations available. An IETF Secure Shell working group exists, whose goal is “to update and standardize the popular SSH protocol”. Currently no IETF RFCs are available, however a number of IETF drafts can be found at the working groups' home web site: http://www.ietf.org/html.charters/secsh-charter.html.
· ftps (ftp over SSL/TLS)
   NOTE:    FTPS is basically defined in IETF RFC 4217 [115]. It’s an extension protocol to the commonly used File Transfer Protocol that adds support for Transport Layer Security (TLS) and Secure Sockets Layer (SSL) cryptographic protocols. 
	End of 3rd Modified Section
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