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Decision/action requested

Discussion and agreement on the mechanism on the Trace failure report.
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Rationale
1. Background

The requirements of the Trace failure report (including the Trace Session activation and Trace Recording Session start failure) was agreed and already in the TS 32.421[1]. And this paper is to discuss the solutions.
In Rel-8, the Trace Collection Entity was introduced, and it is independent with the NM or EM, and by giving the IP address of the Trace Collection Entity to the NE, the Trace record the can be received globally from the traced NEs (possibly via the EM).
2. The problematic issues
As the Trace can be activated by either the NM via Trace IRP, or by the EM itself according to 32.421/422/423, we are about to analyze the problems from these 2 scenarios.
2.1 The Trace is activated from NM
Existing solution is using Trace IRP and Notification IRP to report the failure.
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Assuming the Trace Session is activated by “NM 1” via Trace IRP.
Take the scenario in the diagram above for instance, when the Trace control and configuration parameters are propagated to “NE 2” from “NE1”, the Trace failure (either the Trace Session or Trace Recording Session failure) occurs, the “NE 2” may be possible to report the failure to “EM 2”, the trace failure is impossible to be reported by Trace IRP and Notification IRP, due to:
1) by Trace IRP, the “EM 2” can only send the failure notifications to “NM 2”, but it can be ensured that the Trace failure related notifications were subscribed by “NM 2”;
2) even though the “NM 2” subscribed and received the Trace failure related notifications, the TCE can not receive the failure reports as no interface to “NM 2”. 
2.2 The Trace is activated from EM
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Assuming the Trace Session is activated by “EM 1”.

Take the scenario in the diagram above for instance, when the Trace control and configuration parameters are propagated to “NE 2” from “NE1”, the Trace failure (either the Trace Session or Trace Recording Session failure) occurs, the “NE 2” may be possible to report the failure to “EM 2”, the trace failure may be possible to be reported to “EM 2”, but impossible to be reported to TCE, due to:

1)  there is no Trace IRP deployed by operators in the networks;
2) even though the Trace IRP exists on “EM 2”, it is also impossible to report the failure by Trace IRP as illustrated at section 2.1
3) No solutions defined for the failure report from NE (possibly via EM)

3. Generic solution
This is to work out the generic solution independent with the Trace IRP and the Trace architectures (as the 2 diagrams above).
The proposed solution is NE to log the failure with the specific reason, and send (possibly via EM) the failure log when the NE is available to do this following the same approach as sending a Trace record file to the IP address of TCE.
In high load situations the NE processes more important tasks first, and then sends the log at a quieter time.
4 Detailed proposal
As per the analysis and the suggested solution in section 3, we need to standardize the log/file format for the Trace failure report.
See the CR S5-08xxx9.
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