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x
Requirements

x.1
Requirements
REQ-xxx HNB shall be able to be managed in all management domain aspects defined below as Configuration management, Security management, Performance management and Fault management, without the use of vendor-specific nor operator-specific extension capability.  
Note: Use of non-standard extension creates difficulty for the management of HNBs by different vendors.
Editor Note: Please see appendix of a different opinion expressed on this same topic.
x.1.1
Configuration management

REQ-xxx HNB shall be able to automatically, i.e. without human operator on-line interaction or attention, configure itself to be ready for service when powered up and connected to HMS.
REQ-xxx HNB shall be able to automatically, i.e. without human operator on-line interaction or attention, configure itself to be in service when powered up and connected to HMS.
REQ-xxx HNB shall be able to automatically, i.e. without human operator on-line interaction or attention, upgrade its software and configuration.  

x.1.2
Security management

REQ-xxx
 HNB shall have the capability to protect itself against Denial of Service attack over the Type-1 O&M Interface.

x.1.3
Performance management

REQ-xxx HNB may have the capability to collect its performance related data.  




x.1.4
Fault management






1. 
	


Appendix A:

Req xxx:  Support the usage of private message mechanism for non-standard use

The private message mechanism for non-standard use may be used:
-     for special operator- (and/or vendor) specific features considered not to be part of the basic functionality, i.e. the functionality required for a complete and high-quality specification in order to guarantee multivendor interoperability;
-     by vendors for research purposes, e.g. to implement and evaluate new algorithms/features before such features are proposed for standardisation.

The private message mechanism shall not be used for basic functionality. Such functionality shall be standardised.
