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Decision/action requested

The group is asked to discuss the proposed requirements for 3G HNB OAM&P (for type 1 interface), and introduce the agreed part into the draft TS 32.XX1.
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3
Rationale

In 3GPP SA5#62, the meeting discussed [2] and agreed on new work item on 3G HNB OAM&P(Interface Type 1 Management). This contribution is to add requirements to the TS32.xx1, TR32.821[1] is referenced as a part of input.
4
Detailed proposal

Text Proposal for TS 32.XX1
	1st Modified Section


6.5
Requirements

6.5.1
Configuration Management

The requirements for configuration management are as follows
REQ-OAMP-CM-001: The HNB configuration shall be administered by the HMS utilising the TR-069 CWMP Protocol, reference [3].






REQ-OAMP-CM-002: The HNB Information Model used by the HMS for Configuration Management shall be based on the following:

a.Broadband Forum TR-106 Amendment 2 Data Model, reference [8]
b.HNB Service Data Model, reference [9]
REQ-OAMP-CM-003:.The HNB shall have the capability to communicate with the HMS via TR-069 CWMP, reference [3], through the support of one of the two security mechanisms determined by the Network Operator’s Security Policies:

· utilising SSL/TLS outside the IPSec Tunnel
· within the IPSec Tunnel with the option to utilise SSL/TLS within the IPSEC Tunnel for additional end-to-end security
TR-069 CPE devices are currently factory programmed with a Bootstrap HMS URL only and therefore HNB capable CPEs requiring to utilise IPSEC for connection to the HMS either require to be factory programmed with Bootstrap Security Gateway/IPSec Information or this information is supplied outside of the IPSEC tunnel before tunnel establishment utilisng SSL/TLS


· 
· 
	End of 1st modifications


	2nd Modified Section


6.5
Requirements
6.5.2
Performance Management

The HNB may support Performance Management to enable the operator to monitor the HNB Network based on the business level requirements (see clause xyz). 

he requirements for performance management are as follows

REQ-OAMP-PM-002: The HNB shall have the Performance Management capabilities administered by the HMS . 





REQ-OAMP-PM-003:..The HNB shall support the retrieval of the Performance Information from the HNB utilising the file transfer option of TR-069 CWMP Protocol, reference [3]. 
REQ-OAMP-PM-004: The HNB shall be configurable by the HMS to produce an XML File at regular intervals which contains the HNB performance Information and then upload the XML File.
REQ-OAMP-PM-005:The XML File Formats produced by the HNB shall adhere to the 3GPP XML Performance Management File Formats, reference [10].
REQ-OAMP-PM-006:..The HNB shall upload Files using one of the following mechanisms:
a.HTTPS PUT and GET with/without Username/Password

b.SFTP with/without Username/Password 
c.HTTP PUT with/without Username/Password

d.FTP with/without Username/Password
e. FTPS with/without Username/Password

REQ-OAMP-PM-008:..The HMS shall have the capability to initiate HNB diagnostic testing 
	End of 2nd modifications


	3rd Modified Section


6.5
Requirements
6.5.3
Fault Management


The requirements for fault management are as follows:
:


REQ-OAMP-FM-002a:. The HNB shall have the Fault Management capabilities administered through the HMS. 
REQ-OAMP-FM-002b:. The HNB may be able to send alarm related information to the HMS using TR_069 RPC Methods, reference [3].






REQ-OAMP-FM-004:..The alarm related information to be sent to the HMS by the HNB shall support the inclusion of the appropriate Information attributes, as defined in 3GPP TS.32.111-2, reference [12].

a. 
b. 
c. 
d. 
e. 
f. 
g. 
h. 
i. 
j. 













.


REQ-OAMP-FM-008:..
If RPC mechanism is used to send alarms, the HMS shall have the ability to throttle the sending of alarms from the HNB to the HMS





.
REQ-OAMP-FM-009:... The HMS shall have the capability to retrieve alarm related information from the HNB using TR-069 RPC Method Calls. .


REQ-OAMP-FM-010: The HMS may have the capability to set up a periodic action in the HNB to instigate the production and upload of an XML File containing the alarm related information. 


REQ-OAMP-FM-011:.The XML file formats used by the HNB shall be aligned with the existing 3GPP XML Performance Management File Formats for File Headers, File Footers, and formatting, reference [10]











	End of 3rd modifications
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