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1
Decision/action requested

Agree and add the related changes to the draft TS 32.762.
2
References

3
Rationale

Each eNBFunction will have its own IP address. For normal CM purposes if we want to change or set the IP address of the eNBFunction, we need t have an attribute for it. Also if we want to setup automatically X2 connections between two eNBs we need to know the IP address of the local and neighbor eNB.

Therefore the proposal is to add Ipaddress attribute to the ENBFunction and to the EP_X2 IOC. 

4
Detailed proposal

6.3.1
ENBFunction

6.3.1.1
Definition

This IOC represents eNB functionality. For more information about the eNB, see 3GPP TS ?? [??].  

6.3.1.2
Attributes

Table 6.X.X.X: Attributes of ENBFunction
	Attribute name
	Support Qualifier
	Read Qualifier
	Write Qualifier

	x2BlackList
	M
	M
	M

	x2WhiteList
	M
	M
	M

	X2IpAddress
	M
	M
	-


6.3.2 
EutranGenericCell
6.3.2.1
Definition

This IOC represents the common properties of E-UTRAN generic cell. For more information about cells, see 3GPP TS 23.401 [9]. 

6.3.2.2
Attributes

	Attribute name
	Support Qualifier
	Read Qualifier
	Write Qualifier

	Id
	M
	M
	-

	userLabel
	M
	M
	M

	physicalCellIdentity
	M
	M
	M

	cellIdentity
	M
	M
	M

	cellType
	M
	M
	-

	numberOfTransmitAntennas
	M
	M
	M

	numberOfReceiveAntennas
	M
	M
	M

	plmnIdList
	M
	M
	M

	tac
	M
	M
	M

	
	
	
	


Editor’s notes:

1.For different cellType, it may need to model accordingly if there is different attributes found.
2.Details to be discussed for physicalCellIdentity.
3.Yellow highlight means FFS.
6.3.3
ExternalGenericEUtranCell

6.3.3.1
Definition

This IOC represents the common properties of external Generic EUTRAN cell 
6.3.3.2
Attributes

	Attribute name
	Support Qualifier
	Read Qualifier
	Write Qualifier

	id
	M
	M
	-

	userLabel
	M
	M
	M

	physicalCellIdentity
	M
	M
	M

	cellIdentity
	M
	M
	M


Editor’s note: Yellowed text is not considered agreed.

6.3.4
ExternalEUtranCellFDD

6.3.4.1
Definition

This IOC represents the common properties of external EUTRAN cell FDD
6.3.4.2
Attributes

	Attribute name
	Support Qualifier
	Read Qualifier
	Write Qualifier

	earfcnDl
	M
	M
	M

	earfcnUl
	M
	M
	M


6.3.4.3
Attribute Constraints

6.3.4.4
Notifications

	Name
	Qualifier
	Notes

	notifyAckStateChanged
	See Alarm IRP (3GPP TS 32.111-2 [11])
	

	notifyAttributeValueChange
	O
	


6.3.5
EUtranRelation

6.3.5.1
Definition

6.3.5.2
Attributes

Table 6.3.5.2.1: Attributes of EUtranRelation
	Attribute name
	Support Qualifier
	Read Qualifier
	Write Qualifier

	tCI
	M
	M
	M

	isRemoveAllowed
	M
	M
	M

	isHOAllowed
	M
	M
	M


…
6.3.6
Link_ENB_ENB
6.3.6.1
Definition
This abstract IOC represents ---.
6.3.6:2
Attributes

Table 6.3.6.2.1: Attributes of Link_ENB_ENB
	Attribute name
	Support Qualifier
	Read Qualifier
	Write Qualifier

	whoSetThisUp
	M
	M
	M


Editor Note:  

The use of whoSetThisUp is to support the ‘asymmetric’ nature of the X2 connection in the following sense: 

If the target node DN is a member of the source node’s ENBFunction.x2BlackList, the source node is: 

1. Prohibited from sending X2 connection request to target node;

2. Forced to tear down established X2 connection to target node if the X2 connection is established as a result of source node sending the X2 connection request;

3. Not allowed to reject incoming X2 connection request from target node.  

Some SA5 members view that it is not necessary (i.e. no valid Use Case) to support such ‘asymmetric’ behaviour and that it is sufficient to support a ‘symmetric’ behaviour, i.e. if source node is prohibited from sending X2 connection request to target node, it is also prohibited from accepting an incoming X2 connection request from target node.  In addition, if there is an established X2 connection, the source node (whose x2BlackList has an entry of target node) must tear the X2 connection down.   The use of whoSetThisUp is FFS.

6.3.7
EP_X2

6.3.7.1
Definition

This IOC represents an end point of  the X2 interface. 

6.3.7.2
Attributes

Table 6.X.X.X: Attributes of ENBFunction
	Attribute name
	Support Qualifier
	Read Qualifier
	Write Qualifier

	farEndX2IpAddress
	M
	M
	-

	
	
	
	

	
	
	
	


6.4
Information relationship definitions
6.4.1
Iii (M/O)

6.4.2
Jjj (M/O)
…

6.4.n
Kkk (M/O)
6.5
Information attribute definitions

6.5.1
Definition and legal values

Table 6.5.1.1 defines the attributes that are present in several Information Object Classes (IOCs) of the present document.
Table 6.5.1.1: XXX
	Attribute Name
	Definition
	Legal Values

	
	
	

	
	
	Type: Numeric value

Range:  (-22..+5 dB)

Steps of 1dB

	
	
	

	
	
	An integral value representing a number of meters in 0.1 meter increments.

	
	
	Type: Numeric value

Range:  (-35..+15 dB)  Steps of 0.1dB

	
	
	A single integral value corresponding to an angle in degrees between 0 and 360.

	cellIdentity
	Unambiguously identify a cell within a PLMN.
	Refer to TS36.331[9]

	cellType
	Cell type for management
	Enumerated {femto, pico, macro}.

	farEndX2IpAdress
	Represent the IP address of X2 interfaces for the far end eNBFunction
	This is an IPv4 or an IPv6 address.

	isRemoveAllowed (see note 1)
	This indicates if the subject EUtranRelation can be removed (deleted) or not.  

If ‘yes’, the subject EUtranRelation instance can be removed (deleted).  

If ‘no’, the subject EUtranRelation instance shall not be removed (deleted) by any entity but an IRPManager.


	yes, no

	isHOAllowed (see note 1)
	This indicates if HO is allowed or prohibited.

If ‘yes’, handover is allowed from source cell to target cell.  The source cell is identified by the name-containing EUtranGenericCell of the EUtranRelation that has the isHOAllowed.  The target cell is referenced by the EUtranRelation that has this isHOAllowed. 

If ‘no’, handover shall not be allowed.


	yes, no

	physicalCellIdentity
	Physical identity of the cell
	One of the 504 unique cell identities as described in TS36.300[10]

	plmnIdList
	List of unique identities for PLMN.

Note: A cell can broadcast up to 6 PLMN-id's.  This is to support the case that one cell can be used by up to 6 operators’ core networks.  See TS 36.331 [9] section 6.2.2: SystemInformationBlockType1/cellAccessRelatedInformation/plmn-IdentityList is a SEQUENCE (SIZE (1..6))
	

	tac
	Common Tracking Area Code for the PLMNs. The identity used to identify tracking areas. 
	a) It is the Tracking Area Code (TAC).  

b) A cell can only broadcast one TAC.  See TS 36.300 [10], section 10.1.7 (PLMNID and TAC relation).



	tCI
	This is the Target Cell Identifier.  It consists of E-UTRAN Cell Global Identifier (ECGI) and Physical Cell Identifier (PCI) of the target cell.  See Ref [??].

The EUtranRelation.tCI identifies the target cell from the perspective of the EUtranGenericCell, the name-containing instance of the subject EUtranRelation instance.


	

	whoSetThisUp
	The Link_ENB_ENB represents the X2 connection between two ENBFunction.  This attribute identifies, using DN, one of the two ENBFunction that initiates the X2 connection.


	

	x2BlackList
	This is a list of DNs of ENBFunction.  The ENBFunction.prohibitX2ToNodes identifies a list of neighbour ENBFunction with whom the subject ENBFunction is prohibited from initiating an X2 connection request.

The same DN may appear here and in ENBFunction.allowx2ToNodes.  In such case, the DN in allowX2ToNodes shall be treated as if it is absent.


	

	X2Ipaddress
	Represent the IP address of X2 interface of the eNBFunction
	This is an IPv4 or an IPv6 address

	x2WhiteList
	This is a list of DNs of ENBFunction.  The ENBFunction.allowX2ToNodes identifies a list of neighbour ENBFunction with whom the subject ENBFunction is allowed to initiate X2 connection request.

The same DN may appear here and in ENBFunction.prohibitX2ToNodes.  In such case, the DN here shall be treated as if it is absent.


	


Note 1: Attributes isRemoveAllowed and isHOAllowed each has 2 legal values, allow (A) and prohibited (P).  The two attributes are semantically equivalent to one attribute with 4 legal values such as

· hOAllow; hOProhibited; hOWhiteListed; hOBlackListed;

where 

· hOAllow == isRemoveAllowed is A and isHOAllowed is A;

· hOProhibited == isRemoveAllowed is A and isHOAllowed is P;

· hOWhiteListed == isRemoveAllowed is P and isHOAllowed is A;

· hOBlackListed == isRemoveAllowed is P and isHOAllowed is P.

Therefore, the choice of an option is FFS.

