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1
Decision/action requested

To agree on requirements to prohibit X2 connections between PLMNs.
2
References

[1]

Draft TS 32.511 v0.3.0
[2]

R3.020 v.0.9.0, Home (e)NodeB; Network aspects
[3]

Draft 32.821 v0.2.8, Study of Self-Organising Networks (SON) related OAM for Home NodeB
[4]

Draft 32.761 v0.0.3, E-UTRAN Network Resource Model (NRM) Integration Reference Point (IRP); Requirements
3
Rationale

This is a resubmit of S5-081721. One typo is corrected.

In [1], four Use Cases for ANR are introduced. This contribution discusses problems with Use Case 3 in [1]. The objective of this contribution is to find a sound solution for this Use Case.
3.1
Problem

Use Case  in [1] says:

“IRPManager needs to be able to forbid the establishment of the X2 interface from (IRPManager's) operator's eNB to another operator's eNB or to an eNB that belongs to another unwanted PLMN.”
The Use Case has a justification:

“Justification: The IP address of the target eNB cannot be obtained or the X2 handovers to another unwanted PLMN are not allowed.”
As this Use Case is placed in [1] which deals with ANR, we assume that the author of this Use Case expects that management of Neighbour Relations (NRs) is intended to fulfill this Use Case. Using NRs to fulfill this Use Case has many drawbacks:
1. When ANR is active, Neighbour Relations are discovered by the ANR algorithm. When ANR discovers a new neighbour cell, it is reported to the O&M system. The O&M system may realize that the source eNB should not initiate an X2 connection to the new, “unwanted” eNB. If so, the O&M system “blacklists” X2 connections from the source eNB to the unwanted eNB.  However, this takes a certain time, and during that time, the source eNB might very well have tried to set up an X2 connection to the unwanted eNB already. 
2. For the procedure in 1 to work, the O&M system will need to keep track of Neighbour Relations on all eNBs which are in the vicinity of eNBs from unwanted PLMNs. For a long border, or when the PLMNs are superimposed, the number of Neighbour Relations can be large.
3. Despite the fact the list of unwanted PLMNs is quite static, the O&M system will need to constantly monitor the network for new Neighbour Relations and issue blacklisted Neighbour Relations. 
3.2
Requirements
The drawbacks in section 3.1 make it clear that NRs are not an appropriate tool for fulfilling this Use Case. To fulfill this Use Case, a solution needs the meet the following requirement:
a) The solution needs to be proactive instead of reactive. In other words, when a new neighbour is discovered, the eNB should know what to do, without any interaction with the O&M system.

3.3
Conclusion

Because of the drawbacks in section 3.1, we propose that SA5 finds a solution other than Neighbour Relation management for this Use Case. 

We propose to agree on the requirement in section 3.2 for a solution.
4
Detailed proposal

We propose the following:
1. Based on drawbacks in section 3.1, we believe a valid solution to Use Case 2 is will not be based on neighbour relations. Therefore, we propose to move this Use Case from [1] to 32.761 [4].
2. We propose the following specification level requirements to be added to 32.761 [4]: 
REQ-XXX-001

An IRPManager shall be able to request that X2 connection be prohibited from source eNB to target eNB of unwanted PLMNs.  IRPManager indicates the unwanted PLMN id in the request.  
REQ-XXX-002
The solution to REQ-XXX-001 shall be proactive. In other words, upon discovering a new neighbour eNB, the source eNB shall be able to determine if the new eNB belongs to an unwanted PLMN without any interaction with the O&M system.
