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1
Decision/action requested

To agree on semantics and requirements for the NoX2 attribute on eNB level.
2
References

[1]


Draft 32.511 v0.3.0, TS Automatic Neighbour Relation Management; Concepts and Requirements
3
Rationale

During the 3GPP SA5#60bis (SON) meeting, it was agreed to move the NoX2 attribute from cell level to eNB level. The objective of this contribution is to analyze the consequences of this decision, and to propose corresponding requirements. 
We see the following difference between NoX2 on cell and eNB level:

1. With the cell level NoX2 attribute, there was a need to solve the issue of the aggregate of several NoX2 attributes corresponding to one X2 link. This problem disappears.

The following aspects are unchanged:

2. There question still remains whether a checked NoX2 attribute will affect the
- set up, 
- use, and 
- tear down of an X2 link.
3. Also, the behaviour of an eNB when a peer eNB tries to establish an X2 connection remains.

We believe the aspects in item 2 are already agreed in SA5, while the aspects in item 3 are not agreed.
We propose the following semantics for the NoX2 attribute:
An IRP manager shall be able to request that X2 connections are prohibited from a source eNB to a target eNB. This includes prohibiting the setting up of new X2 connections by the source eNB, as well as denying X2 connections from peer eNBs. Also, if an X2 link is already exists, the X2 link should be torn down. No other entity than IRPManager can remove the request. This is termed as X2 blacklisting.

4
Detailed proposal
We propose the following change to [1]:


REQ-ANR-CON-004
An IRP manager shall be able to request that X2 connections are prohibited from a source eNB to a target eNB. This includes prohibiting the setting up of new X2 connections by the source eNB, as well as denying X2 connections from peer eNBs. Also, if an X2 link is already exists, the X2 link should be torn down. No other entity than IRPManager can remove the request. This is termed as X2 blacklisting.

