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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Background and Scope

Service Oriented Architecture (SOA) is gaining acceptance in the IS/IT industry.  It promises to manage change [1], automate and simplify IT processes [1], optimize implementation [2], maximize (implementation) flexibility and scalability [3], facilitate integration beyond the enterprise (between companies, between partners and customers)  [4], simplify development [5] and maintenance; etc.

IRP (Interface Reference Point) is the predominant standard for wireless network management since 2000.  3GPP developed it with 3GPP2 close collaboration.  IRP architecture follows closely with that defined by ITU-T TMN work [6].  Besides publishing the IRP specifications, 3GPP also publishes its IRP methodology (e.g., the guidelines, templates on how to develop, maintain and publish IRP specifications).  Today, the IRP specification methodology is being shared and jointly evolved and maintained by consortium of SDOs, such as ITU-T.

We note that the principles of SOA are currently being applied to the field of network management [11,12,16,17].
The purpose of this document is to analyse the IRP architecture and to provide a “gap analysis” on what enhancement is needed for the current set of IRP specifications such that it can claim to have the full set of characteristics of SOA.

2
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
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· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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Editor Note: Need to check with MCC if the URL usage in this document is appropriate.

Editor Note: All terms used in the subtitles of sub-sections of 6, such as ‘Reuse’ in sub-section 6.1 needs a description or definition.
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply.

…

…
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

…

…
4
SOA 
There are multiple definitions of SOA.  The Open group SOA definition [8] and OASIS SOA Reference Model [9] each defines its own SOA terms
.  Both claim, and correctly so, that their definitions and terms can be applied to technology and business domains.

The Network World provides a crisp description [7] of SOA from a high level view point.

“SOA is a development (and deployment
) methodology encourages sharing of remotely invocable application functions throughout networks.  It's a way of doing more with less, where applications can be built more quickly and incrementally, with fewer lines of original code.” 
The author view is that SOA is not unlike other existing development and deployment methodology such as 1980’s (remote procedure call) RPC, 1990’s OOA (Object Oriented Architecture), CORBA and the 2000’s IRP (see section 6), etc,

Some describes SOA as follows.

“An architectural style that provides services which are effectively the boundary of an application and coordinate the necessary response to service clients. This promotes reuse at a coarse granularity thereby encapsulating unnecessary implementation details. Often used in conjunction with existing legacy applications to provide a facade to the functionality these applications provide. In Patterns of Enterprise Application Architecture, Martin Fowler describes the Service Layer pattern which essentially provides a facade to the domain layer of an application. SOA is commonly implemented through web services, but it is a common misconception that web-services are the only implementation of SOA. RPC, DCOM, and many others also provide implementations of SOA.”
Some also characterizes SOA as below.

“The upside of SOA is that the marginal cost of building new applications will continue to drop as the service-reuse rate climbs.  The catch is that there's a significant ramp-up cost, because adopting an SOA means you're going to need to rethink many of your traditional approaches to application modeling, development, integration, deployment and management.” 

5
IRP
3GPP developed the IRP set of specifications since 2000.  The first set of network management services standardized are based on those defined by ITU-T (for the management of the wire-line networks), namely, the fault, configuration, performance and security of the ITU-T defined FCAPS network management domain services.  

Major characteristics of IRP are:

5.1
Business logic independence

The IRP network management services are designed with business logic independence in mind.  For example, Alarm IRP network management service is focused on how to provide network fault management services to its users (applications).  How the applications would make use of such services is not part of the Alarm IRP design.  Various applications, such as trouble ticketing system, network planning tool, call tracing monitor system, routing table generator, large network control room display system, of different functionalities and purposes can make use of the same Alarm IRP network management services.  

5.2
Network management domains independence
The IRP network management services are based on that defined by ITU-T.  Identical to ITU-T case, the IRP network management services are domain specific.  For example, the Alarm IRP specifically deals with a particular network management domain, i.e. the fault management domain.  The Configuration IRP specifically deals with the configuration management domain.  They are independent of each other, even though both IRPs deal with the same set of managed nodes.

5.3
Protocol and Data independence

The IRP network management services are provided by IRPAgent and consumed by multiple IRPManager(s).  This service provisioning and consumption are realized by invocation of sets of standardized operations, notifications collectively called protocols.  3GPP standardized this set of protocols.  In addition, 3GPP standardized the data carried by these protocols as well.  The set of IRP specifications regarding protocol semantics and syntax are called the Interface IRPs.  The set of IRP specifications regarding data semantics and syntax are called the Network Resource Model (NRM) IRP.  The NRM IRP contains information representing the 3GPP defined managed nodes.  The Interface IRP (such as Basic Configuration Management IRP) and NRM IRP (such as GERAN NRM IRP) are independent of each other.  This independence allows other SDOs to use 3GPP Interface IRP (unchanged) for managing their own managed nodes (not 3GPP defined managed nodes).  In other words, the SDO can recommend the use of 3GPP Interface as is (unchanged) and design its own set of NRM IRPs representing the managed nodes defined by the SDO.  Currently, 3GPP2 is such SDO using such approach.

5.4
Technologies independence

Within each Interface or NRM IRP, there are 3 levels of specification.  The first level is the Requirement level.  The second level is the Information Service (IS) level.  This level specifies the semantics (the meaning) of the operations, notifications, operation parameters, notification parameters, class and class attributes.  The third level is the Solution Set (SS) level.  It specifies the syntax of the constructs (e.g. operation parameter) defined by the corresponding IS specification.  Also, where appropriate, this level also specifies the call model that is dependent on specific technology.  For example, in Alarm IRP, the alarm list is returned as the return parameter of the get_alarm_list method in CORBA SS while it is returned as notifications in CMIP SS.  The three-level hierarchy reflects the relative stability of the Requirement level specifications, IS level specifications and SS level specifications.  For example, the alarm management requirements, such as to retrieve a list of active alarm, have been stable for a long time.  The operation to retrieve a list of active alarm (i.e. the IS level specification) is also relatively stable.  However, comparatively speaking, the syntax or the technology to implement the retrieve operation have changed over time, e.g. from ITU-T CMIP syntax, to SNMP syntax, to CORBA technology, to JAVA and lately, to XML technology, etc.

It is noted that 3GPP has concluded a study [10] on XML-based (SOAP/HTTP) IRP Solution Sets.  The conclusion of that study is in Annex A for ease of reference.

6
Relation of SOA and IRP

This section presents a high level analysis of the ‘gap’ between principles of SOA and IRP architecture.  The statements outside the brackets are the perceived principles of SOA.  The gap analysis result is presented in brackets.

6.1
Reuse, composability, componentization, and interoperability 
IRP has this attribute.  From specification writing viewpoint, IRP follows the above stated attributes.  From implementation viewpoint, IRP does not mandate these attributes since IRP implementation is considered outside 3GPP standard.

6.2
Compliance to standards (both common and industry-specific)
IRP is a set of standard published by 3GPP.  The IRP specifications themselves recommend use of available industrial standard where applicable, and will not re-specify them.

6.3
Services identification and categorization, provisioning and delivery, and monitoring and tracking.

IRP provides set of network management services that is broadly categorized along network management domain (see 5.2).  Each IRP network management service, e.g. service provided by Alarm IRP, service provided by Bulk Configuration Management IRP, is identified by an identifier called “IRP document version number string (IRPVersion)” (see section 3 of [13]) whose scope of uniqueness is within 3GPP.  The IRPVersion also categorize the network management service since it unambiguously identified the 3GPP IRP specification title that bears the name of the network management service.

IRP today have not addressed the (network management service) provisioning aspect.  For example, IRP does not provide a standard means for new network management service instances to register itself in a Registry so that a potential IRPManager can discover the newly provisioned network management service.

IRP today does not provide a standard means to monitor and track the performance of the deployed network management service, e.g. AlarmIRP, BulkCMIRP, etc.  However, 3GPP SA5 have begun the study [14] on this area. 

6.4
Service encapsulation - Many web-services are consolidated to be used under the SOA Architecture. Often such services have not been planned to be under SOA. 
One of the intent of this paper is to promote and encourage 3GPP SA5 to start work on a new SS based on SOAP.  See item 1 of section 7.  This new set of SS, if agreed to be designed and specify, should be SOA ‘compliant’.  We do not suggest spending effort to ‘encapsulate’ existing and future CORBA SS.

6.5
Service loose coupling - Services maintain a relationship that minimizes dependencies and only requires that they maintain an awareness of each other 
IRP has this attribute.  IRP maintains loose coupling in the following ways today.

The IRP notification system is one that provides the decoupling.  Notification producers need not be aware the notification consumer identities.  Notification producer produces whenever appropriate.  Consumer decides when it wants to be notified.  They both need not to be “on line” at the same time.

All IRP interactions, except that of notification reception, do not require state or session concept, e.g. an interaction can be implemented/described regardless of the outcome of the previous interaction.

6.6
Service contract - Services adhere to a communications agreement, as defined collectively by one or more service description documents 
IRP has this attribute.  

The ‘contract’ for IRP today is specified by the IRP interactions in terms operation, operation parameters, notification, notification parameters, IOC and IOC attributes.  The IS-level specifies the semantics of the constructs mentioned above.  The SS-level specifies the syntax of constructs mentioned.  In addition, it also specifies the bindings in that the CORAB SS implies the binding is CORBA technology while CMIP SS implies the binding is CMIP technology.  Furthermore, each type of SS, e.g. CORBA SS, also specifies the transport technology used.  

However, since the W3C WSDL is well established for describing web based services therefore, we will need to investigate if WSDL is useful/suitable for our proposed SOAP SS, see section 7 WID Proposal One), we would like to investigate if the IS level specification (see 5.4) can effectively somehow incorporate WSDL way of writing contract (i.e. service offerings).  The mapping of the logical contract (bindings) to SOAP or to CORBA and the mapping of the physical contract (transport) to HTTP or IIOP, are matter of the SS-level.  This is to avoid two ways (i.e. the WSDL way and the current IRP IS-level way) of describing a contract at the IS-level and SS-level.  

6.7
Service abstraction - Beyond what is described in the service contract, services hide logic from the outside world 
IRP has this attribute.  The implementation of the IRP network management services are not standardized (specified by IRP specification).  Consumers of such service cannot tell how the service is implemented.  The only things visible and observable are those defined by the ‘contract’, i.e. IRP operations, notifications and IOCs.

6.8
Service reusability - Logic is divided into services with the intention of promoting reuse
IRP has this attribute.

6.9
Service composability - Collections of services can be coordinated and assembled to form composite services
IRP network management services are business logic independence.  There is no IRP defined services today that is an assembly of some other IRP services.  One IRP service, such as PM IRP, may use the Alarm IRP service to register a threshold crossing alarm.  But such interaction or assembly is specified in the specification documentation level.  Whether a product implementation does such assembly or reuse is outside the scope of 3GPP standard.

6.10
Service autonomy – Services have control over the logic they encapsulate 
IRP has this attribute.

6.11
Service optimization – All else equal, high-quality services are generally considered preferable to low-quality ones 
IRP has this attribute.

6.12
Service discoverability – Services are designed to be outwardly descriptive so that they can be found and assessed via available discovery mechanisms
IRP does not satisfy this attribute fully today.

IRP today provides the Entry Point IRP [15].  The service allows IRPManager(s) (potential service consumers) to discover the “service identification and categorization”, i.e. IRPVersion of the current available services (including the Interface IRP IRPVersion and NRM IRP IRPVersion) and the some aspects of the “contract”, i.e. operation and notification signatures.  The IRPManager, on reception of these IRPVersion, needs to relate them to specific 3GPP IRP specifications to “discover” the semantics of the services offered.

3GPP in the past has discussion on specifying a mechanism where the “contract”, including the NRM schema, can be provided by IRPAgent to IRPManager.  See 7.2.

The EP IRP [15] provides the service where IRPManager can discover what and where (the service attachment point) the IRP network services are provided.  The EP IRP does not provide a “registration service” where newly deployed IRP network management service can register itself to announce its availability.  See 7.2.

7
Recommendations and Conclusions
Annex A: Conclusion and recommendations of 3GPP TR 32.809; Feasibility Study of XML-based (SOAP/HTTP) IRP Solution Sets [3]

“

As a result of this feasibility study, the following points are agreed and accepted if 3GPP SA5 were to go ahead with an XML-Based Solution Set type:
· XML-Based Solution Set would not introduce any significant restrictions when compared to existing and used Solution Sets. However, the ability to handle large volume real-time notifications is still to be demonstrated, 

· XML-based Solution Sets introduce fundamental and easy implementation concepts such as flexibility and extensibility, and independence on the transport layer. However, the study has reservation about extensibility in terms of backward compatibility and forward compatibility.  Currently, W3C has recognized the importance of such capability and is studying this aspect pending conclusion, 

· Moving to XML-Based Solution Set is clearly a vehicle to use towards harmonization in the Telecom Industry, 

This Feasibility Study indicates that SA5 goes ahead with the use of XML-Based Solution Sets. The introduction of such technologies is beyond 3GPP Release 7. For a start a particular focus should be set on Service Management but this shouldn't be restrictive. Starting with Service Management implementation should allow a smooth transition and to gain a know-how experience.

“
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� “Service Oriented Architecture (SOA) is a paradigm for organizing and utilizing distributed capabilities that may be under the control of different ownership domains." [9]


� The two words in bracket are added by author of this paper.





