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1
Decision/action requested

Include proposed requirements into 32.501
2
References

[1]
S5-080950
Input for Self-Configuration Monitoring and Management
3
Rationale

This document is a successor of [1] and considers the discussion results at SA5#59bis.
For the arguments and explanations related to the proposed requirements see [1].
Additionally to [1] it is proposed to move the conceptual requirements REQ_SCxyz_CON_n into the business level requirement sections (clause 5).
4
Detailed proposal

The following changes are proposed for draft TS 32.501:

	1st Modified/New Section


5
Business Level Requirements

5.1
Self-Establishment of eNodeB’s

REQ_SCMAN_CON_1 
The actor on NM level shall be able to manage the self-configuration process.

REQ_SCMON_CON_1 
The actor on NM level shall be able to monitor the execution of the self-configuration process.

REQ_SCMON_CON_2 
To support the monitoring of the execution of the self-configuration process, existing capabilities shall be reused as much as possible.

Editor’s note: 
The general requirements to SW Management outside the context of Self-Establishment are listed between [Editor’s note BEGIN] and [Editor’s note END]. They are gathered here until it is decided how this SW Management topic will be handled.
[Editor’s note BEGIN]
REQ_SW_CON_1
 
The software download functions used during the establishment of a new eNodeB in the network should be reused as much as possible for software upgrade.
REQ_SW_CON_2
 
The IRPManager should have monitoring and interaction capabilities regarding the software download, installation, activation and fallback in/to the eNB.

REQ_SW_CON_3
 
The software installation shall not be service affecting.

[Editor’s note END]
REQ_SCSW_CON_1
 
The software download, installation, activation and fallback should be automated as much as possible so that no or only minimal manual intervention is required.

REQ_SCSW_CON_2
 
see REQ_SW_CON_2
REQ_SCOCE__CON_1
 The OAM connectivity (incl. the IP address allocation) shall be established in a fully automated manner.

REQ_SCOCE_CON_2
 The amount of parameters that needs to be preconfigured should be minimized.

REQ_SCIU_CON_1 
Inventory information about the new equipment shall be reported to the actor at NM level as part of the self-configuration process.

REQ_SCIU_CON_2 
For reporting the inventory information to the NM level existing capabilities shall be reused as much as possible.

REQ_SCRCD_CON_1 
The radio configuration data shall be made available to the eNodeB as part of the self-configuration process.

REQ_SCTCD_CON_1 
The transport configuration data shall be made available to the eNodeB as part of the self-configuration process.

REQ_SCCPLSU_CON_1 
X2- and S1-interfaces shall be set up automatically as part of the self-configuration process, based on the radio and transport configuration made available to the eNodeB.

	Next modifications


6.5.2.1
Self-Configuration Management and Monitoring
6.5.2.1.1
Management Part



REQ_SCMAN_FUN_1 
It shall be possible for an IRPManager to retrieve the sequence of self-configuration steps and information about the steps at which the self-configuration process in the eNB can be stopped and then waits until a confirmation is received at the IRPAgent that the SC process can continue. 
REQ_SCMAN_FUN_2 
It shall be possible for an IRPManager to stop or not stop the process at the possible stop points. This selection shall be possible for individual eNBs or a group of eNBs. The selection shall be valid both for eNBs currently in SC process and for eNBs which are not yet established at all. The IRPManager should be able to change or cancel such a selection. IRPManagers shall be informed about creation and deletion and optionally change of such a selection. It shall be possible for an IRPManager to retrieve information about such selections.
REQ_SCMAN_FUN_4
It shall be possible for an IRPManager to confirm the continuation of the SC process after an activated stop point was reached. 
REQ_SCMAN_FUN_5
It should be possible for an IRPManager to cancel an currently ongoing self-configuration. 
	Next modifications


6.5.2.1.2
Monitoring Part



REQ_SCMON_FUN_1
 The IRPAgent shall send an alarm in case of failures during the self-configuration process.

REQ_SCMON_FUN_2 
The IRPAgent should send a notification when a step in the self-configuration process has changed it status. 
REQ_SCMON_FUN_3 
The IRPAgent shall send a notification about creation and deletion and optionally change of a selection of steps where the self-configuration process stops.
REQ_SCMON_FUN_4 
It shall be possible for IRPManager to retrieve information about the status of the steps of one or several self-configuration process/es which is/are currently running or have been completed. 

REQ_SCMON_FUN_5 
The IRPAgent shall send a notification about the start, stop, end and optionally cancellation of a self-configuration. 

	Next modifications


6.5.2.2
Software Management
Editor’s note: 
The general requirements to SW Management outside the context of Self-Establishment are listed between [Editor’s note BEGIN] and [Editor’s note END]. They are gathered here until it is decided how this SW Management topic will be handled.
[Editor’s note BEGIN]



REQ_SW_FUN_1
 
If the software installation/activation fails, a software fallback should be done.
REQ_SW_FUN_2

It shall be possible for the IRPManager to retrieve information about the SW which is present in an NE or a group of NEs.
REQ_SW_FUN_3
 
It shall be possible for the IRPManager to monitor changes in the SW which is present in an eNodeB (newly downloaded/installed/activated/fallback).

REQ_SW_FUN_4
 
It shall be possible for the IRPManager to receive alarms in case of failures during the SW-download/installation/activation/fallback.
REQ_SW_FUN_5
 
It shall be possible for the IRPManager to retrieve information about the SW which is available for an NE.
REQ_SCSW_FUN_6
 
It should be possible for the IRPManager to instruct the IRPAgent to trigger a SW fallback in an individual eNodeBs or groups of eNodeBs.

[Editor’s note END]


REQ_SCSW_FUN_1
 
see REQ_SW_FUN_1
REQ_SCSW_FUN_2

see REQ_SW_FUN_2
REQ_SCSW_FUN_3
 
see REQ_SW_FUN_4
REQ_SCSW_FUN_4
 
see REQ_SW_FUN_5

6.5.2.3
Address Allocation and OAM Connectivity Establishment


REQ_SCOCE_FUN_1
 The automatic establishment of the OAM connectivity shall be fully secured.
REQ_SCOCE_FUN_2

The actor at NM level should be informed that the eNB has reached OAM connectivity. 

6.5.2.4
Inventory Update



Editor’s note: The details of the inventory information to be reported are FFS.

6.5.2.5
Self-Test

REQ_SCST_ffs_1 
FFS

Editor’s note: The self-test may have to be separated out into a separate use case.

6.5.2.6
Radio Configuration Data

FFS
6.5.2.7
Transport Configuration Data

FFS
6.5.2.8
Call Processing Link Set-Up

FFS
6.5.2.9
NRM IRP Update

REQ_SCNRMU_FUN_1 
The related E-UTRAN NRM IRP and EPC NRM IRP instances shall be created and updated.

	End of modifications


------------------------------------------------------END OF CONTRIBUTION------------------------------------------------------

