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1 Decision/action requested

The group is asked to discuss the solution for the use case Mobility robustness optimization.
If agreed, the contents of this contribution should be introduced into TR 32.816.

2 References

(Reference - in list form - should be made to previous SA5/3GPP/etc. documents.)

[1]

3GPP TS 36.300 E-UTRA and E-UTRAN Overall description Stage 2 
3 Rationale

(with bullet points, the reasons for the proposed action. 
The objectives of the proposal should be clearly stated. 
Rejected alternative solutions should be mentioned if this aids understanding).

In the previous meeting, it was agreed to study the solutions against the use cases in TR 32.816 for the management of LTE and SAE.  

At present, the requirement and use case of Neighbouring Cell List (NCL) optimization was already captured in TR 32.816, while there is no finalized solution for it. It is proposed to rename this use case to Mobility robustness optimization by contribution S5-08wxyz. 
From the perspective of solution, the key point of the Mobility robustness optimization is how to update the NCL. In this document, it is proposed that UE, eNodeB and OAM Domain cooperate to update the NCL.
The contribution “solution for the use case NCL optimization” was discussed and a number of comments were received. This contribution is a revision of that document (S5-071485) on the basis of the comments.  
4 Detailed proposal
4.1 Mobility robustness optimization decision principle 
Mobility robustness optimization decision requires the coordination of UE, eNodeB and OAM Domain. Mobility robustness optimization decision is a combination of real time reaction and semi static adjustment based on long term performance measurement. 
Some part of the Mobility robustness optimization (e.g. UE detection of potential neighbours) requires immediately action. The statistics done by eNode B, as the basis for Mobility robustness optimization decision, may also require the eNode B to act dynamically. 
However, the Mobility robustness optimization work done in SON functionality has to be made based on long term performance measurement instead of real time only reaction. 
It is proposed that a few lists are used to control ANR functionality in eNB from OAM. The functionality in ANR which we may want to control from OAM is:
· X2 establishment

· GCI acquisition

· Mobility

At the minimum, we need at least two lists to control the functionality:

· black list (the neighbours that are not allowed) 

· white list (the neighbours we believe are important and where the eNB shall be prepared, for example have X2 and GCI)

4.1.1 Black lists

If we need to support a scenario where we allow HO to cells but we don’t need want the X2 established to that cell we need to separate the control of X2 from the other two, by controlling the X2 with one list and add another list to control the rest

· X2 black list – to avoid X2 for some neighbours

· HO black list – to avoid GCI acquisition and Mobility for some neighbours

The HO black list can be used to generate the list of forbidden cells, transmitted to the UE from the eNB..

4.1.2 White lists

The white list contains a list of GCI, so there is no need to acquire GCI for the eNodeB.  The remaining functionality is then X2 and Mobility.

There may be a reason to distinguish between an X2 white list and Mobility white list, for example if we would like to control that X2 is always set up to only a subset of the known neighbour cells. The two white lists are then:

· X2 white list – list containing the neighbours for which the eNB should immediately set up an X2

· HO white list – This is a list of known neighbour cells. Therefore, the eNB may want to choose to set up X2 immediately or not depending on available resources. The list also contains information on neighbour cells used to generate the neighbour cell ists transmitted from the eNB to the UE:

· UTRAN NCL

· GERAN NCL

· LTE NCL: The list of cells with cell specific offsets (where the offset is not 0) 

It is proposed to adopt the following items for Mobility robustness optimization decision:
1. Addition of a cell to the HO black list and the adjustment of cell individual offsets in the HO white list shall be based on long term statitics. For example, the following performance measurements may be considered when making decision whether a neighbor cell relationship should be removed:
Editor’s Note:The term NCL in this tdoc means a list in which the cells can be a handover candidate (or target) regardless of what interface is used for HO.  

a) Counter of handover attempts, Counter of handover failures 
b) Counter of link failures shortly following handover
c) Counter of fast sequences of handovers
2. Addition of a cell to the HO white list shall be based on long term performance measurements
a) NCL should be initially set up in the stage of installation.  

b) NCL should be semi statically assigned or configured via OAM Domain according to operator policy. 

c) NCL should be semi statically assigned or configured via OAM Domain according to manual network optimization decision, as a option.

d) NCL should be updated according to successful handover event and SON functionality decision.
3. Addtiona of an entry to the  X2 white list and the establishement of X2 connection shall be based on long term performance measurements.
Editor’s Note:The term X2 list in this tdoc means a list in which the X2 connection can be established.  

4. Addition of an entry to the X2 black list and the removal of X2 connection shall be based on long term performance measurements. 
5. MME can handle handover requests when the X2 link between source cell/eNodeB and target cell/eNodeB is not existent. O&M may choose to add this X2 to the X2 white list in case there are successful handover events that already satisfy the preset threshold condition based on long term performance measurements.
6. eNodeB reports any new detected cells to allow for O&M to adjust the HO and X2 white and black lists.
4.2 Mobility robustness optimization solution proposal
As shown below, it is proposed that Mobility robustness optimization functionality is distributed in OAM Domain, eNodeB and UE.
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1. Mobility robustness optimization in eNodeB 

a) eNodeB maintains the X2 link according to the X2 list and the cells detected by the UE 
b) eNodeB collects UE measurement reports
c) eNodeB transforms UE measurements into network-oriented performance measurements e.g counters regarding handover, etc.

d) eNodeB sends the transformed performance measurements mentioned in bullet d) to OAM Domain 

e) eNodeB updates the neighbour cell list (NCL) transmitted to the UE and used to control the mobility, based on the configuration from OAM Domain (HO white list)
f) eNodeB updates the X2 list based on the configuration from OAM Domain

2. NCL optimization Functionality in OAM Domain
a) OAM Domain maintains the HO and X2 black and white lists.

b) OAM Domain sets initial HO and X2 black and white lists according to e.g. network planning data 

c) OAM Domain accepts the policy set by operator to restrict creation/removal of neighbor relationship for both HO and X2 lists.

d) OAM Domain decides whether new neighbor cell relationship should be added into the HO white list based on corresponding performance measurements collected from eNodeBs. OAM also decides if any cell indivual offsets for LTE cells in the HO white list shall be adjusted.
e) OAM Domain decides whether particular existing neighbor cell relationship should be added to the HO black list based on corresponding performance measurements collected from eNodeBs. 

f) OAM Domain synchronizes HO and X2 black and white lists with eNodeB.
g) OAM Domain decides to add new entry into X2 white list. OAM Domain asks eNodeB to implement X2 link establishment when the first neighbor cell relationship between 2 eNodeB is to be created.

h) OAM Domain decides to add  a new entry in the  X2 black list. OAM Domain asks eNodeB to implement the X2 link removal when the last neighbor cell relationship between 2 eNodeB is to be removed.

i) OAM Domain shall be able to query information of the X2 terminal eNodeBs even if the OAM Domain manages only one of the terminal eNodeB, and another OAM Domain manages the other terminal eNodeB.
It is proposed to capture section 4.1 and 4.2 of this document into a new solution section following section 5.2.4 of the TR 32.816 or alternatively into section 5.2.4 of the TR 32.816.
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