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Introduction
During recent RAN meetings focus in the scope of SON has been on some of the most important use cases. Main use cases or optimisation scenarios recently discussed are in the areas of:

· interference coordination, to reduce interference in a loaded network and to enhance data rates at the cell edge

· load balancing, in order to enhance the cell capacity and to avoid congestion situations

· RACH optimisation and

· ANR (Automatic Neighbour Relation) function, to autonomously configure neighbour relations) used in the network for routing purposes or on the Broadcast to inform UE about potential neighbours.

The first two areas are currently under further study in RAN groups. Discussions are on the measurements and definition of those measurements e.g. what is the right quantity to describe load?

RACH optimisation is quite specific for the interface between UE and the eNodeB and therefore mainly discussed in RAN2. This is an example for a standardised eNB measurement which shall be transported to the NMS level for monitoring purpose and as input data for optimisation processes. Other measurements have to be defined in RAN working groups and SA5 will be in charge of defining protocols, data models and O&M signalling to transport these.

For ANR, at RAN3 #58 the base line ANR (Automatic Neighbour Relation) function as described in [1] was reconfirmed and an additional LS [1] was sent out to inform other groups about the status and discussions on this subject.

It was felt necessary to inform SA5 in more detail about some aspects of the use cases in order to allow SA5 to design tailor-made solutions for them.

In this document the focus is on ANR to start discussion. It is expected that other topics will be handled in separate contributions.
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ANR (Automatic Neighbour Relation) function
The base line ANR function is described in [1]. Legacy systems as 3G and 2G rely on neighbour cell information sent either dedicated to a specific UE or broadcasted permanently over the air interface as in 2G.

As hand overs are time critical events, legacy UEs (2G/3G) require this information to avoid unnecessary time measuring all possible neighbours. Instead UEs are informed by signaling means only about the neighbours measured and considered for hand over by the network.
LTE doesn’t require to inform the UE about neighbours in case of LTE intra frequency mobility. However, the eNodeB configuration still needs to be configured being able to contact target cells/eNodeBs to request the hand over.

In LTE intra frequency case, UEs measure their neighbours and provide the Physical Cell ID (=MCI Measured cell ID) of the envisaged candidate cell to hand over to the eNode B. Please note that the Physical Cell ID is not unambiguous (only up to 511 different values)
Now there are two possible cases:

1.) The neighbour cell envisaged as target cell for hand over is already known to the eNodeB:

a. In this case the hand over takes place as usual

2.) The neighbour cell envisaged as target cell for hand over is not yet known to the eNodeB:

a. In this case the eNodeB has no transport network address nor other configuration data on the envisaged target cell/eNodeB

b. In order to configure the necessary data in the eNodeB, the eNode B has to retrieve the necessary information from the network.

c. As the Physical Cell ID is not unambiguous, the eNodeB has to trigger the UE, to read the Global Cell ID (unique value identifying a cell in the network) from the System Information carried on BCCH of the neighbour cell, identified by the Physical Cell ID

d. Once the UE has provided the Global Cell ID to the eNodeB the eNodeB may retrieve the further necessary information to configure it’s interfaces (X2,S1) towards the newly discovered neihghbour cell. This could be done e.g. by a simple DNS query

It should be noted that step 2 is only necessary once a UE discovers a Physical Cell ID not known to the eNodeB. 

This happens only when a cell is newly deployed or when reconfigurations have been done or a new neighbour has been deployed in the vicinity of an existing cell. 
The ANRL function is implemented in the cells served by an eNodeB. The ANRL function for a cell will automatically add neighbour cells discovered by its connected UEs.
A basic assumption with ANRL is that all neighbour relations needed by a cell can be found using that algorithm.

In order to have some additional steering capabilities from operator side a black and white list approach has been proposed and described in [1].

White list:

Operators may wish to manually configure their neighbour cell relations in the eNodeB. This is called white listing.

Reasons for whitelisting e.g. are:

· In initial deployment phase some neighbours could be already preplanned by the operator

· Some operators may not want to use the ANR function at all

· In case of special events additional eNodeBs may be deployed, where manual addition of neighbour cells to an existing configuration in the eNodeB might be needed etc.

Black List:

Operators may wish to prohibit certain cell relations. This is called “Blacklisting”. 

Reasons for blacklisting are e.g.:

The ANRL function may detect more neighbours than actually needed for mobility reasons. There might be neighbour relations to target cells providing weak fieldstrength or quality, and calls might drop after a hand over to these cells. In case of network sharing deals or other higher sophisticated scenarios operators may wish to have steering capabilities over neighbour relations and may wish to simply restrict some of the discovered neighbours. In order to avoid unnecessary triggering of the ANRL function black lists to respective physical cell ID ( global Cell ID combinations have to be made possible.

Removal of neighbour cell relations

Over a longer operational phase some of the automatically or manually configured neighbour cell relations may become obsolete. Therefore hand over statistics may be used to check the validity of a certain neighbour relation. The removal of an obsolete cell is controlled by listing the cell in black list. The statistics like HO failure rate shall be standardised as well as their transport via N-interface.
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