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1
Decision/action requested

The agreement to enhance the 32.816 to fit the different architectures based on the discussion on the LTE&SAE OAM architectures.
2
References
[1] 32.816
3
Rationale
In the LTE&SAE OAM architectures, the EM can be an separated node or a part resides within the NE, this will bring multiple different architectures, e.g., both separated SAE and LTE EM, separated SAE EM and LTE EM resided in the NE, both SAE and LTE resided EM in the NE, etc. So the management functions in LTE&SAE OAM requirements shall fit all of the different architectures.
The Tdoc S5-071514 was technically agreed at SA5 #55 meeting, this is the updated version based on the new TR structure.
4 Detailed proposal
5.1.10
Configuration Management of LTE/SAE

5.1.10.1
General

The consistent management of handover relationships over different element managers is a tedious task. The Itf-P2P or Itf-N can help in automating these processes. Possible functions include

· Cell data synchronisation: The attributes of external cell objects and the corresponding (master) cell object have to be consistent. Functions on the Itf-P2P or Itf-N can help to configure the attributes consistently and to detect and correct inconsistencies.

· Detection of unidirectional handovers: Most handover relationships are bidirectional. Unidirectional handovers may be due to erroneous configurations. Functions on the Itf-P2P or Itf-N can help to detect unidirectional handovers and to configure the missing handover direction.
5.2.5.2
Automatic installation of NEs
For the LTE and SAE OAM architecture with Itf-P2P, auto-configuration of eNodeBs requires cooperation between the DM managing LTE and the DM managing SAE. In particular, the DM managing LTE needs to help the eNodeBs with their initial communication to their corresponding Mobile Management Entity, MME, or MME pools. 

A newly installed eNodeB communicates with the DM managing LTE in several stages. At the initial stage, the eNodeB will need the identity of each MME with which it will share an S1 interface. The identities or MME pool identities must be provided from the DM managing SAE to the DM managing LTE. The eNodeB uses the information to establish the necessary S1 connections.
For the LTE and SAE OAM architecture without Itf-P2P, NMS needs to help the eNodeBs with their initial communication to their corresponding Mobile Management Entity, MME, or MME pools.
1) The Itf-P2P interface [2] is reused as a foundation for the communication between the DM managing LTE and the DM managing SAE for the LTE and SAE OAM architecture with Itf-P2P.

2) Devise a data format for structuring the identities of MMEs. The detail modelling of this data will depend on the LTE Network Resource Model, which is FFS.

3) For the LTE and SAE OAM architecture with Itf-P2P, define a method for transferring the identities from the DM managing SAE to the DM managing LTE. Details FFS:

a) Define when data can be transferred.

b) Define which node (DM managing LTE or DM managing SAE) who takes the initiative.

c) Define the semantics of updating the identities structure in the DM managing LTE. 

For the LTE and SAE OAM architecture without Itf-P2P, define a method for transferring the addresses from 1) SAE EM to NMS, 2) NMS to LTE EM. Details FFS:
d) Define when data can be transferred.

e) Define which node (LTE EM, SAE EM or NMS) who takes the initiative.

f) Define the semantics of updating the address structure in the LTE EM.
g) For both the LTE and SAE OAM architecture with or without Itf-P2P, define rules on how to add or remove MMEs from a particular eNodeB. Rules are necessary as, for example, removing a MME from an eNodeB will have big impact on the already established connections between UE and MME. A special case is the reparenting of an eNodeB.

4) While defining the NRM for SAE, make sure that the NRM contains elements that support automatic configuration of the S1 connection between eNodeBs and their corresponding MMEs. Especially, the object representing an MME should include an attribute that contains the identity of its S1 interface.

5) The Itf-N is reused for the communication between the NMS and the DM managing SAE.

6) While defining the NRM for LTE, make sure that the NRM contains elements necessary to support automatic configuration of the S1 connection between eNodeBs and their corresponding MMEs. 

7) Reuse Itf-N for the communication between the NMS and the DM managing LTE.
5.2.5.3
Trace in LTE/SAE
To minimise the specifcation work for the trace functionality of LTE/SAE:

1) 
Reuse Subscriber and Equipment Trace for LTE and SAE (32.421 [2], 32.422 [3] and 32.423 [4]).


The following general updates are required:



- lists of systems need to be completed with LTE and SAE, where applicable.



- lists of network elements need to be completed with network elements in LTE and SAE, where applicable.



- lists of interfaces need to be completed with interfaces in LTE and SAE, where applicable.


2) 
Reuse Trace IRP for LTE and SAE (32.441 [5], 32.442 [6] and 32.443 [7]).

The following general updates are required:



- lists of systems need to be completed with LTE and SAE, where applicable.



- lists of network elements need to be completed with network elements in LTE and SAE, where applicable.



- lists of interfaces need to be completed with interfaces in LTE and SAE, where applicable. 


3) Do trace parameter propagation over X2 interface (in 32.421 [2] and 32.422 [3]) at handover. At handover between AGW pools (where there is no X2 interface), use the same route as the actual handover signalling for trace parameter propagation.


To find faults in the air interface signalling, it would be beneficial to include trace of the air interface as well.

4) 
Extend trace to also include air interface (RRC) signalling (in 32.421 [2] and 32.422 [3]).

The trace should start as early as possible. It should be started earlier than it is started for UMTS.

5) Include the information in CN INVOKE TRACE (adapted for LTE/SAE) in the "call set up message” from SAE to LTE and within SAE. 

It should be possible to initiate the trace in one DM and forward the initiation over the Itf-P2P (in order to facilitate Signalling Based Activation from a radio network DM).
It shall be possible to initiate the trace in the Network Manager.

6) Allow also forwarding of trace initiation over the Itf-P2P between DMs for the LTE and SAE OAM architecture with Itf-P2P.

All trace log data from different nodes and/or DMs/EMs should be possible to collect and analyse at a selected location.


7) Include IP address for trace log data to be sent to in the trace initiation.
It should be possible to provide node internal vendor specific data to be recorded.


8) Extend the Trace Depth parameter from 3 to 6 values and add a new File Content Item in TS 32.423 which should be Vendor specific data (which should always be written to the end of the file to enable easy discard of this information by a user who is not able to decode it).

The Trace Depth values would now be:

	Trace Depth
	Meaning

	Minimum
	Recording of some IEs in the signalling messages plus any vendor specific extensions to this definition, in decoded format. 

	Medium
	Recording of some IEs in the signalling messages together with the radio measurement IEs plus any vendor specific extensions to this definition, in decoded format. 

	Maximum
	Recording entire signalling messages plus any vendor specific extensions to this definition, in encoded format. 

	Minimum + Vendor specific data
	Recording of some IEs in the signalling messages plus any vendor specific extensions to this definition, in decoded format + Vendor specific data. 

	Medium+ Vendor specific data
	Recording of some IEs in the signalling messages together with the radio measurement IEs plus any vendor specific extensions to this definition, in decoded format + Vendor specific data. 

	Maximum+ Vendor specific data
	Recording entire signalling messages plus any vendor specific extensions to this definition, in encoded format + Vendor specific data. 


The proposal would be to change this from the 3 values (2 bits) to 8 values (3 bits) leaving the last 2 values spare.







































































































































