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1
Decision/action requested

To agree on manual support for Automatic Neighbour Relation Lists.
2
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3
Rationale

During SA5 #53, contribution [2] was presented and its contents noted for further discussion.

Contribution [2] proposed an automatic handling of Automatic Neighbour Relation Lists (ANRL) in LTE. The objective of this contribution is to augment [2] by arguing for manual support for those functions, and to add requirements for the manual support. The manual support consists of Blacklists and Whitelists. Blacklists prohibit cell relations, while Whitelists force cell relations.

4
Detailed proposal

The following requirements should be added to [1]:

4.1
Justification

4.1.1
Blacklists

The ANRL function is implemented in the cells served by an eNodeB. The ANRL function for a cell will automatically add neighbour cells discovered by its connected UEs. A basic assumption with ANRL is that all neighbour relations needed by a cell can be found using that algorithm.

It is envisioned that an operator will need to prohibit certain cell relations.  This could be called “Blacklisting”. The concept of Blacklists has been agreed in RAN2. See [3], section 10.1.1.2.

The reason for supporting Blacklists is that there will be occasions when a cell is not suitable as a neighbour, even if the radio conditions indicate it is within range of a UE. For example, a distant cell may have a very good propagation path in a very limited area around a UE, but will be completely unacceptable as soon as the UE moves even just a small distance.

It is envisioned that blacklisting a cell relation is done in a planning tool. The planning tool communicates that information to a NMS, which forwards the information via Itf-N to the LTE Domain Manager (DM). 

4.1.2
Whitelists

The ANRL function is implemented in the cells served by an eNodeB. The ANRL function for a cell will automatically add neighbour cells discovered by its connected UEs. A basic assumption with ANRL is that all neighbour relations needed by a cell can be found using that algorithm.
However, it is envisioned that an operator at times want to add neighbour relations manually. This could be called “whitelisting”.

Reasons why Whitelists are needed include:

· At initial roll-out, where few UEs are available, the operator may want to populate the neigbour relation lists manually, in order to have neighbour relations already from day 1.

· When adding a cell to an existing network, the operator may want to add or modify the neighbour relation lists manually.
· An operator might not want to use the Automatic Neighbour Relation List algorithm.

It is envisioned that whitelisting cell relations is done in a planning tool. The planning tool communicates that information to a NMS, which forwards the information via Itf-N to the LTE Domain Manager (DM). 

4.2
Requirement Statements

4.2.1
Blacklists
1. A Blacklist function shall be added to LTE.

2. The Blacklist function is configured via the Itf-N interface from the NMS to the EM. 
4.2.2
Whitelists

1. A Whitelist function shall be added to LTE

2. The Whitelist function is configured via the Itf-N interface from the NMS to the EM. 

