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1
Decision/action requested

Decide about adding a new rule for advanced alarming.
2
References

(Reference - in list form - should be made to previous SA5/3GPP/etc. documents.)

S5-050232 Rel-7 WID AdvancedAlarming [SA5#42]

S5-066014 Report about WT53 session (AdvancedAlarming) [SA5#45] 
S5-066046r1 Draft requirements for Advanced Alarming on Itf-N, Version 0.0.4 [SA5#45]

S5-066047r1 Draft Information Service for Advanced Alarming on Itf-N, Version 0.0.3 [SA5#45]
S5-066214 ReportWT53@SA5#46 (advancedAlarming)
S5-071053 TS32.122 Version 0.1.0 Information Service for Advanced Alarming on Itf-N,
3
Rationale

(with bullet points, the reasons for the proposed action. 
The objectives of the proposal should be clearly stated. 
Rejected alternative solutions should be mentioned if this aids understanding).

As mentioned in the WID AdvancedAlarming, it is possible that one error results in several alarm notifications and/or additional notifications indicating state or attribute value changes. There are correlations between these alarm notifications. Generally, only some of them are considered significant(called PrimaryAlarm), and the others are considered insignificant(called SecondaryAlarm). To reduce the burden of Itf-N, it is necessary to define an advanced alarm rule to filter the insignificant notifications from these correlative alarm notifications.
4
Detailed proposal

5.3.1.1.x
Definition of PrimaryAlarmRule
This Rule allows an IRPManager to define that an alarm is considered not significant and should therefore not be reported by the IRPAgent, if the alarm is categorized as a secondaryAlarm. 
Before an alarm is sent to IRPManager, the IRPAgent checks whether the alarm matches one of the alarmPatterns of the Rule. 
If a new alarm matches the alarmPattern of primaryAlarm, it then will be regarded as a primaryAlarm. 
If the alarm matches one of the alarmPatterns of secondaryAlarm and the primaryAlarm of the Rule has already been raised, then the new alarm will be regarded as a secondaryAlarm and considered as insignificant and should not be sent by the IRP agent.
After a primaryAlarm has been cleared, the secondaryAlarm(s) will be sent by IRPAgent after a delay time, if it is not yet cleared.
For a secondaryAlarm, no notifyClearAlarm shall be sent. NotifyClearAlarms for alarms which were reported to the IRPManager before the activation of the Rule shall not be suppressed.
6.2.y
Operation activatePrimaryAlarmRule (O)

6.2.y.1
Definition
This operation allows an IRPManager to activate a primaryAlarmRule (see §5.3.1.1.x). 

6.2.y.2
Input parameters

	Parameter Name
	Qualifier
	Information type
	Comment

	managerReference
	M, F
	See 32.302
	See 32.302

	primaryAlarm
	M
	AlarmPattern
	See note *)

	secondaryAlarms
	M
	LIST OF AlarmPattern
	Minimum list length: 1

	alarmClearDelay
	O
	Integer
	Unit: minutes. If present, after the clearing of primaryAlarm, the still existing secondaryAlarms will not be sent to the IRP manager immediately, they will be sent after the delay time, if they are not cleared until then. If not present, no delay.

	Filter
	M
	N/A
	Carries a filter constraint. It can e.g. comprise objectClass, objectInstance, alarmType, probableCause, perceivedSeverity, specificProblems.


Note*):

The AlarmPattern consists of a list of matchConditions and an assembleType. The assembleType can be AND or OR. 

One matchCondition represents a logical expression. It is composed of attributeName, operator and expectantValue. 
· The attributeName, the left value of the expression, is one attribute of the AlarmInformation. 
· The expectantValue, the right value of the expression, is a valid value of the corresponding datatype of the attributeName. 
If the matchCondition is a matchCondition of an AlarmPattern of a secondaryAlarm, the expectantValue can be a formula using the value of the same attribute (attributeName) of the correlated primaryAlarm. This value is represented by “@”. 
· The operator of the expression can be any valid logical operator (=, <>, >, >=, <, <=). 

Examples for alarmPatterns:

primaryAlarm=

[
   [
      [alarmRaisedTime, >=, 2006-04-21 15:30:00], 


-- matchCondition #1

      [alarmRaisedTime, <=, 2006-12-31 23:59:59], 


-- matchCondition #2

      [probableCause, =, Congestion]                                                    -- matchCondition #3
   ], AND                                                                                              -- assembleType
]

secondaryAlarms=

{

   [
      [
         [alarmRaisedTime, <=, @+00:30:00], 
         [probableCause, =, Call Setup Failure]
      ], 
      AND
   ]
}

In this example the following rule would be valid from 2006-04-21 15:30:00 until 2006-12-31 23:59:59: 

All CallSetUpFailure alarms raised within the first 30 minutes after a Congestion alarm would not be reported (it’s an example only!).
6.2.y.3
Output parameters

	Parameter Name
	Qualifier
	Matching Information
	Comment

	advancedAlarmingRuleIdentifier
	M
	N/A
	See §5.5.1

	status
	M
	ENUM (Success, NoSuchObjectInstance Failure)
	


6.2.y.4
Pre-condition
None

6.2.y.5
Post-condition
primaryAlarmRuleIsApplied
	Assertion Name
	Definition

	primaryAlarmRuleIsApplied
	If filter condition is fulfilled: No alarm notifications of the scoped instances are sent if an alike alarm is a secondaryAlarm


6.2.y.6
Exceptions

	Name
	Properties

	operation_failed
	Condition: the pre-condition is false or the post-condition is false.

Returned Information: The output parameter status.

Exit state: Entry state.


