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1
Decision/action requested

This document is intended for discussion to ensure that the charging for SAE study is as comprehensive as possible. 
2
References

None
3
Rationale

This is to assist in determining the areas to be covered in a study of the affect of SAE on charging. 
4
Detailed proposal
Introduction

This document is a discussion of the changes required to charging as a result of the SAE (and where applicable LTE) architectural models.

SAE study is in 23.882. LTE stage 2 is documented in 23.401 and SAE in 23.402

The architectural model used by SAE is shown in this diagram:


[image: image1]
SAE is an amalgamation of PS-domain, WLAN-domain, LTE and new accesses into an evolved packet core. 

There is no intention in SAE to change the basic charging elements – 

· Offline – CTF ( CDF ( CGF ( Billing Domain

· Online – CTF (( OCS   

· Event-based charging

· Session-based charging

· Bearer charging

· Subsystem charging

· Service charging

· Charging Correlation

The charging implications fall into several categories.

· Replacement of PS-domain and WLAN-domain subsystems.

· There are changes of distribution of sub-functions within functional blocks. These need to be assessed to see where the existing charging functions will end up.

· There are new access types.

· The elements able to perform bearer-level charging and their locations have changed. 

· There are new roaming mechanisms.

· Local bearer breakout

Charging nodes in SAE domain

To assess which nodes need to generate charging information, a list of those nodes that generate charging information in PS and WLAN domains was created, and the location of their functions within the new architecture considered

PS-domain & WLAN charging nodes

PS domain

· SGSN

· GGSN

· PCEF (within GGSN) for flow based-charging

WLAN domain

· PDG

· PCEF (within PDG) for flow based-charging

· 3GPP AAA proxy & server for direct IP access

SAE nodes

SGSN

In the evolved packet core, the SGSN remains for legacy GPRS access, so this should remain a charging node for non-LTE-capable UEs. 
MME

This performs a similar role to the SGSN on the signaling plane; however it is not on the bearer path. This means that it would be unable to provide data volume information, so its role as a charging information generating node is questionable.
Serving SAE Gateway
This is the equivalent of the SGSN, so it would be expected to provide charging information similar to that provided by the SGSN including data volume information. 
PDN SAE Gateway
This is the equivalent of the GGSN, so it could be expected to provide charging information similar to that provided by the GGSN. This would include flow-based charging.
ePDG

While this is similar to the PDG, as all its traffic flows through the SAE GWs, it is unlikely to be required to do flow-based charging. However, for legacy reasons, its existing charging will need to remain for non-LTE-capable UEs.
3GPP AAA (Proxy and Server)

These are unchanged in SAE so there should be no charging changes.
Charging for new SAE access types

SAE introduces the following new access types:

· LTE

· Trusted non-3GPP IP access

· UE access over trusted/untrusted 3GPP or non-3GPP accesses 

Flow-based Charging in SAE

Prior to SAE, flow-based charging is performed by the PCEF (in GGSN or PDG) as part of PCC.

Using the analogy of the PDN SAE Gateway’s equivalence to the GGSN, the place for flow-based charging to occur would seem to be the PDN SAE GW.

The Serving SAE Gateway also has an interface to the PCRF so it’s possible that flow-based charging could be performed there, however the need for FBC at the Serving SAE needs assessing. If FBC is not needed at the Serving SAE Gateway, then PCC needs some modification as not all PCEFs would need to have both PEP and TPF functionality and possibly a PEP-only PCEF needs to be defined for the Serving SAE Gateway. 
Charging for mobility and roaming in SAE
SAE introduces additional anchor points for mobility. 

· The Serving SAE gateway includes the function of a local non-3GPP anchor.

· The PDN SAE Gateway includes the function of the user plane anchor for mobility between 3GPP access and non-3GPP access.

Correlation mechanisms between the charging data generated by the SAE gateways and by the PDN gateway will be required.

It also introduces new roaming mechanisms. In addition to GTP, both CMIP and PMIP as defined by the IETF are supported mechanisms.

The impact of these on charging needs to be assessed; however some changes are to be expected.

Bearer traffic local breakout charging implications

Local breakout of bearer traffic (at a PDN SAE Gateway in the visited network) has major charging implications. All bearer charging will need to take place in the visited network. This implies that:

· For off-line charging there either needs to be an inter-network interface to the CGF (or CDF?) in the home network, or to the home billing domain (from visited CGF or from visited billing domain). [Inter-billing domain interface would be outside the scope of 3GPP.]

· For on-line charging there is an need for either an inter-network interface to the home OCS, or an inter-network interface between OCSs. 
Other areas to consider

Charging for Lawful Intercept?

NAT traversal and gateway functionality.

Content control

Multicasting 
Changes to charging standards

Changes will be required in the charging architecture and principles to cover top tier changes for the SAE.

A new TS will be required to document the charging procedures for the evolved packet core. For discussion is whether the existing TSs for PS-domain and WLAN-domain charging should be superseded by this. 

Generally, all remaining documents will need to have modifications to add SAE elements wherever PS/WLAN elements are mentioned.
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