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1
Background

In SA5 #50, a new kind of alarm categorisation capability was discussed and agreed.  This new capability allows an Advanced Alarm IRPAgent to partition its alarms into groups such that members of one group may share something in common e.g. all member alarms may be caused by the same network problem.  
Section 3 is the proposed operation that satisfies such categorization capability.

2
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3
Changes to draft IS
The proposed operation is mandatory and is defined under an optional interface, as shown in the following quotation.
“
6.x
AlarmIRPOperation_x Interface (O)

6.x.1
getAlarmList_xyz (M)

6.x.1.1
Definition

The IRPManager requests the IRPAgent to return the AlarmInformation in AlarmList in groups.  The input parameters iOCList, dNList and relation define the memberships (of the various groups). 

The IRPAgent assigns a tag value to each AlarmInformation so that AlarmInformation belonging to the same group will have an identical tag value.  The AlarmInformation and their associated tag values are returned.
The tag values themselves have no meaning beyond the fact that AlarmInformation having identical tag values are members of the same group.  The life cycle of tag values is on per operation basis.  For example, when IRPAgent uses tag value-x to identify a certain group in this invocation, this same or other IRPAgent may use tag value-x to identify the same or different group in another invocation.  There is a standard defined tag value for AlarmInformation that do not belong to group(s) whose membership is defined by the input parameters.  We call this group, the ‘residual’ group.
The parameter relation,iOCList and dNList are used to defined membership in the following way.

· The relation == ‘containment’:  The iOCList or dNList identifies multiple subtrees.  AlarmInformation of instances of one subtree belong to the one group.  Suppose dNList has MscFunction-A and HlrFunction-6.  All AlarmInformation of MscFunction-A and of its contained instances belong to one group.  AlarmInformation of HlrFunction-6 and of its contained instances belong to another group.  Other AlarmInformation belong to the ‘residiual’ group.

· The relation == ‘peer’:  The iOCList or dNList identifies multiple instances.  AlarmInformation of one identified instance and AlarmInformation of another linked (via Link) instance belong to the same group.  AlarmInformation not identified in this way belong to the ‘residual’ group.
· The relation == “containment + peer”: The iOCList or dNList identifies multiple subtrees.  AlarmInformation of instances of one subtree belong to the one group.  In addition, AlarmInformation of instance linked (via Link) to an instance of this subtree also belong to the same group.  AlarmInformation not identified in this way belong to the ‘residual’ group.
6.x.1.3       Input Parameters

	Name
	Qualifier
	Information Type
	Comment

	iOCList
	CM, note 1
	It carries a list of IOC names.
	It carries information that that defines membership of a group of AlarmInformation.  See more information in the bullet list of Definition.

	dNList
	CM, note 2
	It carries a list of DNs.
	It carries information that that defines membership of a group of AlarmInformation.  See more information in the bullet list of Definition.

	relation
	M
	ENUM of {containment, peer, containment and peer, venderDefinedRelation-1, venderDefinedRelation-2, vendorDefinedRelation-x …}
	It carries information that that defines membership of a group of AlarmInformation.  See more information in the bullet list of Definition.


Note 1: The constraint for this CM is “dNlist is absent”.
Note 2: The constraint for this CM is “iOCList is absent”.
6.x.1.3       Output Parameters

	Name
	Qualifier
	Matching Information
	Comment

	taggedAlarmInformationList
	M

For the Qualifier of the parameters in each list entry see the 2nd table of 6.3.2.3 of ref [1].
	List of tagged AlarmInformation.
	--

	Status
	M
	ENUM (OperationSucceeded, OperationFailed)
	If allAlarmInformationReturned is true, status = OperationSucceeded.

If operation_failed is true, status = OperationFailed.


6.X.1.4
Pre-condition
There is no pre-condition.
6.3.2.5
Post-condition

taggedAlarmInformationReturned.
	Assertion Name
	Definition

	taggedAlarmInformationReturned
	All AlarmInformation in the AlarmList at the moment of this operation invocation are tagged based on input parameters and returned.

All AlarmInformation in AlarmList remains unchanged and not tagged, as the result of this operation. 


6.3.2.6
Exceptions

	Assertion Name
	Definition

	operation_failed
	Condition: At least one input parameter is invalid or the pre-condition is false or the post-condition is not true.
Returned Information: The output parameter status.
Exit state: Entry state.


“
