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1
Background

In SA5 #50, a new kind of alarm categorisation capability (alarm partitioning) was discussed and agreed.  This new capability allows an Advanced Alarm IRPAgent to partition its alarms into groups such that members of one group may share something in common e.g. all member alarms may be caused by the same network problem.  
This characteristics and use cases of alarm partitioning are distinct from that for alarm filtering.  

One distinct characteristic of the former is that the number of alarms after alarm partitioning is not reduced.  In the latter case, the number of alarms after alarm filtering can be reduced.
Another distinct characteristic of the former is that it should only be applied to non‑real time alarms, i.e. in the Alarm IRPAgent AlarmList or in the Notification Log IRPAgent Log.  This viewpoint is formed because of use cases known.  If and when other use case(s) are discovered, the group would proceed to study if the complexity (i.e. standardization work and implementation costs) of using such capability on real-time alarms can be justified.
In the latter case (categorization for alarms filtering), the capability can be equally applied to non-real time and real time alarms (as per current agreement.)

The SA5 #50 meeting revised [1] to [2] to capture, among other agreements, the so-called categorization requirement.  This document makes further clarification to such requirement.  It adds Requirement level use cases.
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Changes to draft 
4
Detailed proposal
A single network fault may generate a large number of alarms over space and time.  In a large and complex network, simulataneous network faults may occur, causing the the network operator to be flooded with high volume of alarms.  The high volume of alarms, typically the one received by an IRPManager via the getAlarmList of Alarm IRP specification, greatly inhibits the operator ability to quickly identify and locate the responsible network faults.

In order to overcome the disadvantages, it is considered advantageous to have methods correlating network alarms as insignificant or significant.  The word ‘insignficant’ does not imply “low priority”.  The word in our context here should mean “the resolution of the insignificant alarms depends on the resolution of the significant ones”.  
IRPAgent may not report alarms categorized as insignificant.

IRPAgent should report all significant alarms.  IRPAgent may also partition the significant alarms into sets in such a way that each set of alarms is probably caused by the same network fault.

Reporting only significant alarms (and not reporting insignificant alarms) would reduce network operator’s time to locate network faults so that more time can be spent fixing them.

By assigning network operators to locate network faults based on alarms in alarm sets, rather than based on alarm severity, alarm type or reporting location would reduce duplication of network operator effort (e.g. two network operators work on two different alarms and their resolutions lead to the same network faults.)  
1. Requirements for Advanced Alarming on Itf-N
1.1. The IRPManager shoud be able to request the IRPAgent to a) categorize alarms as insignificant or significant and b) to act based on these categories, e.g. to discard if insignificant. The IRPManager shall be enabled to revoke such requests from the IRPAgent.

1.2. The standard should define a small number of alarm categorization rules.  The standard should also allow vendor to define their own alarm categorization rules.
1.3. The choice of alarm categorization rule(s) may depend on the type of alarm, the environment, the time of day, the type of network element, the alarm severity, the location and many more. No restriction is imposed in this regard.

1.4. The IRPManager should be able to request the IRPAgent for the list of supported categorization rules (i.e. standard defined and vendor defined).
1.5. 
1.6. The IRP manager should be able to request the IRPAgent to apply the categorization rule(s) and to remove the insignificant alarms of the following situations:
+ alarm notifications to be sent to this IRPManager 
+ advanced alarming requests by this IRPManager to read the alarm list 
+ advanced alarming requests by this IRPManager to retrieve data from the alarm log 
+ advanced alarming requests by this IRPManager to export log records into a log file
Such requests only affect the requesting IRPManager. 
1.7. The standard should define a small number of alarm partitioning rules.  The standard should also allow vendor to define their own alarm partition rules.
1.8. The IRManager should be able to request the IRPAgent to apply the alarm partitioning rules to alarms of the following situations: 
+ advanced alarming requests by this IRPManager to read the alarm list.
Such requests only affect the requesting IRPManager. 

The sequence how the categorization rules are to be applied is system specific and out of scope of Itf-N.
The IRPManager shall be able to request from the IRPAgent a list of the defined advanced alarming rules and the advanced alarming rules which are currently applied for this IRP Manager.

