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1
Decision/action requested

Agree that characterisation of the testing environment is necessary.
2
References

3
Rationale

Operators will use the ITF-N performance criteria for vendor comparison purposes.

Without some consideration to that environment in which the tests are conducted it may not possible to make any worthwhile comparisons between similar equipment from different vendors.
4
Detailed proposal

The diagram below illustrates the typical architecture of an NML to EML to NE architectural set up.
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Figure 1 :- Test Environment

The following considerations need to be factored into any test criteria.

It may be obvious to authors of the current draft, however attention needs to be drawn to these impacts for readers unfamiliar readers.

These impacts are indetified by the the following points (note that there may be additional points which require adding):-

a) The NML to EML communications infrastructure, is it used solely for the NML-EML systems under test.
It is possible for this to be used for other purposes, e.g. LANs for additional operator terminals.
Possibly other OSSs and management systems sharing the communications infrastructure.
The impacts on the communications network may vary from time to time, depending upon the activities e.g.

· Re synchronization

· Data upload

· Data downloads

· Rate of alarms being reported.

· Operator activities.

b) The Communciations infrastructure may be supported by Bridges/routers, some of these may be provided with inbuilt security mechanisms, such as IPSEC, fire-walls, discriminating routers which perform functions based on particular addresses.
All of these have an impact on communciations performance throughput, i.e. different communications infrastructures will cause result differences.
 Hence the architecture of the communications infrastructure needs to be noted and its performance characterised.

c) The performacne of the communications infrastructure, at the time of and for the duration of the tests is also of concern.
Measurements would be invalid if there are a high number of rejected or re attempted PDUs. These errors can be encountered when for example a termination impedence on an ethernet cable is missing or incorrect. The effects may not be noticed when small number of data exchanges occurs with of small message length.
The actual "noral" loading of the network is also important as should the utilization of the communcations system, (which uses any form of CSM/CD (Carrier Sense Multiple Access/Collision Detect) mechanism) will experience an almost exponential delivery propagation time when the network load crosses more than 60% utilization. The effects are compounded when a loaded network, starts to experiences errors, which causes the re transmission of protocol data unites. This can cause the network to enter a point of instability.
d) The communications networks may also span long distances using optical or microwave links. The characteristics of these networks should also be considered, particularly if any aspect is supported by leased lines from 3rd parties.
Recommendation

We discuss a way to characterise the test environment, by documenting the environment in which the tests are conducted.

We should also consider how the results of this characterization could be used to allow a good comparison between different systems to be made in an objective way.



















