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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging Architecture and Principles".

[2]-[49]
Void.

[50]
3GPP TR 21.905: “Vocabulary for 3GPP Specifications”

[51]-[199]
Void.

[200]
3GPP TS 23.207: "End to end quality of service concept and architecture".

[201]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[202]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP; Stage 3."

[203]
3GPP TS 29.207: "Policy control over Go interface".

[204]
3GPP TS 29.229: "Cx and Dx Interfaces based on the Diameter protocol; Protocol Details".

[205]
3GPP TS 29.210: "Charging rule provisioning over Gx interface".
[206]
3GPP TS 29.230: "3GPP specific codes and identifiers".

[207]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[208]
3GPP TS 23.140: " Multimedia Messaging Service (MMS); Functional description; Stage 2".

[209]
OMA "Multimedia Messaging Service; Encapsulation Protocol".
[210]
OMNA WSP Content Type Codes database. 
http://www.openmobilealliance.org/tech/omna/omna-wsp-content-type.htm
[211]
OMA-CP-POC: "OMA PoC Control Plane".

 [212]-[400]
Void.
[401]
IETF RFC 3588: "Diameter Base Protocol".

[402]
IETF RFC 4006: "Diameter Credit Control Application" 

[403]
Void. 

[404]
IETF RFC 3455 , "Private Extensions to the Session Initiation Protocol (SIP) for the 3rd Generation Partnership Projects (3GPP)".

[405]
IETF RFC 3261: "SIP: Session Initiation Protocol".

[406]
IETF Internet-Draft, "SDP: Session Description Protocol".
http://www.ietf.org/internet-drafts/draft-ietf-mmusic-sdp-new-24.txt
NOTE:
The above reference will need to be updated to reference the assigned RFC number, once the draft achieves RFC status within the IETF.

End of Change in Clause 2
Change in Clause 6.1
6.1
Basic Principles for Diameter Offline Charging

In order to support the offline charging principles described in the present document, the Diameter client and server must implement at least the following Diameter options listed in RFC 3588 [401], i.e. the basic functionality of Diameter accounting, as defined by the Diameter Base Protocol (RFC 3588 [401]) is re-used..


The charging architecture implementing Diameter adheres to the structure where all communications for offline charging purposes between the CTF and the CDF are carried out on the Diameter Rf reference point, where the CTF  (Diameter client) reports charging information to the CDF (Diameter server). The CDF uses this information to construct and format CDRs. The above-mentioned reference points are defined in 3GPP TS 32.240 [1].

A configurable timer is supported in the CDF to supervise the reception of the ACR [Interim] and/or ACR [Stop]. An instance of the "Timer" is started at the beginning of the accounting session, reset on the receipt of an ACR [Interim] and stopped at the reception of the ACR [Stop]. Upon expiration of the timer, the CDF stops the accounting session with the appropriate error indication.

For offline charging, the client (CTF) implements the accounting state machine described in RFC 3588 [401]. The server (CDF) implements the accounting state machine "SERVER, STATELESS ACCOUNTING" as specified in RFC 3588 [401], i.e. there is no order in which the server expects to receive the accounting information.

The offline charging functionality is based on the network elements reporting accounting information upon reception of various messages which trigger charging generation, as most of the accounting relevant information is contained in these messages. This reporting is achieved by sending Diameter Accounting Requests (ACR) [start, interim, stop and event] from the network elements to the CDF.

Following the Diameter base protocol specification, the following "types" of accounting data may be sent with regard to offline charging:

· START session accounting data.

· INTERIM session accounting data.

· STOP session accounting data.

· EVENT accounting data.

Two cases are currently distinguished for offline charging purposes:

· Event based charging; and

· Session based charging.

ACR types START, INTERIM and STOP are used for accounting data related to successful sessions. In contrast, EVENT accounting data is unrelated to sessions, and is used e.g. for a simple registration or interrogation and successful service event triggered by a network element. In addition, EVENT accounting data is also used for unsuccessful session establishment attempts.

The flows and scenarios for the above two described cases are further detailed below.

End of Change in Clause 6.1
Change in Clause 6.3.2.1

6.3.2.1
Basic Principles

For online charging the Diameter Credit Control Application (DCCA) defined in IETF RFC 4006 [402] is used with additional AVPs defined in the present document.

Three cases for control of user credit for online charging are distinguished:

· Immediate Event Charging IEC; and

· event charging with unit reservation (ECUR).

· Session Charging with Unit Reservation (SCUR)

In the case of Immediate Event Charging (IEC),the credit control process for events is controlled by the corresponding CC-Requested-Type EVENT_REQUEST that is sent with Credit-Control-Request (CCR) for a given credit control event.

In the case of Event Charging with Unit Reservation (ECUR) the CC-Request-Type INITIAL / TERMINATION_REQUEST are used for charging for a given credit control event, however, where a reservation is made prior to service delivery and committed on execution of a successful delivery.

Session Charging with Unit Reservation is used for credit control of sessions and uses the CC-Request-Type INITIAL / UPDATE and TERMINATION_REQUEST.

The network element may apply IEC, where CCR event messages are generated, or ECUR, using CCR Initial, Termination and Update. The decision whether to apply IEC or ECUR is based on the service and/or operator's policy.

NOTE:
To the extent possible alignment with IETF RFC 4006 [402] is planned. 
Editor’s note: Incorporate the framework from 32.200 for ECUR and IEC to this document.

Editor’s note: Include 3 scenarios. Distinguish between Event & Session.

Editor’s note: Use of CCR Update in ECUR is ffs.

End of Change in Clause 6.3.2.1

Change in Clause 6.3.8

6.3.8
Support of Re-authorisation

Mid Diameter CC session re-authorisations of multiple active resource quotas within a DCC session can be achieved using a single Diameter Credit Control Request/Answer message sequence.

The OCS may also re-authorise multiple active resource quotas within a DCC session by using a single Diameter Re-Auth-Request/Answer message sequence. 

New quota allocations received by the Network Element override any remaining held quota resources after accounting for any resource usage while the re-authorisation was in progress.

End of Change in Clause 6.3.8

Change in Clause 7.2.19

7.2.19
Cause-Code AVP

The Cause-Code AVP (AVP code 861) is of type Enumerated and includes the cause code value from IMS node. It is used in Accounting-request[stop] and/or Accounting-request[event] messages. It is also used in the Credit-Control-request [Final] message.
Within the cause codes, values ( 0 are reserved for successful causes while values ( 1 are used for failure causes. In case of errors where the session has been terminated as a result of a specific known SIP error code, then the SIP error code is also used as the cause code. 

Successful cause code values.

"Normal end of session"








0

The cause "Normal end of session" is used in Accounting-request[stop] message to indicate that an ongoing SIP session has been normally released either by the user or by the network (SIP BYE message initiated by the user or initiated by the network has been received by the IMS node after the reception of the SIP ACK message).  

"Successful transaction"








-1

The cause "Successful transaction" is used in Accounting-request[event] message to indicate a successful SIP transaction (e.g. REGISTER, MESSAGE, NOTIFY, SUBSCRIBE). It may also be used by an Application Server to indicate successful service event execution.

"End of SUBSCRIBE dialog"






-2

The cause "End of SUBSCRIBE dialog" is used to indicate the closure of a SIP SUBSCRIBE dialog . For instance a successful SIP SUBSCRIBE transaction terminating the dialog has been detected by the IMS node (i.e. SUBSCRIBE with expire time set to 0).

"2xx Final Response"








-2xx

The cause-code "2xx Final Response"(except 200) is used when the SIP transaction is terminated due to an IMS node receiving/initiating a 2xx Final response [405].

"3xx Redirection"









-3xx

The cause "3xx Redirection" is used when the SIP transaction is terminated due to an IMS node receiving/initiating a 3xx response [405].

"End of REGISTER dialog"







-3

The cause "End of REGISTER dialog" is used to indicate the closure of a SIP REGISTER dialog. For instance a successful SIP REGISTER transaction terminating the dialog has been detected by the IMS node (i.e. REGISTER with expire time set to 0).

Failure cause code values.

"Unspecified error"









1

The cause "Unspecified error" is used when the SIP transaction is terminated due to an unknown error. 

" 4xx Request failure"








4xx

The cause "4xx Request failure" is used when the SIP transaction is terminated due to an IMS node receiving/initiating a 4xx error response [405].

"5xx Server failure"









5xx

The cause "5xx Server failure" is used when the SIP transaction is terminated due to an IMS node receiving/initiating a 5xx error response [405].

"6xx Global failure"









6xx

The cause "6xx Global failure" is used when the SIP transaction is terminated due to an IMS node receiving/initiating a 6xx error response [405].

"Unsuccessful session setup"






2

The cause "Unsuccessful session setup" is used in the Accounting-request[stop] when the SIP session has not been successfully established (i.e. Timer H expires and SIP ACK is not received or SIP BYE is received after reception of the 200OK final response and SIP ACK is not received) [202] [405].

"Internal error"










3

The cause "Internal error" is used when the SIP transaction is terminated due to an IMS node internal error (e.g. error in processing a request/response).

End of Change in Clause 7.2.19

Change in Clause 7.2.26

7.2.26
Content-Type AVP

The Content-Type AVP (AVP code 826) is of type UTF8String and holds the media type (e.g. application/sdp, text/html) of the message-body, as described in [406].
7.2.26A
Deferred_Location-Event-Type AVP

The Deferred-Location-Even-Type AVP (AVP code xxx) is of type UTF8String and holds information related to a deferred location request

End of Change in Clause 7.2.26

Change in Clause 7.2.39

7.2.39
Inter-Operator-Identifier AVP

The Inter-Operator-Identifier AVP (AVP code 838) is of type Grouped and holds the identification of the network neighbours (originating and terminating) as exchanged via SIP signalling and described in [404].

It has the following ABNF grammar:


<Inter-Operator-Identifier>:: = < AVP Header: 838 >



[ Originating-IOI ]



[ Terminating-IOI ]

7.2.39A
LCS-APN AVP

The LCS-Client-Name AVP (AVP code xxx) is of type UTF8String and contains the APN of the LCS Client
7.2.39B
LCS-Client-ID AVP

The LCS-Client-Id AVP (AVP code xxx) is of type Grouped and holds information related to the identity of an LCS client.

It has the following ABNF grammar:


<LCS-Client-ID>:: = < AVP Header: xxx >



[ LCS-Client-Type]



[ LCS-Client-External-ID]


[ LCS-Client-Dialed-By-MS]


[ LCS-Client-Name]



[ LCS-APN]



[ LCS-Requestor-ID]
7.2.39C
LCS-Client-Dialed-By-MS AVP

The LCS-Client-Dialed-By-MS AVP (AVP code xxx) is of type UTF8String and holds the number of the LCS Client dialled by the UE.

7.2.39D
LCS-Client-External-ID AVP

The LCS-Client-External-ID AVP (AVP code xxx) is of type UTF8String and holds the identification of the external LCS Client

7.2.39E
LCS-Client-Name AVP

The LCS-Client-Name AVP (AVP code xxx) is of type Grouped and contains the information related to the name of the LCS Client

It has the following ABNF grammar:


<LCS-Client-Name>:: = < AVP Header: xxx >



[LCS-Data-Coding-Scheme]



[LCS-Name-String]



[LCS-Format-Indicator]
7.2.39F
LCS-Data-Coding-Scheme AVP

The LCS-Data-Coding-Scheme AVP (AVP code xxx) is of type UTF8String and contains the information of the alphabet and the language used.

7.2.39G
LCS-Format-Indicator AVP

The LCS-Format-Indicator AVP (AVP code xxx) is of type Enumerated and contains the format of the LCS Client name

It can be one of the following values:


LOGICAL_NAME
0


EMAIL_ADDRESS

1


MSISDN

2

URL

3


SIP_URL
7.2.39H
LCS-Name-String AVP

The LCS-Name-String AVP (AVP code xxx) is of type UTF8String and contains the LCS Client name

7.2.39I
LCS-Requestor-ID AVP

The LCS-Requestor-Id AVP (AVP code xxx) is of type Grouped and contains information related to the identification of the Requestor.

It has the following ABNF grammar:


<LCS-Requestor-ID>:: = < AVP Header: xxx >



[LCS-Data-Coding-Scheme]



[LCS-Requestor-ID-String]

7.2.39J
LCS-Requestor-ID-String AVP

The LCS-Requestor-Id-String AVP (AVP code xxx) is of type UTF8String and contains the identification of the Requestor and can be e.g. MSISDN or logical name.

7.2.39K
LCS-Client-Type AVP

The LCS-Client-Type AVP (AVP code xxx) is of type UTF8String and contains an estimate of the location of an MS in universal coordinates and the accuracy of the estimate.

It can be one of the following values:


EMERGENCY_SERVICES



0


VALUE_ADDED_SERVICES



1


PLMN_OPERATOR_SERVICES



2

LAWFUL_INTERCEPT_SERVICES

3
End of Change in Clause 7.2.39

Change in Clause 7.2.40

7.2.40
LCS-Information AVP

The LCS-Information AVP (AVP code 878) is of type Grouped. Its purpose is to allow the transmission of additional LCS service specific information elements. 

It has the following ABNF grammar:

LCS-Information :: = 
< AVP Header: 878>



[LCS-Identity]
[Location-Type]

[Location-Estimate]

[Positioning-Data]

[IMSI]

[MSISDN]

7.2.40A
Location-Estimate AVP

The Location-Estimate AVP (AVP code xxx) is of type UTF8String and contains an estimate of the location of an MS in universal coordinates and the accuracy of the estimate.
7.2.40B
Location-Estimate-Type AVP

The Location-Estimate-Type AVP (AVP code xxx) is of type UTF8String and contains 
It can be one of the following values:


CURRENT_LOCATION





0


CURRENT_LAST_KNOWN_LOCATION

1


INITIAL_LOCATION





2

ACTIVATE_DEFERRED_LOCATION


3

CANCEL_DEFERRED_LOCATION



4
7.2.40C
Location-Type AVP

The Location-Type AVP (AVP code xxx) is of type Grouped and indicates the type of location estimate required by the LCS client.

It has the following ABNF grammar:

Location-Type:: = 
< AVP Header: xxx>

[Location-Estimate-Type]
[Deferred-Location-Event-Type]

End of Change in Clause 7.2.40

Change in Clause 7.2.53

7.2.53
MMBox-Storage-Information AVP


The MMBox-Storage-Information AVP (AVP Code xxx) is of type Grouped. It contains information about the MM that is persistently stroed within an MMBox.

It has the following ABNF grammar:

MMBox-Storage-Information :: = 
< AVP Header: xxx>

[MM-State]

[MM-Flag] 

[Store-Status]
[Store-Status-Text]
[Stored-Message-Reference]

7.2.53A
MM-Flag AVP

The MM-Flag AVP (AVP Code xxx) is of type UTF8String and contains the keyword flags of the MM.
7.2.53B
MM-State AVP

The MM-State AVP (AVP code 829) is of type Enumerated and specifies the state of the MM
It can be one of the following values:


DRAFT
0


SENT

1


NEW
2

RETRIEVED

3

FORWARDED

4

End of Change in Clause 7.2.53

Change in Clause 7.2.54

7.2.54
MMS-Information AVP

The MMS-Information AVP (AVP code 877) is of type Grouped. Its purpose is to allow the transmission of additional MMS service specific information elements. 

It has the following ABNF grammar:

MMS-Information :: = 
< AVP Header: 877>

[Originator-Address]

* [Recipient-Address] 

[Submission-Time]

[MM-Content-Type]

[Priority]

[Message-ID]

[Message-Type]

[Message-Size]

[Message-Class]

[Delivery-Report-Requested]

[Read-Reply-Report-Requested]

[MMBox-Storage-Information]

[Applic-ID]

[Reply-Applic-ID]

[Aux-Applic-Info]

[Content-Class]

[DRM-Content]

[Adaptations]

[VASP-ID]

[VAS-ID]

End of Change in Clause 7.2.54

Change in Clause 7.2.68

7.2.68
PoC-Session-Type AVP

The PoC Session Type AVP (AVP code 884) is of type Enumerated and specifies the type of the PoC session.

The identifier can be one of the following, refer Appendix C.5.1 in OMA-CP-POC [211]:
0 1 to 1 PoC session

1 chat PoC group session

2 pre-arranged PoC group session

3 ad-hoc PoC group session

7.2.68A
Positioning Data AVP
The Positioning-Data AVP (AVP code xxx) is of type UTF8String and indicates the usage of each positioning method that was attempted to determine the location estimate either successfully or unsuccessfully
Change in Clause 7.2.68

Change in Clause 7.2.92

7.2.92
Submission-Time AVP

The Submission-Time AVP (AVP code xxx) is of type Time and indicates the time at which the MM was submitted or forwarded as specified in the corresponding MM1 message.

7.2.92A
Store-Status AVP

The Store-Status AVP (AVP Code xxx) is of type Integer32 and contains an appropriate status value of the stored MM.

It can be one of the following values:

STORED








0


ERROR_TRANSIENT_FAILURE



1


ERROR_TRANSIENT_MAIL_BOX FULL

2


ERROR_TRANSIENT8NETWORK_PROBLEM
3


ERROR_PERMANENT_FAILURE



4


ERROR_PERMANENT_PERMISSION_DENIED
5


ERROR8PERMANENT_MESSAGE_FORMAT

6


ERROR_PERMANENT_MESSAGE_NOT_FOUND
7

}

7.2.92B
Store-Status-Text AVP

The Store-Status-Text AVP (AVP Code xxx) is of type UTF8String and contains a more detailed technical description of the store status.

7.2.92C
Stored-Message-Reference AVP

The Stored-Message-Reference AVP (AVP Code xxx) is of type UTF8String and contains a reference of the newly stored MM.
End of Change in Clause 7.2.92

Change in Clause 7.2.102

7.2.102
User-Session-ID AVP

The User-Session-Id AVP (AVP code 830) is of type UTF8String and holds the session identifier. For a SIP session the Session-ID contains the SIP Call ID, as defined in [405].
7.2.102A
VAS-ID AVP

The VAS-Id AVP (AVP code xxx) is of type UTF8String and holds the identification of the MMS originating application
7.2.102B
VASP-ID AVP

The VASP-Id AVP (AVP code xxx) is of type UTF8String and holds the identification of theMMS VASP

End of Change in Clause 7.2.102

End of Document
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	F
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050437
	0024
	--
	Add IMS-Information AVP (Attribute Value Pair) - Align with TS 32.260
	F
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050443
	0025
	--
	Correct Diameter message description - Align with TS 29.230
	F
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050437
	0026
	--
	Correct IOI (Inter Operator Identifier) AVP (Attribute Value Pair) description - Align with TS 32.240
	F
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050437
	0027
	--
	Add missing Credit Control Failure Handling and Failover Support
	F
	6.3.0
	6.4.0

	Sep 2005
	SA_29
	SP-050440
	0028
	--
	Add missing description for MMS AVPs (Attribute Value Pairs)
	F
	6.3.0
	6.4.0

	Dec 2005
	SA_30
	SP-050702
	0029
	--
	Correct the PoC specific information for charging provided by PoC servers
	F
	6.4.0
	6.5.0

	Dec 2005
	SA_30
	SP-050700
	0030
	--
	Correct Debit Units operation parameter - Align with IETF RFC 4006
	F
	6.4.0
	6.5.0

	Dec 2005
	SA_30
	SP-050802
	0031
	--
	Correct Message-Type AVP to reflect trigger point for MM submission
	F
	6.4.0
	6.5.0
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