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1
Decision/action requested

Introduce IPPM mechanism to be reused in UMTS network for IP network performance measurement
2
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3
Rationale

IPPM working Group in IETF is now defining network performance measurement mechanism. Some information on IPPM has been introduced in S5-058588 (CMCC IP Bearer Network Performance Measurement Mechanism Discussion). In this paper, detail information on IPPM is presented and it is recommended that IPPM be reused.
4
the introduction of IPPM
In IPPM, an active measurement mechanism is defined to measure the performance between two network element, such as packet loss number, time delay and delay variation.
The logic model in IPPM is shown in figure 1. There are five functional elements and two protocols, OWAMP-Test and OWAMP-Control. 
· Session-Sender is the sending endpoint of an OWAMP-Test session; 
· Session-Receiver is the receiving endpoint of an OWAMP-Test session; 

· server is an end system, managing one or more OWAMP-Test sessions, and being capable of configuring per-session state in session endpoints and returning the results of a test session;
· Control-Client is an end system that initiates requests for OWAMP-Test sessions, triggers the start of a set of sessions, and may trigger their termination; 

· Fetch-Client is an end system that initiates requests to fetch the results of completed OWAMP-Test sessions.
OWAMP-Control protocol is layered over TCP and is used to initiate and control measurement sessions and to fetch their results.  The OWAMP-Test protocol is layered over UDP and is used to send singleton measurement packets along the Internet path under test.
In OWAMP-Control protocol, there are mainly four messages, Request-Session, Start-Session, Stop-Session and Fetch-Session. The scenario to kick off a measurement test includes the following four steps, as shown in figure 2. 
· The control client sends a Request-Session to the Server (and Session-Sender) with some test configuration parameters.
· After the control client sends a Start-Session to the server (and Session-Sender), the Session-Sender will send out the OWAMP-Test datagrams.
· The control client will issue a Stop-Session message to complete the measurement.
· After the measurement is completed, the fetch-client will send a fetch-session message to the server to get back the measurement result. With the result, the network performance between the session-sender and send-receiver,, including the packet loss number, time delay and delay variation, can be calculated.
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In OWAMP-Control message, some important parameters are listed in the table 1. As for the detail information on IPPM, please refer to reference 1~15.
Table 1.  important parameters in OWAMP-Control message
	message
	parameter
	meaning

	Request-

Session
	Number of Schedule Slots
	Used by the sender to determine when to send test packets

	
	Number of Packets
	the number of active measurement packets to be sent during this OWAMP-Test session

	
	Sender Address and Receiver Address
	the sender and receiver addresses of the end points of the Internet path over which an OWAMP test session is requested

	
	Padding length
	the number of octets to be appended to the normal   OWAMP-Test packet

	
	Start Time
	the time when the session is to be started

	
	Timeout
	an interval of time indicating loss of the test packets after which the receiver don’t receive the test packet.  

	
	Type-P Descriptor
	Specifying whether the DSCP or PHB ID will be used in OWAMP-Test packets

	Stop-

Session
	Number of Sessions
	the number of session description records

	
	SID
	the session identifier (SID) used to indicate which send session is being described

	Fetch-Session
	SID
	the session identifier (SID) used to indicate which send session is being described

	
	Begin Seq
	the sequence number of the first requested packet

	
	End Seq 
	the sequence number of the last requested packet

	
	Next Seqno
	the next sequence number that would have been sent from this send session

	
	Number of Skip Ranges
	the number of holes that actually occurred in the sending process

	
	Number of Records
	the number of packet records that fall within the requested range

	
	packet record
	The record of each packet, including Seq Number, Send Timestamp, Send Error Estimate, Receive Timestamp, Receive Error Estimate, etc.


In UMTS network, the session-sender and session-receiver should be realized in the UMTS network elements, such as MGW, SGSN and GGSN. The server, control-client and fetch-client can be realized in either UMTS network elements or OMC.

5
Conclusion

In the above introduction, it is known that IPPM is designed for IP network performance measure. If IPPM is be realized in UMTS network element and routers in the UMTS bearer network, it is easy to measure the IP network performance between any two network elements among them, which will be great helpful for network management. So in this paper it is recommended to reuse IPPM mechanism in UMTS network elements, such as RNC, SGSN and GGSN.
In 3GPP, the PM IPR mechanism is being used to transfer control messages. If IPPM is introduced, the PM IPR can be used to transfer parameters in OWAMP-Control between NMS and OMC.
Trace mechanism is not as good as IPPM for IP network performance measurement, since it is used to record the session signallings. So the trace mechanism is not considered to be used in the proposed IP network performance measurement.[image: image3.png]
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