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1
Decision/action requested

Enhancements of the management interface alternatives 
2
References

TS32.102 v6.4.0

3
Rationale

Telecom Operators struggle in enabling Telecom Management automation in a more cost efficient way - TM optimised for maximum efficiency and effectiveness. Vendor-dependent NE managers characterised our 2G networks. Operators could not streamline their operation processes and had to add a lot of specific development efforts into having an integrated view of the network. Telecom Management became a general IT-playground. To not repeat this failure of the Telecom business and also create a robust environment for our 3G Telecom Management Network it is a necessity to focus again to the fulfil many of the early targets identified in SA5 standardised efforts.

The outcome of 3GPP TM standardisation up to release 6 doesn’t prohibit the probability of failure in a similar way we have had operate our 2G networks – with substantial amounts of element managers. Element managers are very expensive to operate in labour cost, education and difficult to integrate according to general IT-requirement or company policies. 

Our networks and services are becoming increasingly complex. It is not any more humanly possible to watch and understand all events and conditions simultaneously in a network management centre without the support of advanced computer systems. Relevant information must be combined and brought to operators attention. Impact analysis of faults in our networks related to our services and service level agreements  (service quality management) are new areas of prime concern for operators. In our service assurance processes alarms and performance data are the fundamental information needed from all kinds of equipment in our network.The way most operators manage this is to gather information at an integrated level (network level), add logical rules, combine data from different sources etc. 

Up to release 6,  3GPP TM standards has stated that Itf-N can be supported in two different ways. Direct to network elements or via an element manager. To comply to the 3GPP standards it has been sufficient to support one of the options.

The way element managers operate together with the network managers are of prime concern for operators today. But the functionality of the element manager’s is so far not targeted by 3GPP standards.  

It is very obvious that different entity domains have different TM characteristics in the operator’s world.

To name a few:

· The access network entities are huge in numbers for a typical operator and need some kind of datatcollectors. They also need advanced inventory data support. 

· The core network entities are of major complexity, advanced configuration and also with substantial vendor specific functionality. We operate them in much smaller numbers compared to the access network entities. 

· The service specific entities are of many different types, but normally in just a few instances for every operator. Many are supposed to be more IT-influenced then telecom based.

3GPP standards could have a much bigger impact for the operators and also allow much easier integration of different vendors equipment if these specific characteristics of the different entity domains was the base for the principal requirements of our standards.  

Submitted to this CR to CR 32.102 Telecom Architecture document is a contribution to split Itf-N basic requirements  and functionality for the different entity domains.

4
Detailed proposal

The following fundamental change in TS32.102 v 7 is proposed. If this proposal is accepted a complete CR with added editorial updates needed related to this change will be submitted.

Change in Clause 8.2

8.2
Network Element (NE) management architecture

Figure 8.1 shows two possible options for management interface from the OS upper layers to NE. Option 1, provides access to the NE via element manager, and Option 2, provides a direct access. Basic objectives for a PLMN Management Physical Architecture presented in chapter 6,  requirements on TMN applications presented in chapter 9 and different characteristicts of the different domains of the 3G system entities will put constraints on the physical realisation on the management interface. 
Figure 8.1 presents the management interface alternatives. Notations used in Fig 8.1 are
Itf-N Southbound Accesspoint of Int-N  [OSF of  Itf-N]
 No OSF stated implies all available shall be supported


 




Southbound Accesspoint of Itf-N are NE or EM

For a 3GPP entity (Management System or NE) to be compliant, the following management interface for that entity shall be supported:

	Entity of the 3G system 
	Mandatory
	Optional

	Access Network Basic Entities
	Itf-NEM    
	Itf-NNE   

	Core Network Basic Entities
	Itf-NNE[FM,PM]
	Itf-NEM    

	Service Specific Entities
	Itf-NNE
	Itf-NEM    


Figure 8.1 : Management Interface Options

.

Figure 8.2 does not imply and limit the realisation of any OS physical block (e.g. E-OS, N-OS) to just one logical layer. OS physical blocks may span more than one logical layer (ITU‑T Recommendation M.3010 [1]). Different types of network elements, different functional areas, operator and vendor preferences etc will put different constraints on the physical realisation of the OSFs. See further clause 9.
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Figure 8.2: Network Element Management Architecture

For a 3GPP entity (Network Element or management system) to be compliant to a given Management Interface the following conditions shall all be satisfied:
	Item
	Compliance conditions

	1
	Implements relevant 3GPP IRP Information Services and Network Resource Models

For an interface illustrated by the dashed line in figure 4 the object model is not standardised but it shall be open

	2
	Application protocol (e.g. CMIP,SNMP,CORBA IIOP)
(Defined in TS 32.101 [2], annex A)

If 3GPP has specified one or more IRP Solution Sets corresponding to the IRP Information Models in item 1 then at least one of those IRP Solution Sets shall be supported.


(Defined in TS 32.101 [2], annex C)

	3
	Valid Network Layer Protocol 
(see annex B of TS 32.101 [2])

	4
	Lower protocol levels required by Item 1, 2 and 3


End of Change in Clause 8.2
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