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1
Decision/action requested

Direction regarding future evolution


Is it permissible to modify 3GPP xsd definitions ?


Is it permissible to include a schemaLocation definition ?


Is it permissible to consider using a context variable ?
2
Discussion

2.1 Background

Several CRs were provided during SA5 #41 to overcome problems related to the verification of schema (.xsd) definitions. These CRs were not accepted one concern related to the usage of a schemaLocation which is an optional hint in XML schema definitions defined by the w3c.
 The CRs addressed one aspect of the deficiencies in the XSD files in 3GPP. 

The following is the complete list of concerns  that need to be satisfied for all participating companies.

· The usage model of .xsd files.

· The degree of modification a user of a 3GPP schema may exercise and still be assured that an implementation is compliant to the 3GPP xsd definition.

· The manner in which any compliance could be demonstrated.

· The way in which 3GPP avoids the commercial bias to any specific development tool. 

2.2 Development Issues

2.2.1
Schemas should be usable without change

Lucent Technologies has a strong belief that any 3GPP SS specification (IDLs or XSDs) should not require any local modifications to be made in order to have a "well formed" specification. Wherever possible, 3GPP should avoid enticements that require any form of file editing to be necessary. A vendor should, as an ideal, be able to download and extract the schema for direct usage to develop an xml file validation schema without any xsd updates being necessary for correct working.
If 3GPP SA5 determines that local xsd modifications may be made, it is necessary to define the extent of any changes which may be permitted so as to satisfy compliance needs. 

2.2.2
Schemas should not risk a breach to a system's security

For some XML parsers it is possible to use an xsd as an active part of xml document validation. Live systems cannot assume to have, nor want direct Internet access when URI are included within a schema definition. In some cases the xsd file may not exist at the schema location at the time an xsd file needs to be validated i.e. some redirection is necessary to permit a local copy of the schema to be referenced in place of a copy being available at the URI. There might be a number of options for this; some are specific to particular xml development tools, and hence not universally supported by all xml development tools.

E.g. the use of xml catalog files (see the OASIS definition ) or the  use of a schemaLocation definition to hint, via a full path definition as to where the xsd might be found.

The current situation presents no problems to tools that support catalog files.
 However some tools do not support the catalog file option defined by OASIS, this is a similar concept to using a Schema Location, except that the SchemaLocation is specified within the xsd file.

Examples of this  may be found in the CRs to the xsd files provided to the last meeting and included in the zip file with this contribution.

The next alternative is to provide definitions of 3GPP authorized user modification that will retain 3GPP compliance.

e.g. to permit an end user of the "standard" to make modifications which deviate from the "standard" to overcome the permutations of available tool support, and techniques which may be used to overcome the difficulties.

2.2.3 Usage of a context variable

This is not part of the XML schema and is not supported by xml validators.
It would be used to make URIs system specific.

For example to include within the 3GPP specification a definition of the form



 $$SCHEMA_ROOT$$/your-file.xsd

Before deploying the 3GPP schemas files are pre-processed to replace the place holder $$SCHEMA_ROOT$$ by the correct local value.

2.3 XSD and XML Compliance Testing

If a vendor’s solution is to claim it is 3GPP compliant then that means that only those files which are in accordance with the 3GPP schemas can be accepted. Non-compliant files must be rejected, as their parentage is questionable. However, if it is not possible to validate the XML file with the schema it is impossible to assure any conformance with 3GPP xsds.  If the URIs defined within the schemas are correct there is a possibility we do not need the “schemaLocation”. Accepting the security and performance issues which go with this, plus the dependence upon a 3rd party's machine availability, all of which are neither desirable nor acceptable to deployment.
However, if the “schemaLocation” is not acceptable to members of 3GPP, there is a minimum need to ensure that the files are always available at the URI location. This presents a problem to some tools particularly when checking pre-approved changes.

If it is permitted to edit the URIs, or other aspect of the schema definition (e.g. Schema Location) then this needs specifying as a permitted action.

Conclusion

Decisions requested on these proposals.

