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1 Introduction

This document introduces a proposed structure for the charging description section of the MBMS charging TS 32.273 (section 6) and also an initial proposal for information that is required for charging purposes. The list of information is not complete and corresponding CDR formats have not been included and therefore the contents of this contribution should be used as a basis for further work.

2 Proposal/Conclusion

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[10]
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[11]
3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched (PS) domain charging".

[12]
3GPP TS 32.252: "Telecommunication management; Charging management; Wireless Local Area Network (WLAN) charging".

[13]-[19]
Void.
[20]
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[21]-[29]
Void.
[30]
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[31]
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[32]
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[33]-[49]
Void.

[50]
3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging application".

[51]
3GPP TS 32.298: "Telecommunication management; Charging management; Charging Data Record (CDR) parameter description".

[52]
3GPP TS 32.297: "Telecommunication management; Charging management; Charging Data Record (CDR) file format and transfer".

[53]
3GPP TS 32.296: "Telecommunication management; Charging management; Online Charging System (OCS) applications and interfaces".

[54]
3GPP TS 32.295: "Telecommunication management; Charging management; Charging Data Record (CDR) transfer".

[55]-[69]
Void.

[70]
3GPP TS 23.125: "Overall High Level Functionality and Architecture Impacts of Flow Based Charging; Stage 2”

[71]-[99]
Void.

b)
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[100]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[101]
3GPP TS 22.101: "Service aspects; Service Principles".

[102]
3GPP TS 22.115: "Service aspects; Charging and billing".

[103]
3GPP TS 23.002: "Network Architecture".

[104]
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[105]
3GPP TS 27.001: "General on Terminal Adaptation Functions (TAF) for Mobile Stations (MS)".

[106]-[199]
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c)
other Domain and Service specific 3GPP / ETSI specifications

[200]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".
[201]
3GPP TS 22.146: "Multimedia Broadcast/Multicast Service; Stage 1"
[202]
3GPP TS 22.246: "Multimedia Broadcast/Multicast Service (MBMS) user services; Stage 1"
[203]
3GPP TS 26.346: "Multimedia Broadcast/Multicast Service; Protocols and Codecs"
[204]
3GPP TS 29.061: " Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)"
[205]-[299]
Void.

d)
Relevant ITU Recommendations

[300]
ITU-T Recommendation D.93: "Charging and accounting in the international land mobile telephone service (provided via cellular radio systems)".

[301]-[309]
Void.
[310]
ITU-T Recommendation E.164: "The international public telecommunication numbering plan".

[311]-[329]
Void.
[330]
ITU-T Recommendation Q.767: "Application of the ISDN user part of CCITT signalling System No.7 for international ISDN interconnections".

[331]-[349]
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ITU-T Recommendation X.25: "Interface between Data Terminal Equipment (DTE) and Data Circuit-terminating Equipment (DCE) for terminals operating in the packet mode and connected to public data networks by dedicated circuit".

[351]
ITU-T Recommendation X.121: "International numbering plan for public data networks".
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Editor's note: The reference shall be replaced with the RFC number, once assigned.
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Definition of charging information

6.1
General charging information
6.2
Data description for MBMS offline charging

6.2.1
Rf message contents
6.2.1.1
Summary of Offline Charging Message Formats

The BM-SC generates accounting information that can be transferred to the CDF. For this purpose, the MBMS Charging application employs the Accounting-Request (ACR) and Accounting-Answer (ACA) messages from the base Diameter protocol. The request can be of type start, stop, interim and event. The accounting request message includes all charging information and the answer is just an acknowledgement of the request message. Detailed information about the Diameter offline charging application is described in TS 32.299 [50].

The following sub clauses describe the different AVPs used in the accounting messages.
Table 6.1 describes the use of these messages for offline charging.

Table 6.1: Offline Charging Messages Reference Table

	Command-Name
	Source
	Destination
	Abbreviation

	Accounting-Request
	BM-SC
	CDF
	ACR

	Accounting-Answer
	CDF
	BM-SC
	ACA


6.2.1.2
Structure for the Accounting Message Formats

6.2.1.2.1
Accounting-Request Message

Table 6.2 illustrates the basic structure of a Diameter ACR message as used for MBMS offline charging.

Table 6.2: Accounting-Request (ACR) Message Contents for Offline Charging
	AVP
	Type
	Category
	Description

	Session-Id
	Value
	M
	Described in Diameter Base Protocol [401]

	Origin-Host
	Value
	M
	Described in Diameter Base Protocol [401]

	Origin-Realm
	Value
	M
	Described in Diameter Base Protocol [401]

	Destination-Realm
	Value
	M
	Described in Diameter Base Protocol [401]

	Accounting-Record-Type
	Value
	M
	Described in Diameter Base Protocol [401]

	Accounting-Record-Number
	Value
	M
	Described in Diameter Base Protocol [401]

	Acct-Application-Id
	Value
	FFS
	Described in Diameter Base Protocol [401]

	Vendor-Specific-Application-Id
	Value
	FFS
	Described in Diameter Base Protocol [401]

	User-Name
	Value
	FFS
	Described in Diameter Base Protocol [401]

	Accounting-Sub-Session-Id 
	Value
	-
	Described in Diameter Base Protocol [401]

	Acct-Session-Id
	Value
	-
	Described in Diameter Base Protocol [401]

	Acct-Multi-Session-Id
	Value
	-
	Described in Diameter Base Protocol [401]

	Acct-Interim-Interval
	Value
	OC
	Described in Diameter Base Protocol [401]

	Accounting-Realtime-Required
	Value
	-
	Described in Diameter Base Protocol [401]

	Origin-State-Id
	Value
	OC
	Described in Diameter Base Protocol [401]

	Event-Timestamp
	Value
	OC
	Described in Diameter Base Protocol [401]

	Proxy-Info
	Multiple
	-
	Described in Diameter Base Protocol [401]

	Route-Record
	Multiple
	-
	Described in Diameter Base Protocol [401]

	AVP
	Multiple
	-
	Described in Diameter Base Protocol [401]

	Service-Information 
	Grouped
	OC
	Described in TS 32.299 [50]

	  PS-Information
	Grouped
	OC
	Described in TS 32.251 [11]

	  IMS-Information
	Grouped
	OC
	Described in TS 32.260 [20]

	  MBMS-Information
	Grouped
	OC
	Described in subclause 6.2.2



NOTE:
For AVP of type "Grouped" only the group AVP is listed in table 6.2. Detailed descriptions of the AVPs are provided according to "Description" column.
Editor's Note: It is FFS whether the IMS-Information AVP can be used to carry media information about the MBMS user service (currently described using SDP). Also PS-Information AVP is expected to be used to carry information according data volume and duration of the session.
Editor's Note: The use of User-Name AVP is FFS, as this may need to be replaced to identify multiple users to optimise the signalling. Therefore, the use of a vendor specific application id is FFS also.
6.2.1.2.2
Accounting-Answer Message

Table 6.3 illustrates the basic structure of a Diameter ACA message as used for MBMS charging. This message is always used by the CDF as specified below, regardless of the BM-SC it is received from and the ACR record type that is being replied to.

Table 6.3: Accounting-Answer (ACA) Message Contents for Offline Charging
	AVP
	Type
	Category
	Description

	Session-Id
	Value
	M
	Described in Diameter Base Protocol [401]

	Result-Code
	Value
	M
	Described in Diameter Base Protocol [401]

	Origin-Host
	Value
	M
	Described in Diameter Base Protocol [401]

	Origin-Realm
	Value
	M
	Described in Diameter Base Protocol [401]

	Accounting-Record-Type
	Value
	M
	Described in Diameter Base Protocol [401]

	Accounting-Record-Number
	Value
	M
	Described in Diameter Base Protocol [401]

	Acct-Application-Id
	Value
	FFS
	Described in Diameter Base Protocol [401]

	Vendor-Specific-Application-Id
	Value
	FFS
	Described in Diameter Base Protocol [401]

	User-Name
	Value
	FFS
	Described in Diameter Base Protocol [401]

	Accounting-Sub-Session-Id 
	Value
	-
	Described in Diameter Base Protocol [401]

	Acct-Session-Id
	Value
	-
	Described in Diameter Base Protocol [401]

	Acct-Multi-Session-Id
	Value
	-
	Described in Diameter Base Protocol [401]

	Error-Reporting-Host
	Value
	-
	Described in Diameter Base Protocol [401]

	Acct-Interim-Interval
	Value
	OC
	Described in Diameter Base Protocol [401]

	Accounting-Realtime-Required
	Value
	-
	Described in Diameter Base Protocol [401]

	Origin-State-Id
	Value
	OC
	Described in Diameter Base Protocol [401]

	Event-Timestamp
	Value
	OC
	Described in Diameter Base Protocol [401]

	Proxy-Info
	Multiple
	-
	Described in Diameter Base Protocol [401]

	AVP
	Multiple
	-
	Described in Diameter Base Protocol [401]


6.2.1.3

MBMS specific AVPs

6.2.1.3.1 
Definition of the MBMS-Information AVP

The use of the Attribute Value Pairs (AVPs) that are defined in the Diameter Base [401] and DCCA [402] is available in the Diameter application specification TS 32.299 [50]. 

AVPs that are used for MBMS charging are provided within the Service-Information AVP. MBMS specific charging information is provided within the MBMS-Information-AVP.
MBMS-Information-AVP
::= 
<AVP Header: xxx>


{ TMGI }


{ MBMS-Session-Identifier }


{ MBMS-Service-Type }



{ MBMS-User-Service-Type }


[ File-Repair-Supported ]


[ Repetition-Counter ]
Editor's Note: The list of information required is not complete.

The detailed structure of the MBMS-Information AVP can be found in table 6.4. 

The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see Diameter Base [401]. 

Table 6.4: Structure of the MBMS-Information AVP
	
	AVP Flag rules 

	AVP Name
	AVP Code
	Defined in
	Value Type
	Must
	May
	Should not
	Must not

	TMGI
	
	[205]
	OctetString
	M,V
	P
	
	

	MBMS-Session-Identifier
	
	
	
	
	
	
	

	MBMS-Service-Type
	
	[205]
	Enumerated
	M,V
	P
	
	

	MBMS-User-Service-Type
	
	
	Enumerated
	M,V
	P
	
	

	File-Repair-Supported
	
	
	Enumerated
	M,V
	P
	
	

	Repetition-Counter
	
	
	Unsigned32
	M,V
	P
	
	


Editor's Note: MBMS-Session-Identifier AVP is expected to be defined in 3GPP TS 29.061 [205].
6.2.1.3.2
MBMS-User-Service-Type AVP
Editor's Note: Used to indicate that a user service is a download or streaming service. Details are tbd.
6.2.1.3.3
File-Repair-Supported AVP
Editor's Note: Used to indicate whether point to point file repair is supported for the user service. Details are tbd.
6.2.1.3.4
Repetition-Counter AVP

Editor's Note: Used to indicate whether the session is a repetition of a previously transmitted session and if the number of times it has been repeated. Details are tbd.

6.2.2
Ga message contents

6.2.3
CDR description on the BX interface

< Replace the “X” above with the appropriate letter, e.g. “C for CS, “P” for PS, “I” for IMS, etc. >
< This clause shall contain one subclause for each CDR type specified for XXX.  These subclauses shall contain a tabular representation of the CDR, including a brief description for each parameter.  Note that a more complete description and the ASN.1 description of the CDRs and their parameters shall be provided in TS 32.298. >
6.3
Data description for MBMS online charging

6.3.1
Ro message contents

6.3.1.1
Summary of Message Formats

MBMS Online Charging uses the approach based on a series of "interrogations" as defined by Diameter Credit Control Application [402]: 

· First interrogation, 

· Zero, one or more intermediate interrogations. 

· Final interrogation.

In addition to a series of interrogations, also a one time event (interrogation) can be used e.g. in the case when service execution is always successful.
All of these interrogations use Credit-Control-Request (CCR) and Credit-Control-Answer (CCA) messages defined in TS 32.299 [50]. The CCR triggers the rating of the MBMS service and reserves units on the user's account. The CCA is a response including any reserved units or an error code if the user is out of credit. Detailed information about the diameter online charging application is described in TS 32.299 [50].
The CCR for the "intermediate interrogation" and "final interrogation" reports the actual number of "units" that were used, from what was previously reserved. This determines the actual amount debited from the subscriber's account. 
The following sub clauses describes the different AVPs used in the credit control messages
Table 6.5 describes the use of these messages for online charging. 
Table 6.5: Online Charging Messages Reference Table
	Command-Name
	Source
	Destination
	Abbreviation

	Credit-Control-Request
	BM-SC
	OCS
	CCR

	Credit-Control-Answer
	OCS
	BM-SC
	CCA


6.3.1.2
Structure for the Credit Control Message Formats

6.3.1.2.1
Credit-Control-Request Message

Table 6.6 illustrates the basic structure of a Diameter CCR message from the BM-SC as used for MBMS online charging.

Table 6.6: Credit-Control-Request (CCR) Message Contents 
	AVP
	Type
	Category
	Description

	Session-Id
	value
	M
	Described in Diameter Base Protocol [401]

	Origin-Host
	value
	M
	Described in Diameter Base Protocol [401]

	Origin-Realm
	value
	M
	Described in Diameter Base Protocol [401]

	Destination-Realm
	value
	M
	Described in Diameter Base Protocol [401]

	Auth-Application-Id
	value
	M
	Described in Diameter Base Protocol [401]

	Service-Context-Id
	value
	M
	Described in Diameter Credit Control Application [402]

	CC-Request-Type
	value
	M
	Described in Diameter Credit Control Application [402]

	CC-Request-Number
	value
	M
	Described in Diameter Credit Control Application [402]

	Destination-Host
	value
	OC
	Described in Diameter Base Protocol [401]

	User-Name
	value
	OC
	Described in Diameter Base Protocol [401]

	CC-Sub-Session-Id
	value
	OM
	Described in Diameter Credit Control Application [402]

	Acct-Multi-Session-Id
	value
	OC
	Described in Diameter Credit Control Application [402]

	Origin-State-Id
	value
	OC
	Described in Diameter Base Protocol [401]

	Event-Timestamp
	value
	OC
	Described in Diameter Base Protocol [401]

	Subscription-Id
	Multiple-grouped
	OC
	Described in Diameter Credit Control Application [402]

	Service-Identifier
	Value
	OC
	Described in Diameter Credit Control Application [402]

	Termination-Cause
	value
	OC
	Described in Diameter Base Protocol [401]

	Requested-Service-Unit
	grouped
	OC
	Described in Diameter Credit Control Application [402]

	Requested-Action
	value
	OC
	Described Diameter Credit Control Application [402]

	Used-Service-Unit
	Multiple-grouped
	OC
	Described in Diameter Credit Control Application [402]

	Multiple-Services-Indicator
	value
	OC
	Described in Internet-Draft, Diameter Credit Control Application [402]

	Multiple-Services-Credit Control
	Multiple-grouped
	OC
	Described in Diameter Credit Control Application [402]

	Service-Parameter-Info
	Multiple-Grouped
	OC
	Described in Diameter Credit Control Application [402]

	CC-Correlation-Id
	value
	OC
	Described in Diameter Credit Control Application [402]

	User–Equipment-Info
	Multiple-Grouped
	OC
	Described in Diameter Credit Control Application [402]

	Service-Information 
	Grouped
	OC
	Described in TS 32.299 [50]

	   PS-Information
	Grouped
	OC
	Described in TS 32.251 [11]

	   IMS-Information
	Grouped
	Oc
	Described in TS 32.260 [20]

	   MBMS-Information
	Grouped
	OC
	Described in subclause 6.4


The full description of the AVPs is specified in TS 32.299 [50].
Editor's Note: It is FFS whether the IMS-Information AVP can be used to carry media information about the MBMS user service (currently described using SDP).
6.3.1.2.2
Credit-Control-Answer Message

Table 6.7 illustrates the basic structure of a Diameter CCA message as used for the BM-SC. This message is always used by the OCS as specified below, independent of the receiving BM-SC and the CCR request type that is being replied to.

Table 6.7: Credit-Control-Answer (CCA) Message
	AVP
	Type
	Category
	Description

	Session-Id
	Value
	M
	Described in Diameter Base Protocol [401]

	Result-Code
	Value
	M
	Described in Diameter Base Protocol [401]

	Origin-Host
	Value
	M
	Described in Diameter Base Protocol [401]

	Origin-Realm
	Value
	M
	Described in Diameter Base Protocol [401]

	Auth-Application-Id
	Value
	M
	Described in Diameter Base Protocol [401]

	CC-Request-Type
	Value
	M
	Described in Diameter Credit Control Application [402]

	CC-Request-Number
	Value
	M
	Described in Diameter Credit Control Application [402]

	User-Name
	Value
	OC
	Described in Diameter Base Protocol [401]

	CC-Session-Failover 
	Value
	OC
	Described in Diameter Credit Control Application [402]

	CC-Sub-Session-Id
	Value
	OM
	Described in Diameter Credit Control Application [402]

	Acct-Multi-Session-Id
	Value
	OC
	Described in Diameter Base Protocol [401]

	Origin-State-Id
	Value
	OC
	Described in Diameter Base Protocol [401]

	Event-Timestamp
	Value
	OC
	Described in Diameter Base Protocol [401]

	Granted-Service-Unit
	grouped
	OC
	Described in Diameter Credit Control Application [402]

	Multiple-Services-Credit-Control
	Multiple-grouped
	OC
	Described in Diameter Credit Control Application [402]

	Final-Unit-Indication
	Grouped
	OC
	Described in Diameter Credit Control Application [402]

	Check-Balance-Result
	Value
	OC
	Described in Diameter Credit Control Application [402]

	Credit-Control-Failure-Handling
	Value
	OC
	Described in Diameter Credit Control Application [402]

	Direct-Debiting-Failure-Handling
	Value
	OC
	Described in Diameter Credit Control Application [402]

	Validity-Time
	Value
	OC
	Described in Diameter Credit Control Application [402]

	Redirect-Host
	Multiple-value
	OC
	Described in Diameter Base Protocol [401]

	Redirect-Host-Usage
	Value
	OC
	Described in Diameter Base Protocol [401]

	Redirect-Max-Cache-Time
	Value
	OC
	Described in Diameter Base Protocol [401]

	Proxy-Info
	Multiple-grouped
	OC
	Described in Diameter Base Protocol [401]

	Route-Record
	Multiple-

Value
	OC
	Described in Diameter Base Protocol [401]

	Failed-AVP
	Multiple-grouped
	OC
	Described in Diameter Base Protocol [401]

	AVP
	Multiple-value
	OC
	Described in Diameter Base Protocol [401]
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