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1
Decision/action requested

Addition of operations to block/unblock the Itf-N functionality for a specific instance and its subordinate instances  
2
References

This document is a reworked version of S5-046461 with almost the same title. Compared to 
S5-046461, this document is more a kind of discussion paper. In clause 5 it takes into account the questions which were raised during the last meeting at SA5#38, Beijing, May 2004 (see report of CR-C session in S5-046409r1) – and also addresses new questions with proposed, but not final answers. Therefore the formal descriptions (formerly in clause 4) were removed from this document, which would need anyway updates depending on the agreements of the Rapporteur Group.
Clause 3 of this document is basically the same as in S5-046461, with some modifications for clarification. The material was kept to allow an overview without the awkward task to jump between several documents.
Clause 5 presents some material for further discussion.
3
Rationale 
In certain scenarios floods of unwanted notifications including alarms will be sent to the IRP manager by network object instances. Thereby the interface and the management systems bear unnecessary load. Even worse: The operator’s awareness is drawn away from really urgent events. 

Example for such scenarios:

· A failed network element is replaced and tested after installation.

· The configuration of a network region is expanded by additional network elements and the new configuration is scrutinized by tests in the real network.

Filter mechanisms could be used to reduce the number of transmitted notifications, but to install all necessary filters can be a complex and awkward – and the same complicated task has to be reversed when returning to normal operation.

Another way to reduce the number of notifications could be to exclude all notifications of a specific event type e.g. by a suspendSubscription request. But then also those notifications from other instances which are still of interest would be blocked. An even more strict measure to blocking all notifications would prevent an IRP manager to detect if an IRP agent is still alive.

Therefore it is proposed to introduce an operation which allows blocking the Itf-N interface for an IOC instance and its subordinate instances. If such a blocking operation was performed successfully, the invoking manager receives as output a invocationId which can be used for later unblocking. As a result of the blocking no request of an IRP manager related to these instances will be accepted by the IRP agent except the request to unblock the previous blocking request. The IRP agent will not send any notification which would have been issued by the blocked instances via the Itf-N as long as blocking persists. 
Example for a use case:

In a mobile network a resource modeled by IOC btsSiteManager is repaired. During the reparation on site including local testing the operator at the NMC shall not receive event reports from this btsSiteManager instance and all its subordinated network resources, which are contained in this instance, e.g. all its bts and related transceiver instances.
In this case the blocking operation would contain the identity of the btsSiteManager as input parameter.
4
Consequences and implications

Descriptions in IS format to be supplied after RG agreement on the principles.
5
Issues of discussion

5.1 Alarm alignment?:

Question at SA5#38: After removing the block, the alarmLists in IRP manager and agent might be different. How are they aligned?

Answer: Aligning alarmLists is not a task which is only needed if this functionality is used. There are also other possible reasons for misaligned alarmLists. The same procedures as there can be used here.

5.2 Alternative administrativeState?:

Question at SA5#38: Would an administrativeState locked do the same?

Answer: No, because an administrativeState locked would prohibit the managed entity from being used. But for the envisaged scenarios like testing, extending the network etc. the managed functions need to be active.
Proposal: Other names for the operations and its parameters could be chosen which avoids the impression of a too close relationship with administrativeState locked.

5.3 Block request and notifications?:

Question: Shall only notifications from the involved instances be blocked or also requests towards these instances?
Discussion: For the envisaged scenarios the instances are blocked for IRP manager request via the Itf-N, but not for commands issued via local craft terminals. Depending on the O&M concept of an operator the latter might not be sufficient. 
Proposal: Add a parameter to the blocking operation if requests or notifications or both shall be blocked.

5.4 What about multi-instance requests?:

Question: What if an e.g. scoped request involving several instances or a bulk file with many requests shall be executed and some of the instances are blocked?
Answer: Multi-instance requests failing for individual instances can happen also for other reasons. The same handling of these cases (best-effort, all-or-nothing…) can be applied here.
5.5 Multi-Manager aspects:

Statement at SA5#38: In a multi-manager scenario one manager should only block the Itf-N for his own environment
Discussion: This might be useful for some scenarios how IRP managers share their work, but less useful for others. A restriction to only one IRP manager’s environment would make a quick execution of silencing the Itf-N complicated. 
An additional parameter in the operations could specify the scope (e.g. a list of the involved IRPs) of the block/unblock. 
A notification could be defined to inform all affected managers, if the scope exceeds the one of the requesting manager. This notification could include the blockInvocationId, thereby allowing these managers to unblock parts of the original blocking. Problem: This way also the complete original block could be removed by the other managers.
Alternatively an additional operation to find out the locking manager A could be defined. This could be used by one affected manager B to find out which manager requested the blocking. But after that an inter-manager communication would be needed from manager B to manager A to ask for removal of the block. Such an inter-manager communication is not yet defined.
Proposal: Our view is that such a blocking needs co-ordination outside/above the Itf-N world anyway. Therefore a parameter to define the blocking/unblocking scope should be sufficient.

-------------------------end of document-------------------------














































