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1. Introduction

Based on the query received from TSG-SA, and the fact that stage-3 WLAN Interworking Wis are being created across the relevant CN WGs, SA2 would like to clarify what are the stable and non-stable parts in the currently defined architecture (Stage 2 work) for WLAN-3GPP IW in TS 23.234. Furthermore, the Scenario 2 and Scenario 3 architectural characteristics are also clarified.  The target is to ensure that other WGs that have initiated WLAN-3GPP IW work, have a clear understanding of the architecture situation, to proceed with their work. 

2. Clarification

· SCENARIO 2 AND ITS STABILITY

The description of Scenario 2 according to SA1 is: “WLAN-3GPP system interworking service is defined as a wireless IP connectivity service where the radio access technology is of type WLAN. The service is subject to a 3GPP system subscription”

The implications of this definition are:

· Internet/Intranet access from WLAN AN

· Authentication and authorisation for accessing the service based on 3GPP methods.

· Online and Offline charging based on accounting procedures coming off the WLAN AN to the 3GPP AAA Server. The 3GPP AAA server uses accounting procedures of the Wo and Wf interfaces for online and offline accounting with the OCS and the CCF/CGw, respectively.

The network elements involved to achieve Scenario 2 are: 3GPP AAA Proxy, 3GPP AAA Server, HSS/HLR, OCS and CGW/CCF

The BGW is optional in scenario 2.

The reference points involved in Scenario 2 are Wr, Wx, Wb, Wo and Wf. When pre-Release-6 HSS/HLR is used, the D´/Gr´ reference points are also involved.

Figure 1 shows the network elements that are needed to achieve authentication, access control and charging functions in Scenario 2. 
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Figure 1. Roaming Reference Model with stable needed network elements and reference points to accomplish Scenario 2

The architecture of Scenario 2 shown in Figure-1 is stable already.

Network selection aspects are still under discussion.

· SCENARIO 3 AND ITS STABILITY
The goal of Scenario 3 according to SA1 is: “to make access to 3GPP system PS based services available to the user through the WLAN. The services available should include all services based on 3GPP System PS domain capabilities (e.g. IMS).”

Scenario 2 is a pre-requisite for Scenario 3. Additional implications of Scenario 3 compared to Scenario 2 are:

· Enabling user data to be tunnelled via operator network via PDGW. UE transparent tunnelling or UE initiated tunnelling.

· Charging based in service-flow differentiation performed in PDGW. SA2 is working on the overall architecture aspects for IP-flow-based bearer charging within the context of a separate WI. This work is expected to produce a stable high level architecture by 03/03, and a stable stage-2 concept by 06/03.

· Support for 3GPP IP based services via PDGW , e.g. support for IMS

· Reliable level of end to end security

· Certain level of QoS provisioning

The network elements involved to achieve Scenario 3 beyond the ones in Scenario 2: PDGW and BGW. 

The additional reference points involved in Scenario 3 beyond the ones in Scenario 2 are Wn, Wi and Wm. However, certain aspects (e.g. charging) of the Scenario 3 architecture are expected to be developed further, hence new interfaces might still be added.

The scenario 3 reference model is not yet stable. Detailed issues are:

· UE transparent tunnelling and UE initiated tunnelling to PDGW. 

· Detailed tunnel type and authorization

· Charging reference points related to scenario 3 to perform differentiated service-flow-based charging towards OCS and CGW. 

· Support for 3GPP IP based services e.g. IMS, implications in PDGW. 

· Level of QoS support for IMS. The relation of the PDGW and Service Based Local Policy.

3. Actions:

To TSGs:

Note the current status of the WLAN-IW stage-2 work as described above.

To CN WGs:

SA2 asks CN WGs to consider this informational LS to start and proceed with the WLAN-3GPP IW Stage 3 work.

To SA WGs:

SA2 asks SA WGs to consider this informational LS to proceed with the WLAN-3GPP security and charging aspects.

4. Date of Next TSG–SA WG2 Meetings:

	Meeting
	Date
	Location
	Host

	SA2#31
	07-11. April 2003
	Korea
	Samsung

	SA2#32
	12-16. May  2003
	USA
	-
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