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Objective: -

· To clearly show the usage of the GUP Rg and Rp reference points in the support of SM.

· To seek agreement for inclusion in TS 32.141

· Provide a proposed update to 32.141

Background

The current draft of 32.140 makes a reference to the GUP architecture in section 4.2.1

Within the current draft it is not explicit regarding how the Rg and Rp interfaces are used.

Subscription management can be considered to be a network level application. The SM application being an enabler of future complex value added network services.

The current architecture document for SM (TS 32.141) references GUP.

GUP provides the concept of a having a single master database (which may be distributed) to hold master copies of data to be applied to resources within the network (both Access and Core).

Changes to the master data will be distributed to those entities that require it.

It is proposed that the GUP architecture is used in the following manner for SM.

Proposed Updates to 32.141

Section 4.2.1

Use of the Rg Reference point

The Rg reference point provides access to the GUP server.

This reference point provides GUP server access and supports

· Requestor authentication

· Requestor and authorization

· Profile creation

· Profile Modification

· Profile deletion

Once profiles have been created from the network layer OSS, GUP distributes profile data using the Rp reference point.

Use of the Rp Reference point

 The GUP server has knowledge regarding which network entities require the data, where the entities are located (from a communications viewpoint) and synchronization needs.

Once a request has been made from the application over the Rg interface, the GUP server communicates to the network entities in the Access and Core networks that need parameters to be set up.

 The GUP server uses the Rp interface and the Repository access function to achieve this.

The RAF provides a mechanism to hide the implementation detail of the access and core network entities, which require configuration data.

An architectural overview of this is provided in figure 4.2.1 below
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