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Change in Clause 5.1.2.2.3.2

5.1.2.2.3.2
No reply from CCF

In case an IMS node does not receive an ACA in reply to an ACR, it may repeat the ACR message. The waiting time until a repetition is sent, and the maximum number of repetitions are both configurable by the operator. When the maximum number of repetitions is reached and still no ACA reply has been received, the IMS node executes the CCF connection failure procedure as specified above.

If retransmitted ACRs are sent, they are marked with the T-flag as described in [3], in order to allow duplicate detection in the CCF, as specified in the next subclause.

End of Change in Clause 5.1.2.2.3.2

Change in Clause 5.1.2.2.3.3

5.1.2.2.3.3     Duplicate detection

A Diameter client marks possible duplicate request messages (e.g. retransmission due to the link failover process) with the T-flag as described in [3]. 

If the CCF receives a message that is marked as retransmitted and this message was already received, then it discards the duplicate message. If the re-transmitted message was not yet received, its information is taken into account when generating the CDR. The CDRs are marked with a retransmission flag if information from duplicated messages is used.

End of Change in Clause 5.1.2.2.3.3

Change in Clause 5.1.3.2.1

5.1.3.2.1
Accounting-Request Message

Table 5.4 illustrates the basic structure of a Diameter Accounting-Request message as used for offline charging. The use of the AVPs is specified in subclause 5.1.3.3 per IMS node and ACR type.

Table 5.4: Accounting-Request (ACR) Message Contents for Offline Charging
	Diameter base protocol AVPs

	AVP
	Used in offline ACR

	<Diameter-Header:271,REQ,PXY>
	Yes

	<Session-Id> -- Diameter Session Id
	Yes

	{Origin-Host}
	Yes

	{Origin-Realm}
	Yes

	{Destination-Realm}
	Yes

	{Accounting-Record-Type}
	Yes

	{Accounting-Record-Number}
	Yes

	[Acct-Application-Id]
	No

	[Vendor-Specific-Application-Id]
	Yes

	[User-Name]
	Yes

	[Accounting-Sub-Session-Id]
	No

	[Accounting-RADIUS-Session-Id]
	No

	[Acct-Multi-Session-Id]
	No

	[Acct-Interim-Interval]
	Yes

	[Accounting-Realtime-Required]
	No

	[Origin-State-Id]
	Yes

	[Event-Timestamp]
	Yes

	*[Proxy-Info]
	No

	*[Route-Record]
	No

	*[AVP]
	No

	Diameter Credit Control AVP

	[Subscription-Id]
	No

	[Requested-Action]
	No

	*[Requested-Service-Unit]
	No

	*[Used-Service-Unit]
	No

	*[Service-Parameter-Info]
	No

	[Abnormal-Termination-Reason]
	No

	*[Accounting-Correlation-Id]
	No

	[Credit-Control-Failure-Handling]
	No

	[Direct-Debiting-Failure-Handling]
	No

	
	

	3GPP Diameter accounting AVPs

	[Event-Type]
	Yes

	[Role-of-node]
	Yes

	[User-Session-ID ]
	Yes

	[Calling-Party-Address]
	Yes

	[Called-Party-Address]
	Yes

	[Time-stamps]
	Yes

	*[Application-Server]
	only for S-CSCF

	*[Application-provided-Called-Party-Address]
	only for S-CSCF

	*[Inter-Operator-Identifier]
	yes

	[IMS-Charging-Identifier]
	yes

	*[SDP-Session-Description]
	yes

	*[SDP-Media-Component]
	yes

	[GGSN-Address]
	Yes

	[Served-Party-IP-Address]
	only for S-CSCF

	[Authorised-QoS]
	only for P-CSCF

	[Server-Capabilities]
	Only for I-CSCF

	[Trunk-Group-ID]
	only for MGCF

	[Bearer-Service]
	only for MGCF

	[Service-ID]
	Only for MRFC

	[UUS-Data] 
	Yes


NOTE:
For AVP of type "Grouped" only the group AVP is listed in table 5.4. Detailed descriptions of the AVPs is provided in clause 7.

End of Change in Clause 5.1.3.2.1

Change in Clause 5.1.3.3

5.1.3.3
Detailed Message Formats

Following the base protocol specification, the following "types" of accounting data may be sent:

· start session accounting data.

· interim session accounting data.

· stop session accounting data.

· event accounting data.

ACR types start, interim and stop are used for accounting data related to successful SIP sessions. In contrast, event accounting data is unrelated accounting data, such as a simple registration or interrogation and successful service event triggered by an AS. In addition, Event accounting data are also used for unsuccessful SIP session establishment attempts.

The following table specifies per ACR type the accounting data that are sent by each of the IMS network elements:

· S-CSCF.

· P-CSCF.

· I-CSCF.

· MRFC.

· MGCF.

· BGCF.

· AS.

The ACR types in the table are listed in the following order: S (start)/I (interim)/S (stop)/E (event). Therefore, when all ACR types are possible it is marked as SISE. If only some ACR types are allowed for a node, only the appropriate letters are used (i.e. SIS or E) as indicated in the table heading. The omission of an ACR type for a particular AVP is marked with "-" (i.e. SI-E). Also, when an entire AVP is not allowed in a node the entire cell is marked as "-".

Note that not for all Grouped AVPs the individual AVP members are listed in the table. See clause 7 for a detailed list of the AVP group members and for the description of the AVPs.

For the ACA the same details listed in table 5.8 applies with the addition that Error-Reporting-Host AVP is supported in all ACAs in a similar manner as most other base protocol AVPs (e.g. in the same manner as Origin-State-Id AVP).

Table 5.8: Detailed Diameter ACR Message Contents for Offline Charging

	AVP name
	Node Type
	S-CSCF
	P-CSCF
	I-CSCF
	MRFC
	MGCF
	BGCF
	AS

	
	Supported ACRs
	S/I/S/E
	S/I/S/E
	E
	S/I/S
	S/I/S/E
	S/I/S/E
	S/I/S/E

	AVPs from the Diameter base protocol

	<Session-Id>
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	{Origin-Host}
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	{Origin-Realm}
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	{Destination-Realm}
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	{Accounting-Record-Type}
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	{Accounting-Record-Number}
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Vendor-Specific-Application-Id]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Acct-Application-Id]
	-
	-
	-
	-
	-
	-
	-

	[User-Name] (see note 1)
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Accounting-Sub-Session-Id]
	-
	-
	-
	-
	-
	-
	-

	[Accounting-RADIUS-Session-Id]
	-
	-
	-
	-
	-
	-
	-

	[Acct-Multi-Session-Id]
	-
	-
	-
	-
	-
	-
	-

	[Acct-Interim-Interval]
	SIS-
	SIS-
	-
	SIS-
	SIS-
	SIS-
	SIS-

	[Accounting-Realtime-Required]
	-
	-
	-
	-
	-
	-
	-

	[Origin-State-Id]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Event-Timestamp]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	*[Proxy-Info]
	-
	-
	-
	-
	-
	-
	-

	*[Route-Record]
	-
	-
	-
	-
	-
	-
	-

	*[AVP]
	-
	-
	-
	-
	-
	-
	-

	Diameter Credit Control AVP

	[Subscription-Id]
	-
	-
	-
	-
	-
	-
	-

	[Requested-Action]
	-
	-
	-
	-
	-
	-
	-

	*[Requested-Service-Unit]
	-
	-
	-
	-
	-
	-
	-

	*[Used-Service-Unit]
	-
	-
	-
	-
	-
	-
	-

	*[Service-Parameter-Info]
	-
	-
	-
	-
	-
	-
	-

	[Abnormal-Termination-Reason]
	-
	-
	-
	-
	-
	-
	-

	*[Accounting-Correlation-Id]
	-
	-
	-
	-
	-
	-
	-

	[Credit-Control-Failure-Handling]
	-
	-
	-
	-
	-
	-
	-

	[Direct-Debiting-Failure-Handling]
	-
	-
	-
	-
	-
	-
	-

	
	
	
	
	
	
	
	

	3GPP Diameter accounting AVPs

	[Event-Type]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Role-of-Node]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[User-Session-Id]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Calling-Party-Address]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Called-Party-Address]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Time-stamps]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	*[Application-server] (see note 1)
	SISE
	-
	-
	-
	-
	-
	-

	*[Application-Provided-Called-Party-Address] (see note 1)
	SISE
	-
	-
	-
	-
	-
	-

	[Inter-Operator-Identifiers] 

(see note 1)
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[IMS-Charging-Identifier]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	*[SDP-Session-Description] 

(see note 2)
	SI-E
	SI-E
	-
	SI-
	SI-E
	SI-E
	SI-E

	*[SDP-Media-component] 

(see note 2)
	SI-E
	SI-E
	
	SI-
	SI-E
	SI-E
	SI-E

	[GGSN-Address]
	SI-E
	SI-E
	
	SI-
	SI-E
	SI-E
	SI-E

	[Served-Party-IP-Address] 

(see note 1)
	-
	SISE
	-
	-
	-
	-
	-

	[Authorized-QoS] (see note 1)
	-
	SISE
	-
	-
	-
	-
	-

	[Server-Capabilities]
	-
	-
	E
	-
	-
	-
	-

	[Trunk-Group-ID]
	-
	-
	-
	-
	SISE
	-
	-

	[Bearer-Service]
	-
	-
	-
	-
	SISE
	-
	-

	[Service-Id]
	-
	-
	-
	SIS
	-
	-
	-

	[UUS-Data] (see note 3)
	SISE
	SISE
	
	
	
	
	SISE

	NOTE 1:
Only present if available in the IMS node.  

NOTE 2:
 Present in Interim and Event Acrs only if the SIP transactions that triggered the ACR contained SDP.

NOTE 3: 
Present only if user-to-user data is included in the SIP message that triggered the ACR.


End of Change in Clause 5.1.3.3

Change in Clause 6.1.2.1.2.3

6.1.2.1.2.3
Duplicate Detection

The detection of duplicate request is needed and must be enabled. To speed up and simplify as much as possible the duplicate detection, the all-against-all record checking should be avoided and just those records marked as potential duplicates need to be checked against other received requests (within a reasonable time window) by the receiver entity.

The AS/MRFC mark the request messages that are retransmitted after a link failover as possible duplicates with the T-flag as described in [3]. For optimized performance, uniqueness checking against other received requests is only necessary for those records marked with the T-flag received within a reasonable time window. This focused check is based on the inspection of the Session-Id and Accounting-Record-Number AVP pairs.

Note that for IEC the duplicate detection is performed in the Correlation Function that is part of the OCS. The ECF that receives the possible duplicate request should mark as possible duplicate the corresponding request that is sent over the Rc interface.

End of Change in Clause 6.1.2.1.2.3

Change in Clause 6.1.3.2.1

6.1.3.2.1
Accounting-Request Message

Table 6.2 illustrates the basic structure of a Diameter Accounting-Request message as used for IMS online charging.

Table 6.2: Accounting-Request (ACR) Message Contents for Online Charging
	Diameter Base Protocol AVPs

	AVP
	Used in Online ACR

	<Diameter Header: 271, REQ, PXY>
	yes

	<Session-Id>
	yes

	{Origin-Host}
	yes

	{Origin-Realm}
	yes

	{Destination-Realm }
	yes

	{Accounting-Record-Type}
	yes

	{Accounting-Record-Number}
	yes

	[Acct-Application-Id]
	No

	[Vendor-Specific-Application-Id]
	yes

	[User-Name]
	Yes

	[Accounting-Sub-Session-Id]
	No

	[Accounting-RADIUS-Session-Id]
	No

	[Acct-Multi-Session-Id]
	No

	[Acct-Interim-Interval]
	yes

	[Accounting-Realtime-Required]
	No

	[Origin-State-Id]
	yes

	[Event-Timestamp]
	yes

	* [Proxy-Info]
	No

	* [Route-Record]
	No

	*[AVP]
	No

	Diameter Credit Control AVPs 

	[Subscription-Id]
	Yes 

	[Requested-Action]
	yes 

	*[Requested-Service-Unit]
	yes 

	*[Used-Service-Unit]
	yes 

	[Tariff-Switch-Definition]
	yes

	*[Service-Parameter-Info]
	yes 

	[Abnormal-Termination-Reason]
	yes 

	*[Accounting-Correlation-Id]
	No

	[Credit-Control-Failure-Handling]
	yes 

	[Direct-Debiting-Failure-Handling]
	yes 

	
	

	3GPP Diameter accounting AVPs

	[Event-Type]
	yes

	[Role-of-node]
	yes

	[User-Session-ID]
	yes

	[Calling-Party-Address]
	Yes

	[Called-Party-Address]
	yes

	[Time-stamps]
	Yes

	*[Application-Server]
	No 

	*[Application-provided-Called-Party-Address]
	No 

	*[Inter-Operator-Identifier] 
	yes

	[IMS-Charging-Identifier]
	Yes

	*[SDP-Session-Description]
	Yes

	*[SDP-Media-Component]
	Yes

	[GGSN-Address]
	Yes

	[Served-Party-IP-Address]
	No 

	[Authorised QoS]
	No 

	[Server-Capabilities]
	No

	[Trunk-Group-ID]
	No 

	[Bearer-Service]
	No 

	[UUS-Data]
	yes


The detailed use of the AVPs for MRFC/AS and for each ACR record type (start/interim/stop/event) is specified in subclause 6.1.3.3.

End of Change in Clause 6.1.3.2.1

Change in Clause 6.1.3.3

6.1.3.3
Detailed Message Formats 

Following the protocol specifications, the following "types" of accounting data may be sent:

· Start session accounting data.

· Interim session accounting data.

· Stop session accounting data.

· Event accounting data.

ACR types start, interim and stop are used for accounting data related to successful SIP sessions. In contrast, event accounting data is used for session-unrelated accounting data, such as a simple registration or interrogation, and for accounting data related to unsuccessful SIP session establishment attempts.

The following table specifies per ACR type the accounting data that are sent by MRFC and AS.
Tables 6.4 and 6.5 are the basic structure for online charging messages via Ro Interface. This is based directly on the Accounting-Request and Accounting-Answer messages defined in the Diameter protocol specifications [3] and [13].

Table 6.4: Detailed Diameter ACR Message Contents for online Charging

	AVP name
	Node Type
	MGCF
	AS

	
	Supported ACRs
	S/I/S/E
	S/I/S/E

	AVPs from Diameter Base Protocol

	<Session-ID>
	SISE
	SISE

	{Origin-Host}
	SISE
	SISE

	{Origin-Realm}
	SISE
	SISE

	{Destination-Realm}
	SISE
	SISE

	{Accounting-Record-Type}
	SISE
	SISE

	{Accounting-Record-Number}
	SISE
	SISE

	[Acct-Application-ID]
	-
	-

	[Vendor-Specific-Application-ID]
	SISE
	SISE

	[User-Name]
	SISE
	SISE

	[Accounting-Sub-Session-ID]
	-
	-

	[Accounting-RADIUS-Session-ID]
	-
	-

	[Acct-Multi-Session-ID]
	-
	-

	[Acct-Interim-Interval]
	SIS-
	SIS-

	[Accounting-Realtime-Required]
	-
	-

	[Origin-State-ID]
	SISE
	SISE

	[Event-Timestamp]
	SISE
	SISE

	*[Proxy-Info]
	-
	-

	*[Route-Record]
	-
	-

	*[AVP]
	-
	-

	Diameter Credit-Control AVP

	[Subscription-Id]
	SISE
	SISE

	[Requested-Action]
	SISE
	SISE

	*[Requested-Service-Unit]
	SISE
	SISE

	*[Used-Service-Unit]
	SISE
	SISE

	[Tariff-Switch-Definition]
	SISE
	SISE

	*[Service-Parameter-Info]
	SISE
	SISE

	[Abnormal-Termination-Reason]
	SISE
	SISE

	*[Accounting-Correlation-Id]
	SISE
	SISE

	[Credit-Control-Failure-Handling]
	SISE
	SISE

	[Direct-Debiting-Failure-Handling]
	SISE
	SISE

	*[Granted-Service-Unit]
	-
	-

	[Cost-Information]
	-
	-

	[Final-Unit-Indication]
	-
	-

	[Check-Balance-Result]
	-
	-

	
	
	

	3GPP Diameter Accounting AVPs

	[Event-Type]
	SISE
	SISE

	[Role-of-Node]
	SISE
	SISE

	[User-Session-ID]
	SISE
	SISE

	[Calling-Party-Address]
	SISE
	SISE

	[Called-Party-Address]
	SISE
	SISE

	[Time-stamps] 
	SISE
	SISE

	[Application-server]
	-
	-

	[Application-provided-called-party-address]
	-
	-

	[Inter-Operator-Identifiers]
	SISE
	SISE

	[IMS-Charging-Identifier]
	SISE
	SISE

	*[SDP-Session-Description]
	SI-E
	SI-E

	*[SDP-Media-component]
	SI-E
	SI-E

	[SDP-Media-Name]
	SI-E
	SI-E

	[GGSN-Address]
	SI-E
	SI-E

	GPRS-Charging-Id]
	SI-E
	SI-E

	[Served-Party-IP-Address]
	-
	-

	[Authorized-QoS]
	-
	-

	[Server-Capabilities]
	-
	-

	[Trunk-Group-ID]
	-
	-

	[Bearer-Service]
	-
	-

	[Service-Id]
	-
	-

	[UUS-Data]
	SISE
	SISE


End of Change in Clause 6.1.3.3

Change in Clause 7.2

7.2
Additional AVPs

For the purpose of IMS charging additional AVPs are used in ACR and ACA for both online and offline charging. The use of these AVPs are described in subclause 5.1.3 for offline charging and in subclause 6.1.3 for online charging. The information is summarized in table 7.2 along with the AVP flag rules.

Detailed descriptions of AVPs that are used specifically for IMS charging are provided in the subclauses below the table. However, for AVPs that are just borrowed from other applications only the reference (e.g. [13]), is provided in table 7.2 and the detailed description is not repeated.

Table 7.2: Use Of Diameter Credit Control and 3GPP accounting AVPs for IMS

	AVP Name
	AVP Code
	Clause defined
	Value Type
	AVP Flag rules

	
	
	
	
	Must
	May
	Should not
	Must not
	May Encr.

	AVPs from Diameter Credit Control

	[Subscription-Id]
	
	[13]
	
	
	
	
	
	

	[Requested-Action]
	
	[13]
	
	
	
	
	
	

	*[Requested-Service-Unit]
	
	[13]
	
	
	
	
	
	

	*[Used-Service-Unit]
	
	7.2.41
	Grouped
	
	
	
	
	

	
{Unit-Type}
	
	7.2.38
	
	
	
	
	
	

	
{Unit-Value}
	
	7.2.39
	
	
	
	
	
	

	
{Unit-Value-After-Tariff-Switch}
	
	7.3.40
	Float64
	
	
	
	
	

	
[Currency-Code]
	
	[13]
	
	
	
	
	
	

	[Tariff-Switch-Definition]
	
	7.2.34
	OctetString
	
	
	
	
	

	*[Service-Parameter-Info]
	
	[13]
	
	
	
	
	
	

	[Abnormal-Termination-Reason]
	
	[13]
	
	
	
	
	
	

	*[Accounting-Correlation-Id]
	
	[13]
	
	
	
	
	
	

	[Credit-Control-Failure-Handling]
	
	[13]
	
	
	
	
	
	

	[Direct-Debiting-Failure-Handling]
	
	[13]
	
	
	
	
	
	

	*[Granted-Service-Unit]
	
	7.2.17
	Grouped
	
	
	
	
	

	
{Unit-Type}
	
	7.2.38
	
	
	
	
	
	

	
{Unit-Value}
	
	7.2.39
	
	
	
	
	
	

	
[Unit-Value-After-Tariff-Switch]
	
	7.3.40
	Float64
	
	
	
	
	

	
[Currency-Code]
	
	[13]
	
	
	
	
	
	

	[Cost-Information]
	
	7.2.11
	Grouped
	
	
	
	
	

	
{Cost}
	
	[13]
	
	
	
	
	
	

	
{Currency-Code}
	
	[13]
	
	
	
	
	
	

	[Final-Unit-Indication]
	
	[13]
	
	
	
	
	
	

	[Check-Balance-Result]
	
	[13]
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	3GPP Diameter Accounting AVPs

	[Event-Type]
	
	7.2.14
	Grouped
	
	
	
	
	

	
[SIP-Method]
	
	7.2.31
	UTF8String
	
	
	
	
	

	
[Event]
	
	7.2.13
	UTF8String
	
	
	
	
	

	
[Content-Type]
	
	7.2.10
	UTF8String
	
	
	
	
	

	
[Content-Length]
	
	7.2.9
	UTF8String
	
	
	
	
	

	
[Content-Disposition]
	
	7.2.8
	UTF8String
	
	
	
	
	

	[Role-of-Node]
	
	7.2.24
	Enumerated
	
	
	
	
	

	[User Session Id]
	
	7.2.42
	UTF8String
	
	
	
	
	

	[Calling-Party-Address]
	
	7.2.7
	UTF8String
	
	
	
	
	

	[Called-Party-Address]
	
	7.2.6
	UTF8String
	
	
	
	
	

	[Time-stamps]
	
	7.2.36
	Grouped
	
	
	
	
	

	
[SIP-Request-Timestamp]
	
	7.2.32
	UTF8String
	
	
	
	
	

	
[SIP-Response-Timestamp]
	
	7.2.33
	UTF8String
	
	
	
	
	

	[Application-server]
	
	7.2.3
	UTF8String
	
	
	
	
	

	[Application-provided-called-party-address]
	
	7.2.2
	UTF8String
	
	
	
	
	

	[Inter-Operator-Identifier]
	
	7.2.20
	Grouped
	
	
	
	
	

	
[Originating-IOI]
	
	7.2.22
	UTF8String
	
	
	
	
	

	
[Terminating-IOI]
	
	7.2.35
	UTF8String
	
	
	
	
	

	[IMS-Charging-Identifier]
	
	7.2.18
	UTF8String
	
	
	
	
	

	*[SDP-Session-Description]
	
	7.2.28
	UTF8String
	
	
	
	
	

	*[SDP-Media-component]
	
	7.2.25
	Grouped
	
	
	
	
	

	
[SDP-Media-Name]
	
	7.2.27
	UTF8String
	
	
	
	
	

	
*[SDP-Media-Description]
	
	7.2.26
	UTF8String
	
	
	
	
	

	
[GPRS-Charging-Id]
	
	7.2.16
	UTF8String
	
	
	
	
	

	[GGSN-Address]
	
	7.2.15
	IPAddress
	
	
	
	
	

	[Served-Party-IP-Address]
	
	7.2.29
	IPAddress
	
	
	
	
	

	[Authorized-QoS]
	
	7.2.4
	TBD
	
	
	
	
	

	[Server-Capabilities]
	
	[19]
	
	
	
	
	
	

	[Trunk-Group-Id]
	
	7.2.37
	Grouped
	
	
	
	
	

	
[Incoming-Trunk-Group-Id]
	
	7.2.19
	UTF8String
	
	
	
	
	

	
[Outgoing-Trunk-Group-Id]
	
	7.2.23
	UTF8String
	
	
	
	
	

	[Bearer-Service]
	
	7.2.5
	OctetString
	
	
	
	
	

	[Service-Id]
	
	7.2. 30
	UTF8String
	
	
	
	
	

	[UUS-Data]
	
	7.2.43
	Grouped
	
	
	
	
	

	
[Amount-of-UUS-data]
	
	7.2.1
	UTF8String
	
	
	
	
	

	
[Mime-type]
	
	7.2.21
	UTF8String
	
	
	
	
	

	
[Direction]
	
	7.2.12
	Enumerated
	
	
	
	
	


End of Change in Clause 7.2
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